1LENESAS Application Note
RX Family

Firmware Update Module Using Firmware Integration Technology

Introduction

This application note describes the firmware update module using Firmware Integration Technology (FIT).
The module is referred to below as the firmware update FIT module.

By using the FIT module, users can easily incorporate firmware update functionality and secure boot
functionality into their applications. This application note explains how to use the firmware update FIT module
and how to incorporate its API functions into user applications.

The release package associated with this application note includes a demo project. You can confirm the
basic operation of the firmware update functionality by following the steps described in section 4, Demo
Project, to build an environment to run the demo.

Operation Confirmation Devices
RX130 Group

RX140 Group

RX230, RX231 Group
RX23E-A Group
RX23E-B Group
RX24T Group

RX261 Group

RX26T Group
RX65N, RX651 Group
RX66N Group

RX66T Group

RX660 Group

RX671 Group

RX72M Group

RX72N Group

RX72T Group

When using this application note with other Renesas MCUs, careful evaluation is recommended after making
modifications to comply with the alternate MCU.
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Related Application Notes

Application notes related to this application note are listed below. Refer to them in conjunction with this
document.

e Firmware Integration Technology User’'s Manual (RO1AN1833)

¢ RX Family Adding Firmware Integration Technology Modules to Projects (RO1AN1723)

o RX Family Board Support Package Module Using Firmware Integration Technology (RO1AN1685)

o RX Family Flash Module Using Firmware Integration Technology (RO1AN2184)

o RX Family SCI Module Using Firmware Integration Technology (RO1AN1815)

o RX Family BYTEQ Module Using Firmware Integration Technology (RO1AN1683)

e RX Family Clock Synchronous Control Module for Serial NOR Flash Memory Access (RO1AN2662)

¢ RX Family RSPl Module Using Firmware Integration Technology (RO1AN1827)

¢ RX Family Memory Access Driver Interface Module Using Firmware Integration Technology (R0O1AN4548)

Target Compliers

e C/C++ Compiler Package for RX Family from Renesas Electronics
e GCC for Renesas RX
¢ |AR C/C++ Compiler for RX

For details of the environments on which operation has been confirmed, refer to 6.1, Confirmed Operation
Environments.
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1. Overview
1.1 About the Firmware Update Module

A firmware update is a process in which a device overwrites its own firmware, the software that controls the
device’s hardware, with a new version of the firmware (called the “update image” in this document) obtained
through unspecified means. Firmware updates may be applied to fix bugs, add new functions, or improve
performance.

The firmware update module is middleware that, when firmware update functionality is added to the user’s
system, provides the following functionality as its components:

¢ Functionality for importing the update image to the MCU via a communication interface

e Functionality for validating the update image (ECDSA NIST P-256 and SHA256 are used for validation.)
e Functionality for programming the update image to the on-chip flash memory (self-programming)

e Functionality for activating the update image

Generally, a firmware update system comprises two programs: an application program providing firmware
update functionality and a bootloader providing secure boot functionality used to validate the first program.

The bootloader functionality is essential to the proper functioning of the firmware update. It guarantees that
the sequence of processing that composes the firmware update, including validation of the update image, is
legitimate.

The firmware update module for the RX Family provides functionality for the following four firmware update
methods.

¢ Dual-bank method

e Linear mode partial update method

e Linear mode full update method (without buffer plane)
e Linear mode full update method (with buffer plane) *

A tool (Renesas Image Generator) for creating firmware images is provided as a utility. Renesas Image
Generator can generate the following types of images for use by the firmware update module.

¢ |Initial image: An image file containing the bootloader and application program that is programmed using
Flash Writer at the time of initial system configuration (extension: mot).
o Update image: An image file containing the firmware update (extension: rsu).

*) The buffer plane is allocated to external flash memory. Therefore, an external serial flash memory is
required.
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1.2 Configuration of Firmware Update Module

Figure 1.1 shows the configuration of the modules in the bootloader and application program incorporating
the firmware update module, and Table 1.1 lists the modules used in the bootloader and application
program.

The update image received by the communication interface is self-programmed to the on-chip flash memory
of the target device via the firmware update module and the flash memory driver.

Sample application PC
( Bootloader , Update application ) Buffer ImageData Terminal Soft
(*.rsu) (Binary, XMODEM.... etc)
Buffer full or EOF ImageData
FW Update Module Renesas Image Generator
(APIs and wrapper)
ImageData

Flash Control Extrnal Flash Signature BYTEQ module FW Update Module
Control Verification r_byteq
- FIT Module

Flash driver Serial Flash driver Serial driver

r_flash_spi Tinyerypt ...etc r_sci
Software Library

_____________ '
' I User implementation 1
Device : RX65N,RX26T7 ...et¢ |  F====—===—=—=—=== +

Figure 1.1 Configuration of Modules in Sample Bootloader and Application Program

Table 1.1 List of External Modules Used in Sample Bootloader and Application Program

Type Application Note (Document No.) FIT Module

BSP RX Family Board Support Package Module Using Firmware r_bsp
Integration Technology (RO1AN1685)

Device driver RX Family Flash Module Using Firmware Integration Technology r_flash_rx
(RO1AN2184)

Device driver RX Family SCI Module Using Firmware Integration Technology r_sci_rx
(RO1AN1815)

Middleware RX Family BYTEQ Module Using Firmware Integration Technology | r_byteq
(RO1AN1683)

Middleware RX Family Clock Synchronous Control Module for Serial NOR Flash | r_flash_spi *
Memory Access (RO1AN2662)

Device driver RX Family RSPI Module Using Firmware Integration Technology r_rspi_rx *
(RO1AN1827)

Device driver RX Family Memory Access Driver Interface Module Using Firmware | r_memdrv_rx *
Integration Technology (RO1AN4548)

*) This module is only required for linear mode full update method (with buffer plane). It is not required for
any other methods.
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1.3 Firmware Update Operation

The firmware update module for the RX Family supports both the dual mode and the linear mode of the
MCU’s on-chip flash memory.

Dual mode uses the hardware's dual bank function to store the firmware to be updated (update image) on
the buffer plane and then swap banks with the main plane to provide a dual bank method of updating..

For linear mode, two methods are provided: one in which the firmware update (update image) is stored
temporarily on the buffer plane and another in which it is programmed directly to the main plane.

The buffer plane is located in either the internal flash memory or external flash memory.

¢ Main plane: Area for storing the image used for booting
o Buffer plane: Area for storing the image to be applied as an update

The method of writing the update image directly to the main plane allows all of the internal flash memory to
be used as the main plane, but since there is no buffer plane, it is not possible to restore the firmware to its
pre-update state in the event of an update failure.

The update method support status varies by device and flash memory capacity, as detailed below.

Table 1.2 Supported Update Methods for Each Product

Flash | smB | 2mMB | 1,5MB | 1MB | 756KB
Product

RX130 - - - - -
RX140 - - - - -
RX231/230 - - - - -
RX23E-A - - - - -
RX23E-B - - - - -
RX24T - - - - -
RX261 - - -
RX26T - - -
RX65N/651 - |IBBIE DpBIL
RX66N
RX66T
RX660
RX671
RX72M
RX72N
RX72T
DB: Dual-Bank Method
L: Linear Mode Partial Update Method / Full Update Method
-: Not supported

: Demo Project
Note: The demo project for linear mode full update method (with buffer plane using external flash) is not
provided for dual-bank compatible products. However, implementation is possible. If needed, please
consider using a demo project for a product with a similar memory layout as a reference.

512KB | 384KB

|
—|
—

1

1

1
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1.3.1 Dual-Bank Method

The update image is stored in the buffer plane in the on-chip flash memory, and, after it is validated, the
banks are swapped, exchanging the main plane and buffer plane.

his method allows the application program to contain the firmware update functionality.

This means that if the firmware update fails before bank swapping occurs, the pre-update image in the main
plane can be launched to retry the firmware update.

Since the on-chip flash memory is divided into two portions by the dual-bank functionality, the size of the on-
chip flash memory available to store the application program is equal to the size of one of the two portions
into which the on-chip flash memory has been divided minus the size of the bootloader.

1.3.1.1 Operation of Dual-Bank Method

The update image is stored in the buffer plane using the dual-bank functionality of the on-chip flash memory,
and the firmware update is accomplished by using the bank-swapping functionality to exchange the banks.

Initial state. [1] Program and verify update image. [2] Swap banks. [3] Activate update image.
buffer buffer buffer buffer
[BLANK] [update image] [previous update image] [BLANK]
bootloader(mirror) |:> bootloader(mirror) bootloader(mirror) |:> bootloader(mirror)
main main main main
[previous update image] [previcus update image] E> [update image] [Update image]
bootloader bootloader bootloader bootloader

Figure 1.2 Operation of Dual-Bank Method

[1] Program and verify update image.
The previous update image (application program) stored in the main plane is used to program the update
image to the buffer plane and verify it.

[2] Swap banks.
If verification is successful, the banks are swapped.

[3] Activate update image.
The buffer plane is erased by the bootloader.
(The demo program does not erase the buffer plane. If you need to erase the image before updating for
rollback measures, please add a process to erase the buffer plane image.)
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1.3.2 Linear Mode Partial Update Method

The update image is stored temporarily in the buffer plane in the on-chip flash memory, and, after it is
validated, it is self-programmed to the main plane. This method allows the application program to contain the
firmware update functionality. This means that if the firmware update fails before self-programming to the
main plane occurs, the pre-update image in the main plane can be launched to retry the firmware update.
The size that can store the application program is half the size of the remaining internal flash memory minus
the bootloader.

1.3.2.1 Operation of Linear Mode Partial Update Method

This method divides the on-chip flash memory into a main plane and a buffer plane and then temporarily
stores the update image in the buffer plane. Firmware is updated by storing the update image on the buffer
plane and copying it from the buffer plane to the main plane.

[1] Program and verify update

Initial state. image. [2] Copy update image. [3] Activate update image.
main main main main
[previous update image] [previous update image] [update image] [update image]
buffer buffer buffer buffer

[BLANK] [update image] [update image] [BLANK]

bootloader E> bootloader E> bootloader E> bootloader

Figure 1.3 Operation of Partial Update Method

[1] Program and verify update image.
The previous update image (application program) stored in the main plane is used to program the update
image to the buffer plane and verify it.

[2] Copy update image.
If verification is successful, the system is reset, the main plane is erased by the bootloader, and the
updated image is copied from the buffer plane to the main plane.

[3] Activate update image.
The buffer plane is erased by the bootloader.
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1.3.3 Linear Mode Full Update Method (without buffer plane)

The update image is self-programmed to the main plane, after which it is validated. This method requires the
bootloader to contain the firmware update functionality. This means that if the firmware update fails, the
bootloader functionality can be used to retry the firmware update. The functionality of the application program
cannot be used until the firmware update succeeds.

The size that can store the application program is the remaining size of the internal flash memory minus the
bootloader.

1.3.3.1 Operation of Linear Mode Full Update Method (without buffer plane)

This method of writing the update image directly to the main plane allows all of the internal flash memory to
be used as the main plane, but since there is no buffer plane, it is not possible to restore the firmware to its
pre-update state in the event of an update failure.

Initial state. [1] Erase previously update image. [2] Program update image.
main main main
[previous update image] E> [BLANK] E> [update image]
bootloader bootloader bootloader

Figure 1.4 Operation of Full Update Method

[1] Erase previously update image.
The previous update image (application program) stored in the main plane configures the data indicating
updates to the main plane and then applies a reset. After this, the bootloader runs and erases the initial
image from the main plane.

[2] Program update image.
The bootloader downloads the update image from an external source and programs it to the main plane.
The programmed update image is verified, and if verification is successful, the update image is activated.
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1.3.4 Linear Mode Full Update Method (with buffer plane)

The update image is stored temporarily in the buffer plane in the external flash memory, and, after it is
validated, it is self-programmed to the main plane.

This method allows the application program to contain the firmware update functionality. This means that if
the firmware update fails before self-programming to the main plane occurs, the pre-update image in the
main plane can be launched to retry the firmware update.

The size that can store the application program is the size remaining after subtracting the bootloader from
the internal flash memory, since only the main plane is provided in the internal flash memory.

1.3.4.1 Operation of Linear Mode Full Update Method (with buffer plane)

The update image is stored once in the buffer plane, with the main plane set in the internal flash and the
buffer plane set in the external flash.

[1] Program and verify update

Initial state. image. [2] Copy update image. [3] Activate update image.
External Flash External Flash External Flash External Flash
buffer buffer buffer buffer
[BLANK] [update image] [update image] [BLANK]
Internal Flash Internal Flash Internal Flash Internal Flash
main main main main
[previous update image] E> [previous update image] I:> [update image] I:> [update image]

bootloader bootloader bootloader bootloader

Figure 1.5 Operation of Full Update Method (with buffer plane)

[1] Program and verify update image.
The previous update image (application program) stored in the main plane is used to program the update
image to the buffer plane and verify it.

[2] Copy update image.
If verification is successful, the system is reset, the main plane is erased by the bootloader, and the
updated image is copied from the buffer plane to the main plane.

[3] Activate update image.
The buffer plane is erased by the bootloader.
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1.4 Initial State of Firmware Update

To set the firmware update system using the firmware update module to the initial state, build the system by
writing the initial image generated by the Renesas Image Generator to the built-in flash memory with a flash
writer or similar device.

As an alternative method, it is also possible to build the system by first writing only the bootloader with a
flash writer, etc., and then writing the updated image of the application program with the bootloader function.

1.4.1 |Initial State of Dual-Bank Method Settings Utilizing Renesas Image Generator

The following figure shows the construction of the initial state of the dual-bank method using the Renesas
Image Generator.

[1] Program
initial image.

buffer
[BLANK]

bootloader(mirror)

main Initial
[update image] Image
bootloader

Figure 1.6 Initial Firmware Update Settings Utilizing Renesas Image Generator (Example of Dual-
Bank Method)

[1] Program the initial image
The initial image is programmed to the on-chip flash memory using a tool such as Flash Writer.

1.4.2 |Initial State of Linear Mode Partial Update Method Settings Utilizing Renesas Image
Generator
The following figure shows the construction of the initial state of the partial update method using the
Renesas Image Generator.

[1] Program
initial image.

main
[update image]

buffer
[BLANK] Initial image

bootloader

Figure 1.7 Initial Firmware Update Settings Utilizing Renesas Image Generator (Example of Partial
Update Method)

[1] Program the initial image
The initial image is programmed to the on-chip flash memory using a tool such as Flash Writer.
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1.4.3 Initial State of Linear Mode Full Update Method Settings Utilizing Renesas Image
Generator

The following figure shows the construction of the initial state of the full update method using the Renesas
Image Generator.

[1] Program initial image.

main
[update image]
Initial image

bootloader

Figure 1.8 Initial Firmware Update Settings Utilizing Renesas Image Generator (Example of Full
Update Method)

[1] Program the initial image
The initial image is programmed to the on-chip flash memory using a tool such as Flash Writer.

1.4.4 Initial State of Dual-Bank Method Settings Utilizing Bootloader
The following figure shows the construction of the initial state of the dual-bank method using the bootloader.

[1] Program bootloader. [2] Mirror bootloader. [3] Program image. [4] Swap banks.
buffer buffer buffer buffer
[BLANK] [BLANK] [update image] [BLANK]
buffe[rébLoAcrx\lt:?]ader) E> bootloader(mirror) E> bootloader(mirror) bootloader(mirror)
main main main main Initial
[BLANK] [BLANK] [BLANK] [> [update image] | | image
bootloader bootloader bootloader bootloader

Figure 1.9 Initial Firmware Update Settings Utilizing Bootloader (Example of Dual-Bank Method)

[1] Program bootloader.
The bootloader is programmed to the on-chip flash memory using a tool such as Flash Writer.

[2] Mirror bootloader.
The bootloader is mirrored to buffer plane by the bootloader.

[3] Program initial image.
The initial image is downloaded from an external source and programmed to the buffer plane using the
functionality of the bootloader. The programmed firmware is verified.

[4] Swap banks.
If verification is successful, the banks are swapped and processing ends.
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1.4.5 Initial State of Linear Mode Partial Update Method Settings Utilizing Bootloader

The following figure shows the construction of the initial state of the partial update method using the
bootloader.

[1] Program bootloader. [2] Program initial image.
main main
[BLANK] [update image]
buffer buffer L
[BLANK] [BLANK] Initial image
bootloader E> bootloader

Figure 1.10 Initial Firmware Update Settings Utilizing Bootloader (Example of Partial Update Method)

[1] Program bootloader.
The bootloader is programmed to the on-chip flash memory using a tool such as Flash Writer.

[2] Program initial image.
The initial image is downloaded from an external source and programmed to the main plane using the
functionality of the bootloader. The programmed firmware is verified, and if verification is successful,
processing ends.

1.4.6 Initial State of Linear Mode Full Update Method Settings Utilizing Bootloader
The following figure shows the construction of the initial state of the full update method using the bootloader.

[1] Program bootloader. [2] Program initial image.
main main
[BLANK] [update image]
|:> Initial image
bootloader | bootloader

Figure 1.11 Initial Firmware Update Settings Utilizing Bootloader (Example of Full Update Method)

[1] Program bootloader.
The bootloader is programmed to the on-chip flash memory using a tool such as Flash Writer.

[2] Program initial image.
The initial image is downloaded from an external source and programmed to the main plane using the
functionality of the bootloader. The programmed firmware is verified, and if verification is successful,
processing ends.
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1.5 Package Contents

The firmware update module package contains several files, including software and tools. These are listed in

the table below.

Table 1.3 Folder Structure of Firmware Update Module Package

Folder Name

Description

r01an6850xx0204-rx-fwupdate.zip

| —my flash.c

F—FITDemos Sample projects
| L—rx

| F—modules Sample program
| | F—boot_loader.c boot_loader.c

| |  F—fwup_main.c fwup_main.c

|

my_flash.c

YYY: Non-dual bank products
(rx130-rsk/rx140-rask/ rx23ea-rssk/rx23eb-rssk/

| FmxYYY rx231-rsk/rx24t-rsk/rx261-ek/ rx66t-rsk/rx660-rsk/
rx72t-rsk)
F—w_buffer Linear Mode Partial Update Method
F—e2 ccrx CC-RX version

|  F—boot_loader

Bootloader

| F—fwup_leddemo

LED illumination application

| L—fwup_main

User applications including firmware update

—e2_gcc

GCC version

Bootloader

| F—fwup_leddemo

LED illumination application

| L—fwup_main

User applications including firmware update

L—iar

IAR version

F—boot_loader

Bootloader

F——fwup_leddemo

LED illumination application

|
|
|
|
|
| | F—boot loader
|
|
|
|
|
|

L—fwup_main

User applications including firmware update

| |  F—w_ext_buffer

Linear Mode Full Update Method
(with buffer plane)

F—e2_ccrx

CC-RX version

|  F—boot_loader

Bootloader

| F—fwup_leddemo

LED illumination application

| L—fwup_main

User applications including firmware update

—e2 gcc

GCC version

|  F—boot_loader

Bootloader

LED illumination application

|  L—fwup_main

User applications including firmware update

L—iar

IAR version

—boot_loader

Bootloader

F—fwup_leddemo

LED illumination application

|
|
|
|
|
|
| | F—fwup_leddemo
|
|
|
|
|

L—fwup_main

User applications including firmware update
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Folder Name

Description

L—wo_buffer

Linear Mode Full Update Method
(without buffer plane)

L—fwup_leddemo

| | F—e2 ccrx CC-RX version

| | |  F—boot_loader Bootloader

| | | L—fwup_leddemo User applications including firmware update
| | F—e2 gce GCC version

| | | F—boot_loader Bootloader

| | | “—fwup_leddemo User applications including firmware update
| | —iar IAR version

| | —boot_loader Bootloader

| |

User applications including firmware update

ZZZ: Dual Bank Products

L
| xzzz (rx26t-mck/rx65n-rsk/rx67 1-rsk/rx72n-rsk)
F—dualbank Dual-Bank Method
F—e2 ccrx CC-RX version

|  F—boot_loader

Bootloader

| F—fwup_leddemo

LED illumination application

| L—fwup_main

User applications including firmware update

F—e2 gce

GCC version

|  F—boot_loader

Bootloader

|  F—fwup_leddemo

LED illumination application

| L—fwup_main

User applications including firmware update

L—iar

IAR version

—boot_loader

Bootloader

—fwup_leddemo

LED illumination application

L—fwup_main

User applications including firmware update

F—w_buffer

Linear Mode Partial Update Method

F—e2_ ccrx

CC-RX version

| F—boot_loader

Bootloader

| F—fwup_leddemo

LED illumination application

| —fwup_main

User applications including firmware update

F—e2 gce

GCC version

| F—boot_loader

Bootloader

| F—fwup_leddemo

LED illumination application

| —fwup_main

User applications including firmware update

L—iar

IAR version

—boot_loader

Bootloader

—fwup_leddemo

LED illumination application

L—fwup_main

User applications including firmware update

L—wo_buffer

Linear Mode Full Update Method
(without buffer plane)

L—fwup_leddemo

| —e2 ccrx CC-RX version

| | —boot_loader Bootloader

| | L—fwup_leddemo User applications including firmware update
| —e2 gcc GCC version

| | F—boot_loader Bootloader

| | L—fwup_leddemo User applications including firmware update
| L—ijar IAR version

| F—boot_loader Bootloader

|

User applications including firmware update
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Folder Name Description
F—FITModules FIT module
| F—r_config Configuration file
| —r_fwup Firmware update module
| —doc Documentation
| | F—en English Application Notes
| | “—ijp Japanese Application Notes
| F—ref Reference Files
| L—src Source code
| —baseb64 Baseb4 decode
| L—tinycrypt Crypto library
| F—include Include File
| L—source Source code

L—RenesaslmageGenerator

Renesas Image Generator
(Python program and parameter files)

—image-gen.py

Python program for Renesas Image Generator

L—RXxx_xxxx_IlmageGenerator PRM.csv

Parameter file for demo project
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1.6 API Overview

Table 1.3 lists the API functions included in the firmware update module.

Table 1.4 API Functions

Function Function Description

R FWUP_Open Opens the module.

R _FWUP_Close Performs processing to close the module.

R _FWUP_IsExistimage Confirms the existence of an image in the specified area.
R_FWUP_EraseArea Erases the specified area.

R FWUP_GetimageSize Obtains the size of the image.

R_FWUP_Writelmage Writes the image (header portion + program portion).

R _FWUP_Verifylmage Validates the image.

R FWUP_Activatelmage Activates a new image.

R _FWUP_Execlmage Launches a new image.

R _FWUP_SoftwareReset Applies a software reset.

R_FWUP_SoftwareDelay Applies a software delay.

R FWUP_GetVersion Returns the version number of the module.

R _FWUP_WritelmageHeader Writes the header portion of the image. (For Special Purpose)
R_FWUP_WritelmageProgram Writes the program portion of the image. (For Special Purpose)

Note: Special purpose refers to the use of FWUP FIT Rev1.0x bootloader or OTA of FreeRTOS. If you are
considering to use Rev2.0x firmware update module on bare metal without FreeRTOS, please skip this

section.
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2. API Information

2.1 Hardware Requirements
The MCU used must support the following functions:

® Flash memory

2.2 Software Requirements
The module is dependent upon the following drivers:

® Board support package (r_bsp)

Flash module (r_flash_rx)

Serial communications interface (SCI: asynchronous/clock synchronous) (r_sci_rx)
Byte queue buffer module (r_byteq)

Clock synchronous control module for serial NOR flash memory access (r_flash_spi)
Serial peripheral interface (r_rspi_rx)

Memory access driver interface (r_memdrv_rx)

2.3 Supported Toolchains
The module has been confirmed to work with the toolchains listed in 6.1, Confirmed Operation Environments.

2.4 Header Files
All API calls and their supporting interface definitions are located in r_fwup_if.h.

2.5 Integer Types
The driver uses ANSI C99. These types are defined in stdint.h.
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2.6 Compile Settings

The configuration option settings of the module are contained in r_fwup_config.h.

The names of the options and descriptions of their setting values are listed in Table 2.1.

Table 2.1 Configuration Settings (1/3)

Configuration options in r_fwup _config.h

FWUP_CFG_UPDATE_MODE Update method

0: Dual-Bank Method

1: Linea Mode Partial Update Method

2: Linea Mode Full Update Method (without buffer plane)
3: Linea Mode Full Update Method (with buffer plane)

FWUP_CFG_FUNCTION_MODE Specifies how the module is used.
0: Bootloader
1: Application program

FWUP_CFG_MAIN_AREA ADDR_L Specifies the start address of the main plane.

FWUP_CFG_BUF_AREA ADDR L Specifies the start address of the buffer plane (in on-chip
flash memory).

FWUP_CFG_AREA_SIZE Specifies the size of the main plane and buffer plane.

FWUP_CFG_CF_BLK SIZE Specifies the block size of the on-chip code flash.

FWUP_CFG_CF_W_UNIT_SIZE Specifies the writing unit for the on-chip code flash.

FWUP_CFG_EXT _BUF_AREA ADDR L Specifies the start address of the buffer plane in external

flash memory.
FWUP_CFG_EXT_BUF_AREA BLK SIZE Specifies the block size or sector size of the external flash

memory.
FWUP_CFG_DF_ADDR L Start address of data flash.
FWUP_CFG_DF BLK SIZE Block size of data flash.
FWUP_CFG_DF_NUM_BLKS Block count of data flash.
(Specify 0 if there is no data flash.)
FWUP_CFG_FWUPV1_COMPATIBLE FWUP V1 compatibility setting (for special purpose)
0: Disable

1: Enable (for special purpose)
FWUP_CFG_SIGNATURE_VERIFICATION | Verification method
0: ECDSA + SHA256

1: SHA256
FWUP_CFG_PRINTF_DISABLE Log display setting
0: Enable
1: Disable
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Table 2.1. Configuration Settings (2/3)

Configuration options in r_fwup _config.h

FWUP_CFG_USER_DISABLE_INTERRUPT_ENA
BLED

User-defined interrupt disable function setting
0: FWUP function
1: User function

FWUP_CFG_USER_DISABLE_INTERRUPT_FUN
CTION

User-defined function name for disabling interrupts

FWUP_CFG_USER_ENABLE_INTERRUPT_ENA
BLED

User-defined interrupt enable function setting
0: FWUP function
1: User function

FWUP_CFG_USER_ENABLE_INTERRUPT_FUN
CTION

User-defined interrupt enable function name

FWUP_CFG_USER_SOFTWARE_DELAY_ENABL
ED

User-defined software delay function setting
0: FWUP function
1: User function

FWUP_CFG_USER_SOFTWARE_DELAY_FUNC
TION

User-defined software delay function name

FWUP_CFG_USER_SOFTWARE_RESET_ENAB
LED

User-defined software reset function setting
0: FWUP function
1: User function

FWUP_CFG_USER_SOFTWARE_RESET_FUNC
TION

User-defined software reset function name

FWUP_CFG_USER_SHA256_INIT_ENABLED

User-defined SHA256 Init function setting
0: FWUP function
1: User function

FWUP_CFG_USER_SHA256_INIT_FUNCTION

User-defined SHA256 Init function name

FWUP_CFG_USER_SHA256_UPDATE_ENABLE
D

User-defined SHA256 Update function setting
0: FWUP function
1: User function

FWUP_CFG_USER_SHA256_UPDATE_FUNCTIO
N

User-defined SHA256 Update function name

FWUP_CFG_USER_SHA256_FINAL_ENABLED

User-defined SHA256 Final function setting
0: FWUP function
1: User function

FWUP_CFG_USER_SHA256_FINAL_FUNCTION

User-defined SHA256 Final function name

FWUP_CFG_USER_VERIFY_ECDSA_ENABLED

User-defined ECDSA Verify function setting
0: FWUP function
1: User function

FWUP_CFG_USER_VERIFY_ECDSA_FUNCTION

User-defined ECDSA Verify function name

FWUP_CFG_USER_GET_CRYPT_CONTEXT_EN
ABLED

User-defined encryption context acquisition function
setting

0: FWUP function

1: User function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_FU
NCTION

User-defined cryptographic operation context
acquisition function name
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Table 2.1. Configuration Settings (3/3)

Configuration options in r_fwup _config.h
FWUP_CFG_USER_FLASH_OPEN_ENABLED

User-defined flash open function setting
0: FWUP function
1: User function

FWUP_CFG_USER_FLASH_OPEN_FUNCTION

User-defined flash open function name

FWUP_CFG_USER_FLASH_CLOSE_ENABLED

User-defined flash close function setting
0: FWUP function
1: User function

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

User-defined flash close function name

FWUP_CFG_USER_FLASH_ERASE_ENABLED

User-defined flash erase function setting
0: FWUP function
1: User function

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

User-defined flash erase function name

FWUP_CFG_USER_FLASH_WRITE_ENABLED

User-defined flash write function setting
0: FWUP function
1: User function

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

User-defined flash write function name

FWUP_CFG_USER_FLASH_READ_ENABLED

User-defined flash read function setting
0: FWUP function
1: User function

FWUP_CFG_USER_FLASH_READ_FUNCTION

User-defined flash read function name

FWUP_CFG_USER_BANK_SWAP_ENABLED

User-defined bank swap function setting
0: FWUP function
1: User function

FWUP_CFG_USER_BANK_SWAP_FUNCTION

User-defined bank swap function name

FWUP_CFG_USER_EXT_FLASH_OPEN_ENAB
LED

User-defined external flash open function setting
0: FWUP function
1: User function

FWUP_CFG_USER_EXT_FLASH_OPEN_FUNC
TION

User-defined external flash open function name

FWUP_CFG_USER_EXT_FLASH_CLOSE_ENA
BLED

User-defined external flash close function setting
0: FWUP function
1: User function

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUN
CTION

User-defined external flash close function name

FWUP_CFG_USER_EXT_FLASH_ERASE_ENA
BLED

User-defined external flash erase function setting
0: FWUP function
1: User function

FWUP_CFG_USER_EXT_FLASH_ERASE_FUN
CTION

User-defined external flash erase function name

FWUP_CFG_USER_EXT_FLASH_WRITE_ENAB
LED

User-defined external flash write function setting
0: FWUP function
1: User function

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNC
TION

User-defined external flash write function name

FWUP_CFG_USER_EXT_FLASH_READ_ENABL
ED

User-defined external flash read function setting
0: FWUP function
1: User function

FWUP_CFG_USER_EXT_FLASH_READ_FUNC
TION

User-defined external flash read function name
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2.7 Sample Project Code Sizes

The tables below show the ROM, RAM, and maximum stack sizes for the sample projects included in the
package associated with this application note. The values in the table below have been confirmed under the
following conditions:

Module revision: Firmware update module for RX, v2.0.6

Compiler version:
Renesas Electronics C/C++ Compiler for RX Family V3.07.00
GCC for Renesas RX 14.2.0.202505
IAR C/C++ Compiler for Renesas RX 5.20.1

CC-RX

e Optimization level: Size and execution speed (-Odefault)
¢ Delete variables/functions that have never been referenced (optimize=symbol_delete)
o Generate reduced function I/0 functions (Yes: maximum reduced version)

GCC

e Optimization level: Size (-Os)
e Use newlib-nano (--specs=nano.specs)

IAR

e Optimization level: High (balanced)
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Table 2.2 ROM, RAM, and Maximum Stack Sizes for Sample Projects (CC-RX)(1/2)

Device CC-RX
boot_loader fwup_main fwup_leddemo

RX130 ROM 22488 18133 12884
RAM 5580 5852 7443

STACK 552 552 188

RX140 ROM 21500 21017 21017
RAM 5504 5776 5776

STACK 552 552 188

RX231 ROM 25082 20979 11858
RAM 5715 5963 7543

STACK 552 552 188

RX23E-A | ROM 21129 20533 26222
RAM 5597 5869 7455

STACK 552 552 188

RX23E-B | ROM 21181 20740 11629
RAM 5621 5893 7479

STACK 552 552 188

RX24T ROM 21669 21044 11462
RAM 5119 5247 3411

STACK 552 552 188

RX261 ROM 21747 21182 12137
RAM 5726 5836 7503

STACK 552 552 188

RX26T ROM 23982 23447 13248
RAM 5179 5612 3285

STACK 552 552 188

RX65N ROM 24596 24324 14416
RAM 6735 7007 8017

STACK 552 552 188

RX66T ROM 23788 23120 13270
RAM 6868 7268 7853

STACK 552 552 188

RX660 ROM 24189 23791 14158
RAM 6723 7123 7869

STACK 552 552 188

RX671 ROM 25245 24917 14865
RAM 6858 7130 8033

STACK 552 552 192
RO1AN6850EJ0206 Rev.2.06 Page 27 of 234

Jan.23.26 RENESAS




RX Family Firmware Update Module Using Firmware Integration Technology

Table 2.2 ROM, RAM, and Maximum Stack Sizes for Sample Projects (CC-RX)(2/2)

Device CC-RX
boot_loader fwup_main fwup_leddemo
RX72N ROM 25394 25133 15103
RAM 6962 7234 8137
STACK 552 552 192
RX72T ROM 23753 23089 16396
RAM 6868 7268 8090
STACK 552 552 192
(byte)
Note: Reserve the following sizes for the area where the bootloader is placed:
- RX65N, RX66T, RX660, RX671, RX72N, RX72T: 64KB
- All others: 32KB
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Table 2.3 ROM, RAM, and Maximum Stack Sizes for Sample Projects (GCC)(1/2)

Device eee
boot_loader fwup_main fwup_leddemo

RX130 ROM 23372 23328 12652
RAM 8316 8572 8828

STACK 576 576 68

RX140 ROM 21288 21196 10704
RAM 8188 8444 8828

STACK 576 576 68

RX231 ROM 21296 21276 10652
RAM 8444 8572 8828

STACK 576 576 68

RX23E-A | ROM 20932 20680 10060
RAM 8316 8572 8828

STACK 576 576 68

RX23E-B | ROM 20996 20968 10348
RAM 8444 8572 8828

STACK 576 576 68

RX24T ROM 21664 20636 10188
RAM 8060 8188 5248

STACK 576 576 68

RX261 ROM 21756 21092 10872
RAM 8572 8444 8828

STACK 576 576 68

RX26T ROM 24252 23300 12800
RAM 8192 8448 5628

STACK 576 576 68

RX65N ROM 24924 25088 14500
RAM 8576 8704 9340

STACK 576 576 68

RX66T ROM 23764 23480 12906
RAM 8704 9088 9212

STACK 576 576 68

RX660 ROM 24068 24168 13844
RAM 8576 8832 9212

STACK 576 576 68

RX671 ROM 25500 25656 14916
RAM 8704 8832 9340

STACK 576 576 68
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Table 2.3 ROM, RAM, and Maximum Stack Sizes for Sample Projects (GCC)(2/2)

Device Geec
boot_loader fwup_main fwup_leddemo
RX72N ROM 25836 26016 15300
RAM 8704 8960 9468
STACK 576 576 68
RX72T ROM 23924 23216 12612
RAM 8704 9088 9212
STACK 576 576 68
(byte)
Note: Reserve the following sizes for the area where the bootloader is placed:
+ RX65N, RX66T, RX660, RX671, RX72N, RX72T: 64KB
- All others: 32KB
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Table 2.4 ROM, RAM, and Maximum Stack Sizes for Sample Projects (IAR)(1/2)
Device AR
boot_loader fwup_main fwup_leddemo
RX130 ROM 20082 19704 10019
RAM 5459 6755 4968
STACK 2596 2584 840
RX140 ROM 18647 18159 9307
RAM 5122 6418 4968
STACK 2628 2616 868
RX231 ROM 19100 18749 9194
RAM 5455 6751 5068
STACK 2684 2672 916
RX23E-A | ROM 18752 18160 8613
RAM 5359 6655 4980
STACK 2684 2672 916
RX23E-B | ROM 18217 17953 8873
RAM 5383 6679 5004
STACK 2672 2664 916
RX24T ROM 18828 18207 8721
RAM 3859 3987 2474
STACK 2684 2672 916
RX261 ROM 21399 20829 11955
RAM 6369 6478 5028
STACK 2712 2700 1084
RX26T ROM 22845 21933 14147
RAM 7592 7344 5417
STACK 2908 2896 1308
RX65N ROM 23401 23150 12724
RAM 6421 6643 5541
STACK 3036 3024 1268
RX66T ROM 21889 21212 11257
RAM 6555 7979 5377
STACK 2844 2832 1088
RX660 ROM 22510 22220 12111
RAM 8243 7802 5393
STACK 2844 2832 1084
RX671 ROM 24109 23877 13244
RAM 6556 7852 5557
STACK 3036 3024 1276
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Table 2.4 ROM, RAM, and Maximum Stack Sizes for Sample Projects (IAR)(2/2)

Device AR
boot_loader fwup_main fwup_leddemo
RX72N ROM 23739 23670 13512
RAM 6672 7958 5661
STACK 3092 3084 1344
RX72T ROM 24333 23630 13252
RAM 7579 7979 5377
STACK 2872 2860 1244
(byte)
Note: Reserve the following sizes for the area where the bootloader is placed:
- RX65N, RX66T, RX660, RX671, RX72N, RX72T: 64KB
- All others: 32KB
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2.8 Arguments

The return values of the API functions are shown below. This enumeration is located in r_fwup_if.h, as are
the prototype declarations of the API functions.

typedef enum fwup area

{
FWUP_AREA MAIN = O,
FWUP_AREA BUFFER,
FWUP_AREA DATA FLASH

} e fwup area t;

typedef enum e fwup delay units

{
FWUP_DELAY MICROSECS = O,
FWUP DELAY MILLISECS,
FWUP_DELAY SECS

} e fwup delay units t;

2.9 Return Values

The return values of the API functions are shown below. This enumeration is located in r_fwup_if.h, as are
the prototype declarations of the API functions.

typedef enum fwup err

{

FWUP_SUCCESS = 0, // Normally terminated.

FWUP PROGRESS, // Firmware update is in progress.
FWUP_ERR_FLASH, // Detect error of flash module.
FWUP_ERR_VERIFY, // Verify error.

FWUP_ERR FAILURE, // General error.

} e fwup err t;

2.10 Adding the FIT Module to Your Project

The module must be added to each project in which it is used. Renesas recommends the method using the
Smart Configurator described in (1) below. However, the Smart Configurator only supports some RX
devices. Please use the methods of (2) for RX devices that are not supported by the Smart Configurator.

(1) Adding the FIT module to your project using the Smart Configurator in e2 studio

By using the Smart Configurator in e2 studio, the FIT module is automatically added to your project.
Refer to “RX Smart Configurator User’s Guide: e2 studio (R20AN0451)” for details.

(2) Adding the FIT module to your project using the FIT Configurator in e2 studio

By using the FIT Configurator in e2 studio, the FIT module is automatically added to your project. Refer to
“RX Family Adding Firmware Integration Technology Modules to Projects (RO1AN1723)” for details.

(3) Adding the FIT module to your project using the FIT Configurator in the IAR Embedded Workbench for
Renesas RX environment

If you want to add a FIT module in the IAR Embedded Workbench for Renesas RX environment, use the
RX Smart Configurator to add the FIT module to your project. Refer to “RX Smart Configurator User’s
Guide:
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2.11 “for”, “while” and “do while” statements

In this module, “for”, “while” and “do while” statements (loop processing) are used in processing to wait for
the register to be reflected and so on. For this loop processing, comments with “WAIT_LOOP” as a keyword
are described. Therefore, if the user incorporates fail-safe processing into loop processing, user can search
the corresponding processing using “WAIT_LOOP”.

The following shows an example of description.

while statement example

/* WAIT LOOP */

while (0 == SYSTEM.OSCOVFSR.BIT.PLOVF)

{

/* The delay period needed is to make sure that the PLL has stabilized. */
}

for statement example

/* Initialize reference counters to 0. */

/* WAIT_LOOP */

for (i = 0; i < BSP _REG PROTECT TOTAL ITEMS; i++)
{

g _protect counters[i] = 0;

}

do while statement example

/* Reset completion waiting */

do

{

reg = phy read(ether channel, PHY REG_CONTROL) ;
count++;

} while ((reg & PHY CONTROL RESET) && (count < ETHER CFG PHY DELAY RESET));
/* WAIT LOOP */
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2.12 Implementation Examples of APIs

The following is an example implementation of a bootloader and application program for each firmware

update method.

For details, please refer to the source code of the demo project included in this application note package.

2.12.1 Example of Bootloader Implementation of Dual-Bank Method

The following flowchart is an example of implementation of a bootloader in dual-bank method. The access

part of the flash is accessed in blocking mode.

(R_FWUP_Open)
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Initial image
program mode?

0es d
image exist on
the main

Not exist

Program update image on the
buffer plane

ize)
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Verify the bufferplane
(R_FWUP_Verifylmage)
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an
RﬁFWUP?fEsttlmage

Exist

Verify the main plane
(R_FWUP_Verifylmage)

A4

L Bank swap J
(R_FWUP_Activetelmage),

Erase the buffer plane

A 4

R_FWUP_EraseArea

Exit with error

Run firmware on the

main plane image
R_FWUP_Execimage

YES

A 4

Exit with error

Software reset
R_FWUP_SoftwareReset

Figure 2.1 Example of Bootloader Implementation of Dual-Bank Method
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2.12.2 Example of Application Program Implementation of Dual-Bank Method
The following flowchart is an example of implementation of an application program in dual-bank method. The

access part of the flash is accessed in blocking mode.
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Erase the buffer plane
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Bankswap *1
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Software reset
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Figure 2.2 Example of Application Program Implementation of Dual-Bank Method
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2.12.3 Example of Bootloader Implementation of Linear Mode Partial Update Method
The following flowchart is an example of implementation of a bootloader in linear mode partial update

method.
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Figure 2.3 Example of Bootloader Implementation of Linear Mode Partial Update Method
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2.12.4 Example of Application Program Implementation of Linear Mode Partial Update

Method

The following flowchart is an example of implementation of an application program in linear mode partial

update method.
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Figure 2.4 Example of application program implementation of linear mode partial update method
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2.12.5 Example of Bootloader Implementation of Linear Mode Full Update Method
The following flowchart is an example of implementation of a bootloader in linear mode full update method.
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Example of Bootloader Implementation of Linear Mode Full Update Method
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2.12.6 Example Implementation of APl when Used in Non-blocking Mode

The flowchart below shows an example implementation when accessing flash in non-blocking mode. Non-
blocking mode can only operate in a dual-mode environment.

Note that in non-blocking mode via this module, access to the flash module may occur multiple times in
response to a firmware update module API call from the user, so the user cannot define a callback function
for the flash module . Therefore, the wait time between the start of access to the flash module and the return

of the callback function is provided as a process that can be implemented by the user.

In the dual bank method demonstration project, the wrapper function described in 3.15.3 is implemented in
my_flash.c as a user-defined function. Figure 2.6 below shows the processing flow related to the non-

blocking mode in my_flash.c.

To implement user processing while waiting for the callback function, change the user processing
(R_BSP_NOP();) part described in red in the processing flow in Figure 2.6 to user processing..

Flash open processing

my_flash_open_function

Flash module cpen
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while(s_flash_wait_flag ==0)
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return (FWUP_ERR_FLASH)
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!

:
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Figure 2.6 Processing flow in the case of non-blocking mode(1/2)
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Flash erasure process
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Erase process
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EOETET
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Figure 2.7 Processing flow in the case of non-blocking mode(2/2)

RO1AN6850EJ0206 Rev.2.06 Page 41 of 234
Jan.23.26 RENESAS



RX Family

Firmware Update Module Using Firmware Integration Technology

3. API Functions

31

R_FWUP_Open Function

Table 3.1 R_FWUP_Open Function Specifications

Format e fwup_err_t R_FWUP_Open (void)

Description | Performs processing to open the firmware update module.
Implements processing to open the flash module.

Parameters | None

Return FWUP_SUCCESS Normal end

Values FWUP_ERR_FLASH Flash module error

Special —

Notes

3.2 R_FWUP_Close Function

Table 3.2 R_FWUP_Close Function Specifications

Format void R_FWUP_Close (void)

Description | Performs processing to close the firmware update module.
Implements processing to close the flash module.

Parameters | None

Return None

Values

Special —

Notes

3.3 R_FWUP_IsExistimage Function

Table 3.3 R_FWUP_IsExistimage Function Specifications

Format bool R_FWUP_IsExistimage(e_fwup_area_t area)

Description | Confirms the existence of an image in the specified area.

Parameters | area: Main plane (FWUP_AREA_MAIN) or buffer plane (FWUP_AREA_BUFFER)
Return true Image exists.

Values false Image does not exist.

Special Verify that the magic code is written correctly.

Notes
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3.4 R_FWUP_EraseArea Function

Table 3.4 R_FWUP_EraseArea Function Specificationss

Format e fwup_err tR_ FWUP_EraseArea(e_fwup_area_t area)

Description | Erases the specified area.

Parameters | area: Main plane (FWUP_AREA_MAIN) or buffer plane (FWUP_AREA_BUFFER), Data
Flash (FWUP_AREA_DATA_FLASH)

Return FWUP_SUCCES Normal end

Values FWUP_ERR_FLASH Flash module error

Special Erasure of the main plane can only be performed by the bootloader.

Notes

3.5 R_FWUP_GetlmageSize Function

Table 3.5 R_FWUP_GetlmageSize Function Specificationss

Format uint32_t R_FWUP_GetimageSize(void)
Description | Returns the size of the image in bytes.
This function obtains the byte size of the image based on the RSU header address
information shown in Figure 4.1. Therefore, first write the RSU header address information to
code flash using the R_FWUP_WritelImage function or the R_FWUP_WritelmageProgram
function.
Parameters | None
Return 0 Acquisition in progress
Values 1 or more Image size
Special —
Notes
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3.6 R_FWUP_Writelmage Function

Table 3.6 R_FWUP_Writelmage Function Specifications

Format

e fwup_err tR_ FWUP_Writelmage(e_fwup_area_t area, uint8_t *p_buf, uint32_t buf_size)

Description

Writes an image (header portion + program portion) to the specified area.
Continue calling this function until the total size of the image is reached.
The image size is obtained by R_FWUP_GetlmageSize().

Parameters

area: Main plane (FWUP_AREA_MAIN) or buffer plane (FWUP_AREA BUFFER)
p_buf: Image (header + program) buffer
buf_size: Buffer size*'

Return
Values

FWUP_SUCCES Writing of all images is completed.

FWUP_PROGRESS Writing of all images not completed (Writing of the

specified number of images completed)

FWUP_ERR_FLASH Flash module error*?

FWUP_ERR_FAILURE lllegal parameter

Special
Notes

1. Specify a multiple of the code flash write unit (for example, 64, 128, or 256).
This size also applies to data flash.

2. If this error occurs, it is highly likely that a write error has occurred in the flash memory.
Please restart the entire process from the erase step.

When FWUP_CFG_FWUPV1_COMPATIBLE is enabled, the magic code in the RSU header
area used for processing is "Renesas" for FWUP V1.

3.7 R_FWUP_Verifylmage Function

Table 3.7 R_FWUP_Verifylmage Function Specifications

Format e_fwup_err_t R_FWUP_Verifyimage(e_fwup_area_t area)
Description | Verifies an image using the cryptographic library embedded in the module.
Parameters | area: Main plane (FWUP_AREA_MAIN) or buffer plane (FWUP_AREA_BUFFER)
Return FWUP_SUCCES Verification successful
Values FWUP_ERR_VERIFY Verification failed
FWUP_ERR_FAILURE lllegal parameter
Special —
Notes
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3.8 R_FWUP_Activatelmage Function

Table 3.8 R_FWUP_Activatelmage Function Specifications

Format e fwup_err_t R_FWUP_Activatelmage(void)
Description | Activates a new image.
e Dual-bank update method
— FWUP_CFG_FWUPV1_COMPATIBLE is enabled: Bank swap.
— FWUP_CFG_FWUPV1_COMPATIBLE is disabled: Returns FWUP_SUCCESS
without doing anything.
e Linea mode partial update method and full update method (with buffer plane)
— Bootloader: Copies the buffer plane image to the main plane.
— User program: Returns FWUP_SUCCESS without doing anything.
¢ Linea mode full update method (without buffer plane)
— Returns FWUP_SUCCESS without doing anything.
Parameters | None
Return FWUP_SUCCESS Normal end
Values FWUP_ERR_FLASH Flash module error
Special —
Notes

3.9 R_FWUP_Execimage Function

Table 3.9 R_FWUP_Execlmage Function Specifications

Format void R_FWUP_Execlimage(void)

Description | Runs the program in a valid image.

Parameters | None

Return None

Values

Special Set the interrupt allow flag of PSW to 0 to disable interrupts.
Notes
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3.10 R_FWUP_SoftwareReset Function

Table 3.10 R_FWUP_SoftwareReset Function Specifications

Format void R_FWUP_SoftwareReset(void)
Description | Execute software reset processing.
Parameters | None

Return None

Values

Special —

Notes

3.11 R_FWUP_SoftwareDelay Function

Table 3.11 R_FWUP_SoftwareDelay Function Specifications

Format uint32_t R_FWUP_SoftwareDelay(uint32_t delay, e_fwup_delay_units_t units)
Description | Execute software delay processing.
Parameters | delay: Delay time
units: Unit (us, ms, or sec.)
Return 0 Normal end
Values Other Abnormal end
Special —
Notes

3.12 R_FWUP_GetVersion Function

Table 3.12 R_FWUP_GetVersion Function Specifications

Format uint32_t R_FWUP_GetVersion(void)
Description | Returns the version number of the module.
Parameters | None

Return Version number

Values

Special —

Notes
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3.13 R_FWUP_WritelmageHeader Function

This function is an API for special use where header information and program information must be written
separately. Normally, use the R_FWUP_Writelmage function.

Table 3.13 R_FWUP_WritelmageHeader Function Specifications

Format e_fwup_err_t R_FWUP_WritelmageHeader
(e_fwup_area_t area, uint8_t FWUP_FAR *p_sig_type, uint8_t FWUP_FAR *p_sig,
uint32_t sig_size)
Description | Writes a signature that the bootloader uses for verification to the header of the image in the
designated area.
Parameters | area: Main plane (FWUP_AREA_MAIN) or buffer plane (FWUP_AREA_BUFFER)
p_sig_type: Signature type character string “hash-sha256” or “sig-sha256-ecdsa”
p_sig: Signature
sig_size: Length of signature (Should be set to 64.)
Return FWUP_SUCCES Write completed
Values FWUP_ERR_FLASH Flash module error
FWUP_ERR_FAILURE lllegal parameter
Special When FWUP_CFG_FWUPV1_COMPATIBLE is enabled, the magic code in the RSU header
Notes area used for processing is "Renesas" for FWUP V1.

3.14 R_FWUP_WritelmageProgram Function

This function is an API for special use where header information and program information must be written
separately. Normally, use the R_FWUP_Writelmage function.

Table 3.14 R_FWUP_WritelmageProgram Function Specifications

Format e fwup_err tR_FWUP_WritelmageProgram
(e_fwup_area_t area, uint8_t *p_buf, uint32_t offset, uint32_t buf_size)
Description | Writes the program portion of the image to the specified area.
Continue calling this function until the total size of the image is reached.
The image size is obtained by R_FWUP_GetimageSize().
This function writes a program by offset based on the address information in the RSU header
shown in Figure 4.1. Therefore, be sure to set 0x100 bytes of data from the offset (0x200) in
Table 4.3 in the first call to this function.
(Specify 0x200 for the offset argument and 0x100 or more for the buf_size argument.)
Parameters | area: Main plane (FWUP_AREA_MAIN) or buffer plane (FWUP_AREA_BUFFER)
p_buf: Buffer for program portion of image
offset: Offset*"
buf_size: Buffer size*?
Return FWUP_SUCCES Writing of all images is completed.
Values FWUP_PROGRESS Writing of all images not completed (Writing of the
specified number of images completed)
FWUP_ERR_FLASH Flash module error
FWUP_ERR_FAILURE lllegal parameter
Special 1. The offset must be 0x200 or greater.
Notes 2. Specify a multiple of the code flash write unit (for example, 64, 128, or 256).
This size also applies to data flash.
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3.15 Wrapper Functions

The demo project provided in this package uses Tinycrypt for the cryptographic library and the FIT module
for other wrapper functions. If you wish to use other libraries, applications, or drivers, please set the user-
defined function setting for wrapper functions described in section 2.6 to 1 (User function) and implement the

functions defined by the user.

3.15.1 Wrapper Functions (r_fwup_wrap_verify.c, h)
The demo project provided in this package uses Tinycrypt as the cryptographic library.

3.15.1.1 r_fwup_wrap_sha256_init Function

Table 3.15 r_fwup_wrap_sha256_init Function Specifications

Format int32_tr_fwup_wrap_sha256 _init (void *vp_ctx)

Description | Start hash value calculation.

Parameters | vp_ctx: Pointer to the context of the cryptographic library

Return 0 Normal end
Values Other Abnormal end
Special —

Notes

3.15.1.2 r_fwup_wrap_sha256_update Function

Table 3.16 r_fwup_wrap_sha256_update Function Specifications

Format int32_t r_fwup_wrap_sha256_update (void *vp_ctx, const uint8_t *p_data, uint32_t datalen)

Description | Calculates hash values for the specified range.

Parameters | vp_ctx: Pointer to the context of the cryptographic library
p_data: Starting address
datalen: Data length (bytes)

Return 0 Normal end
Values Other Abnormal end
Special —

Notes

3.15.1.3 r_fwup_wrap_sha256_final Function

Table 3.17 r_fwup_wrap_sha256_final Function Specifications

Format int32_tr_fwup_wrap_sha256_final (uint8_t *p_hash, void *vp_ctx)

Description | Finishes computing the hash value and returns the hash value.

Parameters | P_hash: Pointer to buffer to store the calculated hash value
vp_ctx: Pointer to the context of the cryptographic library

Return 0 Normal end
Values Other Abnormal end
Special —

Notes
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3.15.1.4 r_fwup_wrap_verify_ecdsa Function

Table 3.18 r_fwup_wrap_verify_ecdsa Function Specifications

Format int32_tr_fwup_wrap_verify_ecdsa
(uint8_t *p_hash, uint8_t *p_sig_type, uint8_t *p_sig, uint32_t sig_size)
Description | ECDSA performs the verification.
Parameters | p_hash: Pointer to the buffer where the hash value is stored
p_sig_type: Signature type
p_sig: Signature
sig_size: Signature size
Return 0 Normal end
Values Other Abnormal end
Special —
Notes

3.15.1.5 r_fwup_wrap_get_crypt_context Function

Table 3.19 r_fwup_wrap_get_crypt_context Function Specifications

Format void * r_fwup_wrap_get_crypt_context (void);

Description | Returns a pointer to the context of the cryptographic library.

Parameters | None

Return Void * Pointer to the context of the cryptographic library
Values

Special —

Notes
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3.15.2 Wrapper Functions (r_fwup_wrap_com.c, h)
The demo project provided in this package uses the FIT module.

3.15.2.1 r_fwup_wrap_disable_interrupt Function

Table 3.20 r_fwup_wrap_disable_interrupt Function Specifications

Format void r_fwup_wrap_disable_interrupt (void)

Description | Disable Interrupt

Parameters | None

Return None

Values

Special This function calls the R_BSP_ InterruptsDisable function.
Notes

3.15.2.2 r_fwup_wrap_enable_interrupt Function

Table 3.21 r_fwup_wrap_enable_interrupt Function Specifications

Format void r_fwup_wrap_enable_interrupt (void)

Description | Enable Interrupt

Parameters | None

Return None

Values

Special This function calls the R_BSP_ InterruptsEnable function.
Notes

3.15.2.3 r_fwup_wrap_software_delay Function

Table 3.22 r_fwup_wrap_software_delay Function Specifications

Format uint32_tr_fwup_wrap_software_delay (uint32_t delay, e_fwup_delay_units_t units)
Description | Software delay
Parameters | delay : Delay time
uinits: unit (us,ms,sec)
Return 0 : normal end
Values Other : Abnormal end
Special This function calls the R_BSP_SoftwareDelay function.
Notes
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3.15.2.4 r_fwup_wrap_software_reset Function

Table 3.23 r_fwup_wrap_software_reset Function Specifications

Format void r_fwup_wrap_software_reset (void)
Description | Software reset
Parameters | None

Return FWUP_SUCCES : Normal end
Values FWUP_ERR_FLASH : Flash module error
Special This function calls the R_BSP_SoftwareReset function.
Notes
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3.15.3 Wrapper Functions (r_fwup_wrap_flash.c, h)

The demo project provided in this package uses the FIT module. Flash memory access is in blocking mode.

If you want to run the dual bank method demo in non-blocking mode, please refer to 4.4.1.2

3.15.3.1 r_fwup_wrap_flash_open Function

Table 3.24 r_fwup_wrap_flash_open Function Specifications

Format e_fwup_err_tr_fwup_wrap_flash_open (void)

Description | Open the internal flash.

Parameters | None

Return FWUP_SUCCES : Normal end
Values FWUP_ERR_FLASH : Flash module error
Special This function calls the R_FLASH_Open function.

Notes

3.15.3.2 r_fwup_wrap_flash_close Function

Table 3.25 r_fwup_wrap_flash_close Function Specifications

Format void r_fwup_wrap_flash_close (void)

Description | Close the internal flash.

Parameters | None

Return None

Values

Special This function calls the R_FLASH_Close function.
Notes

3.15.3.3 r_fwup_wrap_flash_erase Function

Table 3.26 r_fwup_wrap_flash_erase Function Specifications

Format e_fwup_err_tr_fwup_wrap_flash_erase (uint32_t addr, uint32_t num_blocks)

Description | Erase the internal flash in block units.

Parameters | addr : erase address
num_blocks : erase block

Return FWUP_SUCCES : Normal end
Values FWUP_ERR_FLASH : Flash module error
Special This function calls the R_FLASH_Erase function.

Notes
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3.15.3.4 r_fwup_wrap_flash_write Function

Table 3.27 r_fwup_wrap_flash_write Function Specifications

Format e fwup_err_tr_fwup_wrap_flash_write(uint32_t src_addr, uint32_t dest_addr, uint32_t
num_bytes)

Description | Write to internal flash.

Parameters | src_addr: Pointer to write data
dest_addr: Write address
num_bytes: Write size (bytes)

Return FWUP_SUCCES : Normal end

Values FWUP_ERR_FLASH : Flash module error

Special This function calls the R_FLASH_Write function.

Notes

3.15.3.5 r_fwup_wrap_flash_read Function

Table 3.28 r_fwup_wrap_flash_read Function Specifications

Format e_fwup_err_tr_fwup_wrap_flash_read (uint32_t buf_addr, uint32_t src_add, uint32_t size)
Description | Reads from internal flash.
Parameters | buf_addr: Address of the buffer to store the read data
src_addr: Read address
size: Read size
Return FWUP_SUCCES : Normal end
Values
Special Data is read out by the memcpy function.
Notes

3.15.3.6 r_fwup_wrap_bank_swap Function

Table 3.29 r_fwup_wrap_bank_swap Function Specifications

Format e fwup_err_tr_fwup_wrap_bank_swap (void)

Description | Execute a bank swap.

Parameters | None

Return FWUP_SUCCES : Normal end
Values FWUP_ERR_FLASH : Flash module error
Special This function calls the R_FLASH_Control function.

Notes Only models with dual banks.
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3.15.3.7 r_fwup_wrap_ext_flash_open Function

Table 3.30 r_fwup_wrap_ext_flash_open Function Specifications

Format e fwup_err_tr_fwup_wrap_ext flash_open (void)

Description | Open the external flash.

Parameters | None

Return FWUP_SUCCES : Normal end

Values FWUP_ERR_FLASH : External flash module error

Special This function calls the R_FLASH_SPI_Open function.

Notes This function is only callable when using Linear Mode Full Update Method (with buffer
plane).

3.15.3.8 r_fwup_wrap_ext_flash_close Function

Table 3.31 r_fwup_wrap_ext_flash_close Function Specifications

Format void r_fwup_wrap_ext_flash_close (void)

Description | Close the external flash.

Parameters | None

Return None

Values

Special This function calls the R_FLASH_SPI_Close function.

Notes This function is only callable when using Linear Mode Full Update Method (with buffer
plane).

3.15.3.9 r_fwup_wrap_ext_flash_erase Function

Table 3.32 r_fwup_wrap_ext_flash_erase Function Specifications

Format e fwup_err_tr_fwup_wrap_ext flash_erase (uint32_t addr, uint32_t num_blocks)

Description | Erase the external flash in block units.

Parameters | addr : erase address
num_blocks : erase block

Return FWUP_SUCCES : Normal end

Values FWUP_ERR_FLASH : External flash module error

Special This function calls the R_FLASH_SPI_Erase function.

Notes This function is only callable when using Linear Mode Full Update Method (with buffer
plane).
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3.15.3.10

r_fwup_wrap_ext_flash_write Function

Table 3.33 r_fwup_wrap_ext_flash_write Function Specifications

Format e fwup_err_tr_fwup_wrap_ext flash_write(uint32_t src_addr, uint32_t dest_addr, uint32_t
num_bytes)

Description | Write to external flash.

Parameters | src_addr: Pointer to write data
dest_addr: Write address
num_bytes: Write size (bytes)

Return FWUP_SUCCES : Normal end

Values FWUP_ERR_FLASH : External flash module error

Special This function calls the R_FLASH_SPI_Write_Data_Page function.

Notes This function is only callable when using Linear Mode Full Update Method (with buffer
plane).

3.15.3.11 r_fwup_wrap_ext_flash_read Function

Table 3.34 r_fwup_wrap_ext_flash_read Function Specifications

Format e_fwup_err_tr_fwup_wrap_ext_flash_read (uint32_t buf_addr, uint32_t src_add, uint32_t
size)

Description | Read from external flash.

Parameters | buf_addr: Address of the buffer to store the read data
src_addr: Read address
size: Read size

Return FWUP_SUCCES : Normal end

Values FWUP_ERR_FLASH : External flash module error

Special This function calls the R_FLASH_SPI_Read_Data function.

Notes This function is only callable when using Linear Mode Full Update Method (with buffer
plane).
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4. Demo Project

The demo project is a sample program that shows how to implement firmware update functionality using the
serial communications interface (SCI).

4.1 Demo project Structure

The demo project comprises the FIT module, modules dependent on it, and a main() function that
implements the firmware update demonstration. Versions of the demo project for the devices and compilers
listed in 1.5 are provided.

The firmware update demo consists of the following projects.
Dual-bank method folder structure : Under Ll \dualbank\AA\
Linear mode partial update method folder structure: Under CIOJ\ w_buffer \AA\

Linear mode full update method (without buffer plane) folder structure:
Under OO\ wo_buffer \AAN\

Linear mode full update method (with buffer plane) folder structure:
Under OO\ w_ext_buffer \AA\

OO : Device name

AA : Compiler (ccrx/gecfiar)

e boot_loader: Bootloader

This program runs first after a reset. It verifies that the user program has not been tampered with and
then, if verification is successful, launches the user program.

o fwup_main: Application program
An application program (initial firmware) that downloads updated firmware and performs signature
verification.

o fwup_leddemo: Application program (for update)
This is an application program (for updating) that blinks an LED.
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4.2 Operating environment preparation

To run the firmware update demo project, you need to install the tools (see 4.2.1 to 4.2.4) on your Windows
PC. Also, use a USB serial conversion board (see 4.2.5) that connects the Windows PC and the target
board.

4.2.1 |Installing TeraTerm

Used to transfer the firmware update image via serial communication from a Windows PC to the target
board. In the demo project, we have checked the operation with TeraTerm 4.105.

After installation, set the serial port communication settings as shown in Table 4.1

Table 4.1 Communication Specifications

Item Description

Communication system Asynchronous communication
Bit rate 115,200 bps

Data length 8 bits

Parity None

Stop bit 1 bit

Flow control CTS/RTS

4.2.2 |Installing the Python execution environment
Used by Renesas Image Generator (image-gen.py) to create initial and update images.

Renesas Image Generator uses ECDSA to generate signature data. In the demo project, environment
operation is confirmed with Python 3.9.0.

Install Python 3.9.0 or higher.

In addition, since the Python encryption library (pycryptodome) is used, after installing Python, execute the
following pip command from the command prompt to install the library.

pip install pycryptodome

4.2.3 |Installing the OpenSSL execution environment

OpenSSL is used to generate the keys needed to generate and verify ECDSA signature data for initial and
update images.

Download the OpenSSL installer from the following URL and install it. There is no problem with the Light
version.

https://slproweb.com/products/Win320penSSL.html
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4.2.4 |Installing the Flash Writer
A flash writer is required to write the initial image.

The demo project uses Renesas Flash Programmer v3.21.00.

Renesas Flash Programmer (Programming GUI) | Renesas

4.2.5 USB serial conversion board

Used to transfer the firmware update image via serial communication from a Windows PC to the target
board.

For details on how to connect with the target board, refer to the operation confirmation environment (6.2) of
the relevant target board.

Use Pmod USBUART (manufactured by DIGILENT).

https://reference.digilentinc.com/reference/pmod/pmodusbuart/start
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4.3 Execution environment preparation

4.3.1 Generating Keys for Signature Generation and Verification
Use OpenSSL for key generation. Refer to 4.2.3 in advance and install OpenSSL.

Execute the following OpenSSL commands to generate an elliptic curve cryptography (secp256r1) key pair
to be used to generate and verify image signatures, and to extract the private and public keys:

>openssl ecparam -genkey -name secp256rl -out secp256rl.keypair
using curve name prime256v1l instead of secp256rl

>openssl ec -in secp256rl.keypair -outform PEM -out secp256rl.privatekey
read EC key
writing EC key

> openssl ec -in secp256rl.keypair -outform PEM -pubout -out
secp256rl.publickey

read EC key

writing EC key

4.3.2 Preparing the execution environment for Renesas Image Generator
Unzip ImageGenerator.zip included in the package to any folder on your Windows PC. Make sure the folder
name does not contain double-byte characters.

Renesas Image Generator requires a Python execution environment, so refer to 4.2.2 and install Python in
advance.
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4.4 Demo Project Execution Procedure
The execution procedure of the demo project differs depending on the firmware update method.

This chapter describes the procedure for executing the demo project using the RX65N (2MB) and RX261 as
examples.

The demo project execution procedure is the same for other MCU products, but only the operation check
environment differs for each MCU, so check the operation check environment (6.2) for the applicable MCU
product.

The execution procedure of this demo project does not assume a debugger connection. Refer to 6.3 for
information on how to debug the application through a debugger connection.

4.41 Dual Bank Method

4.41.1 Execution Environment

Prepare the RX65N operation check environment (6.2.9). For MCU products other than RX65N, please refer
to the operation confirmation environment of the applicable MCU product.

4.41.2 Building The Demo Project
Follow the steps below to build three demo projects for the dual-bank method in linear mode.

The flash memory access in this demo project operates in blocking mode. If you want to operate in non-
blocking mode, you can set the flash module configuration (FLASH_CFG_CODE_FLASH_BGO and
FLASH_CFG_DATA_FLASH_BGO1) to 1 to operate in a non-blocking mode environment
(FLASH_CFG_DATA FLASH_BGO1). (See section 2.12.6 for details on operating in non-blocking mode
with the firmware update module.)

The following procedure is described for the e2 studio environment; when using the IAR environment, please
read and follow the procedure for IAR's Integrated Development Environment.

1. Import the boot_loader, fwup_leddemo, and fwup_main demo projects into the integrated development
environment.

Note: Each product's demo project accesses files under \modules using relative paths. Therefore, when
importing, please ensure these paths are placed in a relative location.
The simplest solution is to place the contents of the ‘FITDemos’ folder in a suitable path and specify
“FITDemos” as the workspace when launching e2studio. This preserves the relative paths.
Subsequently, when importing the demo project into that workspace, ensure the ‘Copy project to
workspace’ checkbox is unchecked before importing.

2. To operate in non-blocking mode, change the configuration settings of the flash module (r_flash).
FLASH_CFG_CODE_FLASH_BGO : 1
FLASH_CFG_DATA_FLASH BGO : 1
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3. Add the public key to be used to verify the image to the demo project.
Paste the contents of secp256r1.publickey generated as described in 4.3.1 into
code_signer_public_key.h in the boot_loader and fwup_main projects.

" 1.,-:‘: boot_loader [HardwareDebug] v s fwup_main
it Includes aﬂ|ﬂCMdE5
v (3 src v (3 sre
v = key v (= key
[ lh| code_signer_public_key.h Ln] ;Dde_siqner.l:puhlic_keg,r.h ]
& smc_gen (& smc_gen
> (= src (= S
{9 boot_loader.scfg 15 fwup_main.scfg
X] boot_loader HardwareDebug.launch X| fwup_main HardwareDebug.launch
(7) Developer Assistance (?) Developer Assistance

Figure 4.1 Storage Location of code_signer_public_key.h File in Demo Project

* PEM-encoded code signer public key.

* Must include the PEM header and footer:

oM BEGIN CERTIFICATE----- "\

* " ..base64 data..."\

oM END CERTIFICATE----- "

*/

#define CODE_SIGNER PUBLIC KEY PEM \
W= BEGIN PUBLIC KEY-—-—--- "\

#endif /* CODE SIGNER PUBLIC KEY H */

4. Build the demo projects.
Build the three demo projects and confirm that the following mot files have been generated:
boot_loader.mot, fwup_leddemo.mot, and fwup_main.mot.
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4.41.3 Creating Initial and Update Images

The procedure for creating the initial and update images, using initial_firm.mot as the name of the initial
image and fwup_leddemo.rsu as the name of the update image is, is described below.

1. Store the mot files created by building the demo projects in the same folder as Renesas Image
Generator.

image-gen.py

RX65N DualBank ImageGenerator PRM.csv
RX65N Linear Full ImageGenerator PRM.csv
RX65N Linear Half ImageGenerator PRM.csv
boot loader.mot

fwup main.mot

fwup leddemo.mot

secp256rl.privatekey

2. Execute the following command to create the initial image:

> python image-gen.py -iup fwup main.mot -ip
RX65N DualBank ImageGenerator PRM.csv -o initial firm -ibp
boot loader.mot -vt ecdsa -key secp256rl.privatekey

Successfully generated the initial firm.mot file.

3. Execute the following command to create the update image:

> python image-gen.py -iup fwup leddemo.mot -ip
RX65N DualBank ImageGenerator PRM.csv -o fwup leddemo -vt ecdsa -key
secp256rl.privatekey

Successfully generated the fwup leddemo.rsu file.

Confirm that the initial and update image have been created in the same folder as Renesas Image
Generator.

image-gen.py

RX65N DualBank ImageGenerator PRM.csv
RX65N Linear Full ImageGenerator PRM.csv
RX65N  Linear Half ImageGenerator PRM.csv
boot loader.mot

fwup main.mot

fwup leddemo.mot

secp256rl.privatekey

fwup leddemo.rsu

initial firm.mot
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4.4.1.4 Programming the Initial Image

Use Flash Writer to program the initial image (initial_firm.mot) to the MCU board. After programming, turn off

the power to the board and disconnect the debugger (E2 Lite).

When writing with Renesas Flash Programmer, dual mode and linear mode are recognized as different
microcontrollers, so an error will occur if the project is connected with a different bank mode from that of the

microcontroller. For details on countermeasures, refer to chapter 2.1 of the following URL.

URL : https://www.renesas.com/en/document/apn/dual-mode-usage-quide?r=1054481

4.4.1.5 Executing a Firmware Update

Once the initial image firmware is activated, it waits for the transfer of the update image via the terminal
emulator. The received update image is programmed to the flash memory, and after the transfer completes,

the signature of the update image is verified and the firmware is activated.
Follow the steps below to execute a firmware update.

1. Refer to 6.2.9, Execution Environment, and connect the devices.

2. Launch the terminal emulator software on the PC, select the serial COM port, and configure the

connection settings.

3. Power on the board. The following message is output:

==== RX65N : BootLoader [dual bank] ====
verify install area main [sig-sha256-ecdsa]...OK
execute new image ...

==== RX65N : Update from User [dual bank] ver 1.0.0 ====
send user program (*.rsu) via UART.

4. Send the updated image via the terminal emulator.
Send file... > check Binary > fwup_leddemo.rsu

The following message is output during the transfer of the update image, and a software reset is applied

after installation and signature verification complete.

W OxFFE00000, 256 ... OK
W OxFFE00100, 256 ... OK
W OxFFEO3B0O, 128 ... OK
W OxFFEEFF80, 128 ... OK

5. After installing the updated firmware and verifying the signature, it jumps to the updated firmware and

executes the program after processing such as bank swap.

verify install area buffer [sig-sha256-ecdsa]...OK
bank swap ...
software reset...

6. When the bootloader completes signature verification, the update image firmware is activated. When the

process completes successfully, the following message is output and the LED flashes.

==== RX65N : BootLoader [dual bank] ====
verify install area main [sig-sha256-ecdsa]...OK
execute image ...

FWUP demo (ver 1.0.0)

Check the LEDs on the board.

Note: The demo program does not erase the buffer plane. If you need to erase the image before updating for

rollback measures, please add a process to erase the buffer plane image.
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4.4.2 Operation of Linear Mode Partial Update Method

4.4.2.1 Execution Environment

Prepare the RX65N operation check environment (6.2.9). For MCU products other than RX65N, please refer
to the operation confirmation environment of the applicable MCU product.

4.4.2.2 Building The Demo Project
Follow the steps below to build three demo projects for the partial update method in linear mode.

The following procedure is described for the e2 studio environment; when using the IAR environment, please
read and follow the procedure for IAR's Integrated Development Environment.

1. Import the boot_loader, fwup_leddemo, and fwup_main demo projects into the integrated development
environment.

Note: Each product's demo project accesses files under \modules using relative paths. Therefore, when
importing, please ensure these paths are placed in a relative location.
The simplest solution is to place the contents of the ‘FITDemos’ folder in a suitable path and specify
“FITDemos” as the workspace when launching e2studio. This preserves the relative paths.
Subsequently, when importing the demo project into that workspace, ensure the ‘Copy project to
workspace’ checkbox is unchecked before importing.

2. Add the public key to be used to verify the image to the demo project.
Paste the contents of secp256r1.publickey generated as described in 4.3.1 into
code_signer_public_key.h in the boot_loader and fwup_main projects.

v =% boot_loader [HardwareD ebug]) v I fwup_main

il Includes mit Includes
v (B src v (B src
v = key v (= key
[ lh code_signer_public_key.h L] code _signer_public_key.h ]
(= smc_gen (= smc_gen

> (& src & sre
0% boot_loaderscfqg i6¢ fwup_main.scfg
|X] boot_loader HardwareDebug.launch X| fwup_main HardwareDebug.launch
(?) Developer Assistance (7) Developer Assistance

Figure 4.2 Storage Location of code_signer_public_key.h File in Demo Project
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/*
* PEM-encoded code signer public key.

*

* Must include the PEM header and footer:

oMo BEGIN CERTIFICATE----- "\

* " ., .base64 data..."\

oMo END CERTIFICATE----- "

*/
#define CODE SIGNER PUBLIC KEY PEM \
e BEGIN PUBLIC KEY----- "\

#endif /* CODE_SIGNER PUBLIC KEY H */

3. Build the demo projects.
Build the three demo projects and confirm that the following mot files have been generated:
boot_loader.mot, fwup_leddemo.mot, and fwup_main.mot.

4.4.2.3 Creating Initial and Update Images

The procedure for creating the initial and update images, using initial_firm.mot as the name of the initial
image and fwup_leddemo.rsu as the name of the update image is, is described below.

1. Store the mot files created by building the demo projects in the same folder as Renesas Image
Generator.

image-gen.py

RX65N DualBank ImageGenerator PRM.csv
RX65N Linear Full ImageGenerator PRM.csv
RX65N Linear Half ImageGenerator PRM.csv
boot loader.mot

fwup main.mot

fwup leddemo.mot

secp256rl.privatekey

2. Execute the following command to create the initial image:

> python image-gen.py -iup fwup main.mot -ip
RX65N Linear Half ImageGenerator PRM.csv -o initial firm -ibp
boot loader.mot -vt ecdsa -key secp256rl.privatekey

Successfully generated the initial firm.mot file.

3. Execute the following command to create the update image:

> python image-gen.py -iup fwup leddemo.mot -ip
RX65N Linear Half ImageGenerator PRM.csv -o fwup leddemo -vt ecdsa
-key secp256rl.privatekey

Successfully generated the fwup leddemo.rsu file.

Confirm that the initial and update image have been created in the same folder as Renesas Image
Generator.
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image-gen.py

RX65N DualBank ImageGenerator PRM.csv
RX65N Linear Full ImageGenerator PRM.csv
RX65N Linear Half ImageGenerator PRM.csv
boot loader.mot

fwup main.mot

fwup leddemo.mot

secp256rl.privatekey

fwup leddemo.rsu

initial firm.mot
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4.4.2.4 Programming the Initial Image

Use Flash Writer to program the initial image (initial_firm.mot) to the MCU board. After programming, turn off

the power to the board and disconnect the debugger (E2 Lite).

When writing with Renesas Flash Programmer, dual mode and linear mode are recognized as different
microcontrollers, so an error will occur if the project is connected with a different bank mode from that of the

microcontroller. For details on countermeasures, refer to chapter 2.1 of the following URL.

URL : https://www.renesas.com/en/document/apn/dual-mode-usage-quide?r=1054481

4.4.2.5 Executing a Firmware Update

Once the initial image firmware is activated, it waits for the transfer of the update image via the terminal
emulator. The received update image is programmed to the flash memory, and after the transfer completes,

the signature of the update image is verified and the firmware is activated.
Follow the steps below to execute a firmware update.

1. Refer to 6.2.9, Execution Environment, and connect the devices.

2. Launch the terminal emulator software on the PC, select the serial COM port, and configure the

connection settings.

3. Power on the board. The following message is output:

==== RX65N : BootLoader [with buffer] ====
verify install area main [sig-sha256-ecdsa]...OK
execute image ...

==== RX65N : Update from User [with buffer] wver 1.0.0 ====
send image (*.rsu) via UART.

4. Send the updated image via the terminal emulator.
Send file... > check Binary > fwup_leddemo.rsu

The following message is output during the transfer of the update image, and a software reset is applied

after installation and signature verification complete.

W OxFFF00000, 256 ... OK

W OxFFF00100, 256 ... OK

W OxFFFO3B0O, 128 ... OK

W OxXFFFEFF80, 128 ... OK

verify install area buffer [sig-sha256-ecdsa]...OK
software reset...

5. Activation processing is performed by the bootloader and a second software reset is applied.

==== RX65N : BootLoader [with buffer] ====

verify install area buffer [sig-sha256-ecdsa]...OK
activating image ... OK

software reset...

6. When the bootloader completes signature verification, the update image firmware is activated. When the

process completes successfully, the following message is output and the LED flashes.

==== RX65N : BootLoader [with buffer] ====
verify install area main [sig-sha256-ecdsa]...OK
execute image ...

FWUP demo (ver 1.0.0)

Check the LEDs on the board.
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Note: The demo program does not erase the buffer plane. If you need to erase the image before updating for
rollback measures, please add a process to erase the buffer plane image.
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4.4.3 Operation of Linear Mode Full Update Method (without buffer plane)

4.4.3.1 Execution Environment

Prepare the RX65N operation check environment (6.2.9). For MCU products other than RX65N, please refer
to the operation confirmation environment of the applicable MCU product.

4.4.3.2 Building The Demo Project
Follow the steps below to build two demo projects for linear mode full update method (without buffer plane).

The following procedures are described for the e2 studio environment; when using the IAR environment,
please read and follow the procedures for the IAR integrated development environment.

1. Import the boot_loader and fwup_leddemo projects into the integrated development environment.

Note: Each product's demo project accesses files under \modules using relative paths. Therefore, when
importing, please ensure these paths are placed in a relative location.
The simplest solution is to place the contents of the ‘FITDemos’ folder in a suitable path and specify
“FITDemos” as the workspace when launching e2studio. This preserves the relative paths.
Subsequently, when importing the demo project into that workspace, ensure the ‘Copy project to
workspace’ checkbox is unchecked before importing.

2. Add the public key to be used to verify the image to the demo project.
Paste the contents of secp256r1.publickey generated as described in 4.3.1 into
code_signer_public_key.h in the boot_loader projects.

v = boot_loader [H ardwareDebug]
[ Includes
w [ src
v (= key
| || code_signer_public_key.h |
[= smc_gen

(7= src
ﬁ?’ boot_loaderscfg

X| boot_loader HardwareDebug.launch
(?) Developer Assistance

Figure 4.3 Storage Location of code_signer_public_key.h File in Demo Project

RO1AN6850EJ0206 Rev.2.06 Page 69 of 234
Jan.23.26 RENESAS




RX Family Firmware Update Module Using Firmware Integration Technology

/*
* PEM-encoded code signer public key.

*

* Must include the PEM header and footer:

oMo BEGIN CERTIFICATE----- "\

* " ., .base64 data..."\

oMo END CERTIFICATE----- "

*/
#define CODE SIGNER PUBLIC KEY PEM \
e BEGIN PUBLIC KEY----- "\

#endif /* CODE_SIGNER PUBLIC KEY H */

3. Build the demo projects.
Build the first project (boot_loader) to generate boot_loader.mot.
Build the second project (fwup_leddemo) to generate fwup_leddemo.mot.
Rename fwup_leddemo.mot to fwup_leddemo_100.mot.

Change the version of the second project (fwup_leddemo) as follows, then build it to generate
fwup_leddemo.mot.

fwup leddemo.c

#define FWUP_DEMO VER MAJOR (1)
#define FWUP_DEMO VER MINOR (0)
#define FWUP DEMO VER BUILD (0) x0->1

Rename fwup_leddemo.mot to fwup_leddemo_101.mot.

4.4.3.3 Creating Initial and Update Images

The procedure for creating the initial and update images, using initial_firm.mot as the name of the initial
image and fwup_leddemo_101.rsu as the name of the update image is, is described below.

1. Store the mot files created by building the demo projects in the same folder as Renesas Image
Generator.

image-gen.py

RX65N DualBank ImageGenerator PRM.csv
RX65N Linear Full ImageGenerator PRM.csv
RX65N Linear Half ImageGenerator PRM.csv
boot loader.mot

fwup leddemo 100.mot

fwup leddemo 101.mot
secp256rl.privatekey

2. Execute the following command to create the initial image:

> python image-gen.py -iup fwup leddemo 100.mot -ip
RX65N Linear Full ImageGenerator PRM.csv -o initial firm -ibp
boot loader.mot -vt ecdsa -key secp256rl.privatekey

Successfully generated the initial firm.mot file.
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3. Execute the following command to create the update image:

> python image-gen.py -iup fwup leddemo 101.mot -ip
RX65N Linear Full ImageGenerator PRM.csv -o fwup leddemo 101 -vt
ecdsa -key secp256rl.privatekey

Successfully generated the fwup leddemo.rsu file.

Confirm that the initial and update image have been created in the same folder as Renesas Image
Generator.

image-gen.py

RX65N DualBank ImageGenerator PRM.csv
RX65N Linear Full ImageGenerator PRM.csv
RX65N Linear Half ImageGenerator PRM.csv
boot loader.mot

fwup main.mot

fwup leddemo.mot

secp256rl.privatekey

fwup leddemo 012.rsu

initial firm.mot

4.4.3.4 Programming the Initial Image

Use Flash Writer to program the initial image (initial_firm.mot) to the MCU board. After programming, turn off
the power to the board and disconnect the debugger (E2 Lite).

When writing with Renesas Flash Programmer, dual mode and linear mode are recognized as different
microcontrollers, so an error will occur if the project is connected with a different bank mode from that of the
microcontroller. For details on countermeasures, refer to chapter 2.1 of the following URL.

URL : https://www.renesas.com/en/document/apn/dual-mode-usage-quide?r=1054481

4.4.3.5 Executing a Firmware Update

Once the initial image firmware is activated, it waits for the transfer of the update image via the terminal
emulator. The received update image is programmed to the flash memory, and after the transfer completes,
the signature of the update image is verified and the firmware is activated.

Follow the steps below to execute a firmware update.

1. Refer to 6.2.9, Execution Environment, and connect the devices.

2. Launch the terminal emulator software on the PC, select the serial COM port, and configure the
connection settings.

3. Power on the board. The following message is output:

==== RX65N : BootLoader [without buffer] ====
verify install area main [sig-sha256-ecdsa]...OK
execute image ...

FWUP demo (ver 1.0.0)

Check the LEDs on the board.

4. Turn ON->OFF RESET_SW while pressing USER_SW.

==== RX65N : Image updater [without buffer] ====
send image (*.rsu) via UART.
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5. Send the updated image via the terminal emulator.
Send file... > check Binary > fwup_leddemo_101.rsu

The following message is output during the transfer of the update image, and a software reset is applied

after installation and signature verification complete.

W OxFFE00000, 128 ... OK

W OxFFE00080, 128 ... OK

W OxFFEO3B0O, 128 ... OK

W OxXFFFEFF80, 128 ... OK

verify install area main [sig-sha256-ecdsa]...OK
software reset...

6. When the bootloader completes signature verification, the update image firmware is activated. When the

process completes successfully, the following message is output and the LED flashes.

==== RX65N : BootLoader [without buffer] ====
verify install area main [sig-sha256-ecdsa]...OK
execute image ...

FWUP demo (ver 1.0.1)

Check the LEDs on the board.
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4.4.4 Operation of Linear Mode Full Update Method (with buffer plane)

4.4.41 Execution Environment

Prepare the RX261 operation check environment (6.2.7). For MCU products other than RX261, please refer
to the operation confirmation environment of the applicable MCU product.

The demo project for linear mode full update method (with buffer plane) is not provided for dual-bank
compatible products. However, implementation is possible. If needed, please consider using a demo project
for a product with a similar memory layout as a reference.

4.4.4.2 Building The Demo Project
Follow the steps below to build three demo projects for linear mode partial update method (with buffer plane).

The following procedure is described for the e2 studio environment; when using the IAR environment, please
read and follow the procedure for IAR's Integrated Development Environment.

1. Import the boot_loader, fwup_leddemo, and fwup_main demo projects into the integrated development
environment.

Note: Each product's demo project accesses files under \modules using relative paths. Therefore, when
importing, please ensure these paths are placed in a relative location.
The simplest solution is to place the contents of the ‘FITDemos’ folder in a suitable path and specify
“FITDemos” as the workspace when launching e2studio. This preserves the relative paths.
Subsequently, when importing the demo project into that workspace, ensure the ‘Copy project to
workspace’ checkbox is unchecked before importing.

2. Add the public key to be used to verify the image to the demo project.
Paste the contents of secp256r1.publickey generated as described in 4.3.1 into
code_signer_public_key.h in the boot_loader and fwup_main projects.

v =% boot loader [HardwareD ebug]) v T fwup_main
i Includes b)) Includes
v B src v [ src
w = key v (= key
| > b code_signer_public_key.h In| code signer public_key.h |

= smc_gen (- smc_gen
(= src == S

{5¢ boot_loader.scfg i0F fwup_main.scfg

|X] boot_loader HardwareDebug.launch X| fwup_main HardwareDebug.launch

(?) Developer Assistance (?) Developer Assistance

Figure 4.4 Storage Location of code_signer_public_key.h File in Demo Project
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/*
* PEM-encoded code signer public key.

*

* Must include the PEM header and footer:

oMo BEGIN CERTIFICATE----- "\

* " . .base64 data..."\

oMo END CERTIFICATE----- "

*/
#define CODE SIGNER PUBLIC KEY PEM \
e BEGIN PUBLIC KEY----- "\

#endif /* CODE_SIGNER PUBLIC KEY H */

3. Build the demo projects.

Build the three demo projects and confirm that the following mot files have been generated:

boot_loader.mot, fwup_leddemo.mot, and fwup_main.mot.
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4.4.4.3 Creating Initial and Update Images

The procedure for creating the initial and update images, using initial_firm.mot as the name of the initial
image and fwup_leddemo.rsu as the name of the update image is, is described below.

1. Store the mot files created by building the demo projects in the same folder as Renesas Image
Generator.

image-gen.py

RX261 Linear Full ImageGenerator PRM.csv
RX261 Linear Half ImageGenerator PRM.csv
boot loader.mot

fwup main.mot

fwup leddemo.mot

secp256rl.privatekey

2. Execute the following command to create the initial image:

> python image-gen.py -iup fwup main.mot -ip
RX261 Linear Full ImageGenerator PRM.csv -o initial firm -ibp
boot loader.mot -vt ecdsa -key secp256rl.privatekey

Successfully generated the initial firm.mot file.

3. Execute the following command to create the update image:

> python image-gen.py -iup fwup leddemo.mot -ip
RX261 Linear Full ImageGenerator PRM.csv -o fwup leddemo -vt ecdsa
-key secp256rl.privatekey

Successfully generated the fwup leddemo.rsu file.

Confirm that the initial and update image have been created in the same folder as Renesas Image
Generator.

image-gen.py

RX261 Linear Full ImageGenerator PRM.csv
RX261 Linear Half ImageGenerator PRM.csv
boot loader.mot

fwup main.mot

fwup leddemo.mot

secp256rl.privatekey

fwup leddemo.rsu

initial firm.mot
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4.4.4.4 Programming the Initial Image

Use Flash Writer to program the initial image (initial_firm.mot) to the MCU board. After programming, turn off
the power to the board and disconnect the debugger (E2 Lite).

When writing with Renesas Flash Programmer, dual mode and linear mode are recognized as different
microcontrollers, so an error will occur if the project is connected with a different bank mode from that of the
microcontroller. For details on countermeasures, refer to chapter 2.1 of the following URL.

URL : https://www.renesas.com/en/document/apn/dual-mode-usage-quide?r=1054481

4.4.4.5 Executing a Firmware Update

Once the initial image firmware is activated, it waits for the transfer of the update image via the terminal
emulator. The received update image is programmed to the flash memory, and after the transfer completes,
the signature of the update image is verified and the firmware is activated.

Follow the steps below to execute a firmware update.

1. Refer to 6.2.7, Execution Environment, and connect the devices.

2. Launch the terminal emulator software on the PC, select the serial COM port, and configure the
connection settings.

3. Power on the board. The following message is output:

==== RX261 : BootLoader [with ext-buffer] ====
verify install area main [sig-sha256-ecdsa]...OK
execute image ...

==== RX261 : Update from User [with ext-buffer] wver 1.0.0 ====
send image (*.rsu) via UART.

4. Send the updated image via the terminal emulator.
Send file... > check Binary > fwup_leddemo.rsu
The following message is output during the transfer of the update image, and a software reset is applied
after installation and signature verification complete.

W 0x0, 128 ... OK
W 0x80, 128 ... OK
W 0x100, 128 ... OK

W 0x100000, 128 ... OK

W 0x100080, 128 ... OK

verify install area buffer [sig-sha256-ecdsa]...OK
software reset...

5. Activation processing is performed by the bootloader and a second software reset is applied.

==== RX261 : BootLoader [with ext-buffer] ====
verify install area buffer [sig-sha256-ecdsa]...OK
activating image ... OK

software reset...
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6. When the bootloader completes signature verification, the update image firmware is activated. When the

process completes successfully, the following message is output and the LED flashes.

==== RX261 : BootLoader [with buffer] ====
verify install area main [sig-sha256-ecdsa]...OK
execute image ...

FWUP demo (ver 1.0.0)

Check the LEDs on the board.
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4.5 How to debug the demo project

If you wish to debug this project (bootloader + application program) in the e2 studio environment, the
following procedure can be used.

This demo project is set to be powered by the emulator in the debugger (E2 Lite). If you want to connect with
other debuggers or supply power from the target board, change the debugger settings.

(1) Build the bootloader and application program without optimization.

Build the bootloader (boot_loader) and application program (fwup_main) with the e2 studio optimization level
set to no optimization.

(2) Generate the initial image.

The Renesas Image Generator generates an initial image file (.mot) consisting of a bootloader (boot_loader)
and an application program (fwup_main).

(3) Debug settings for the application program (fwup_main).
Follow the steps below to configure debugging settings for the application program (fwup_main).

a) Open Run->Debug Configuration and select fwup_main_HardwareDebug.

Q RX6SN_FWUP_V201_CCRX_DualBank_SamplePrj_ENG - * studio

File Edit Source Refactor Navigate Search Project Renesas Renesas Al Window Help
R R = R R R R @, Run Ctrl+F11
{1 Project Explorer = # Debug F11
=% boot loader Run History > |
=5 fwup_leddemo O RunAs 2
"i_( fwup_main [HardwareDebug] | Run Configurations...
' Binaries Debug History >
») Includes % Debug As >
o src —P| Debug Configurations...
HardwareDebug Breakpoint Types 5

trash
fwup_main.rcpc
o fwup_main.scfg
fwup_main HardwareDebug.launch

7) Developer Assistance Skip All Break
Qe ip reakpoints

Q. External Tools >
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b) Select fwup_main_HardwareDebug and click Startup.

@ Debug Configurations

™

Create, and run

[E) C/C++ Application
[€] ¢/C++ Remote Application
EASE Script

| GDB Hardware Debugging
| GDB Simulator Debugging (RH850)
Launch Group

v [£7] Renesas GDB Hardware Debugging

3

boot_loader HardwareDebug

7] fwup_main HardwareDebug

Filter matched 11 of 13 items

@

[ Renesas Simulator Debugging (RX, RL78)

Name: | fwup_main HardwareDebug

Project

fwup_main

C/C++ Application
HardwareDebug/fwup_main.x

Build (if required) before launching

Build Configuration: Select Automatically

Enable auto build

(®) Use workspace settings

Source’ (] Common

Variables...

) Disable auto build

Configure Workspace Settings

Revert

Debug

Search Project...

m] X ‘

¥

Browse...

Browse...

Apply

Close

Change the load type of the program binary [fwup_main.x] from "Image and Symbol" to "Symbol
Only". In the GCC environment, this will be fwup_main.elf.

P

Create, ge, and run config

| C/C++ Application
| C/C++ Remote Application
EASE Script
GDB Hardware Debugging
GDB Simulator Debugging (RH850)

8 Launch Group
E

| Renesas GDB Hardware Debugging
[ boot_loader HardwareDebug
[£7 fwup_leddemo HardwareDebug
€ fwup_main HardwareDebug
Renesas Simulator Debugging (RX, RL78)

Filter matched 11 of 13 items

Name: | fwup_main HardwareDebug
Main %5 Debugger Thrtup 5
Initialization Commands
[] Reset and Delay (seconds):

[T Hait

Load image and symbols

Filename

™ Program Binary [fwup_main.x]

Runtime Options
[]Set program counter at (hex):
[] Set breakpoint at main

Source [] Common

L

A
Load type Offset (hex)  On connect Add
Image and Symbols Yes
Image and Symbols dit
Image only =
Symbols only -
Raw Binary

v

Revert Apply
Close
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(4) Add the bootloader (boot_loader) symbol.

Follow the procedure below to add the boot loader (boot_loader) symbol built in step (1).

a) Click "Add".

b

~

@ Debug Configurations

Create,

and run confi

Name: | fwup_main HardwareDebug

] Main %5 Debugger | B Startup %/ Source [T] Common
\e C/C++ Application Initialization Commands A
€ | C/C++ Remote Application T aseCand Delsg ¢ sy
eset and Delay (seconds): 0
- EASE Script = Y
[€] GDB Hardware Debugging (I Hait
[£”] GDB Simulator Debugging (RH850)
# Launch Group
v [£7] Renesas GDB Hardware Debugging
7] boot_loader HardwareDebug
[ fwup_leddemo HardwareDebug Load image and symbols
N IR _fwup,gaml Hard:a:ﬂebugmx o Filename Load type Offset (hex)  On connect
| Renesas Simulator Del iy 5 '
v el [ Program Binary [fwup_main.x] Symbols only 0 Yes
Edit
o
Runtime Options
[] set program counter at (hex):
[/] Set breakpoint at: main
1Raciinnn M
Filter matched 11 of 13 items Revert Apply
?
Click Workspace.
8 Add download module X

Specify download module name:

Variables... Search Project... File System...

Cancel
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c) Select the bootloader (boot_loader.x) and click "OK." In the GCC environment, the symbol is
boot_loader.elf.

@ Add download module [u] X ‘

Select a workspace resource

v 25 boot_loader ~
& settings
+ & HardwareDebug
& src
boot_loader_c.ud
boot_loader_Lud
boot_loader_lbg.ud
boot_loader.abs
a1 boot_loader.lib
® boot _loader.map
boot_loadermot
boot loaderudm
Converter.sub
Converterboot_loader.tmp
LibraryGeneratorboot_loader.tmp
Linkerboot_loader.tmp
LinkerSubCommand.tmp
makefile
makefile.init
objectmk
udSubCommand.tmp

& src v

‘j SaEs

d) Confirm that the download module name is set to bootloader (boot_loader.x) and click "OK.

@ Add download module X |

Specify download module name:

${workspace_loc¥boot_loader¥HardwareDebug¥boot _loader.x)

Variables... Search Project... File System...

cones
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e) Change the load type of the bootloader (boot_loader.x) from "Image and Symbol" to "Symbol only".

Create, and run @
FoBR E M Name: | fwup_main HardwareDebug
pel Main %% Debugger B Startup - Source [T] Common
[E]C/C++ Application Initialization Commands a
[€] ¢/C++ Remote Application Rt et D' o
D\SES(I!DI L eset an elay (seconds):
[€] GDB Hardware Debugging | Halt
€7 GDB Simulator Debugging (RH850)
# Launch Group
v [£7 Renesas GDB Hardware Debugging
7] boot_loader HardwareDebug
7] fwup_leddemo HardwareDebug Load image and symbols
= ; rw;.’;n.mluud:;euehug 1. Filename Load type Offset (hex)  On connect PoT
i Fandans Simiviator Denomg | ’ (4 Program Binary [fwup_main.x] Symbols only 0 Yes
[] boot_loaderx [C:¥RX65N_FWUP V201 CCRX_DualBank_SamplePrj.. Image and Symbols Yes Edit..
Remove
Image onh
Symbols only Move up
Raw Binary
Runtime Options
| Set program counter at (hex)
] Set breakpoint at main
1R nciona v
< >
Filter matched 11 of 13 items Revert Apply
2 Close
(5) Add the image of the initial image (initial_firm.mot).
Add the image of the initial image (initial_firm.mot) generated in step (2) according to the following
procedure.
H n n
a) Click "Add".
o X ‘

@ Debug Configurations

Create, manage, and run configurations

FomX BY -

[E]C/C+ + Application
C/C++ Remote Application
EASE Script
GDB Hardware Debugging
GDB Simulator Debugging (RHBS0)
Launch Group
enesas GB Hardware Debugging
boot_loader HardwareDebug
7 fwup_leddemo HardwareDebug
€] wup_main HardwareDebug
7] Renesas Simulator Debugging (RX, RL78)

“aFlR

R

Filter matched 11 of 13 items

2

Name: fwup_main HardwareDebug
Main| % Debugger Tllmap % Source| [T] Common
Initialization Commands
] Reset and Delay (seconds)
1Halt

Load image and symbols

Flename Load type

] Program Binary (fwup_mainx] Symbols only

[] boot_loaderx [C¥RX6SN_FWUP_¥201_CCRX_DualBank SamplePrj.. Symbols only

Runtime Options
Set program counter at (hex):
7] Set breskpoint at: main

Offset (hex)  On connect
0 Yes
] Yes.

Edit
Remove
Move up
Revert Apply
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b) Click File System.

@ Add download module X |

Specify download module name:

Variables... Search Project..  Workspace... File System

Cancel

c) Select the initial image (initial_firm.mot) and click "OK”.

8 Add download module X ‘

Specify download module name:

| C:¥RenesasimageGenerator_RX65N_CCRX_DEBUGY¥initial_firm.mot |

Variables... Search Project..  Workspace...

ca"cel

d) Change the load type of the initial image (initial_firm.mot) from "Image and Symbol" to "Image only"
and click "OK”.

¢
Create, and run config i ﬁ
P @ X c T Name: | fwup_main HardwareDebug
Main %% Debugger = Startup. '~ Source [T] Common
(€] C/C++ Application Initialization Commands ~
[€] ¢/C++ Remote Application 1R e 3
7 EASE Script || Reset & elay (seconds):
[€] GDB Hardware Debugging ] Halt
7 GDB Simulator Debugging (RH850)
8 Launch Group
v [ Renesas GDB Hardware Debugging
[ boot_loader HardwareDebug
[ twup_leddemo HardwareDebug Load image and symbols
= ¢ | fwup_main HardwareDebug Filename Load type Offset (hex)  On connect
7 Renesas Simulator Debugging (RX, RL7: o Add...
[ Program Binary [fwup_main.x] Symbols only 0 Yes
V] boot_loaderx [C:¥RX65N_FWUP_V201_CCRX_DualBank_SamplePrj.. Symbols only 0 Yes Edit..
[¥1] initial firm.mot [C:¥RenesasimageGenerator RX6SN_CCRX_DEBUG] Image and Symbols |v . Yes Remave
Move up
M
Runtime Options
[] Set program counter at (hex)
[] Set breakpoint at: main
[ 2acima )
< >
Filter matched 11 of 13 items DY Apply
¢/ Debug Close
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e) Click "Apply" and click "Debug".

@ Debug Configurations [m] X ‘

P

Create, ge, and run g

Name: | fwup_main HardwareDebug

f text [) Main %% Debugger  # Startup, % Source [T Common
€] C/C++ Application Initialization Commands o
[€]C/C++ Remote Application -
& EASE Saript [IReset and Delay (seconds):
[€] GDB Hardware Debugging ] Halt
€7 GDB Simulator Debugging (RH850)
# Launch Group
w [7] Renesas GDB Hardware Debugging
&7 boot_loader HardwareDebug
£ fwup_leddemo HardwareDebug Load image and symbols
_,;-"’*”"’-;“"" H""’:':D'b“g . Filename Load type Offset (hex)  On connect i
) Ranesas Simuletor Desugging (I RLI [ Program Binary [fwup_mainx] Symbols only 0 Yes
[ boot_loader.x [C:¥RX65N_FWUP_V201_CCRX_DualBank SamplePrj.. Symbols only 0 Yes Edit...
[;-/: initial_firm.mot [C:¥RenesasimageGenerator RX65N_CCRX_DEBUG] Image only 0 Yes Remove
Move up
Move down

Runtime Options

(] Set program counter at (hex):

[] Set breakpoint at: main

v

[ Rneismn

< >
Filter matched 11 of 13 items Revert Apply

(6) Start the debugger.

When the debugger starts, it jumps to resetprg.c in the boot_loader project.

|8 ResN_FWUP.V201_CCRX_DualBank SamplePri ENG - boot Joadersrc/sme._gen/r_bspimeu/lresetprg. - € studio - & x
Fie ER Souce Refoctor Mavigste Sesich Project Renesos Views Run Reneiss Al Window Help
D-R - Qinrusr PR - b : ] Q | Roc o
= i = D ok varisbl. X | % Breskp.. I Project. B Bpres.. P b, [1O0Re. = O
i HardwareDebusg [Renesas GOB Hardware Debiuggeg] . §ciri
} fcores: 01 Name hpe Vaive
{single-core) fcore- ] (Suspendlod - Signal : SIGTRAP-ace/brasky
BAF defined(_GMIC_)
FAF BSP_CFG_USER_STACK_ENABLE
INTERNAL_WOT_USED(Ustack_area);
wendif
INTERNAL_NOT_USED(istack_area);
Fendif
AT defined(_CCRX_) || defined(_omic_)
a Initialize th Tabla Re
] Renesas GDB server Host) R_ESP_SET_INTB(R_BSP_SECTOP_INTVECTTBL.
- wifdef BSP_WCU_EXCEPTION TABLE
he Table Register *
R_ESP_SET_EXTB(R_BSP_SECTOP_EXCEPTVECTTBL);
Hendif
F1fdef BSP_MCU_FLOATING_POINT
ifdef _FPU .
. ing-point Sta d Registar. *
R_ESP_SET_FPS(BSP_PAV_FPSK_INIT | BSP_PAV_FPU_AOUND | BSP_PAV_FPU_DENOH);
sendif
sandif
Bifdef BSP_MCU_DOUBLE_PRECISION_FLOATING_POINT
- pifdet Py
/ alize the Double-Precision Flosting-Point Sta
R_B5P_SET_DPS(BSP_PAV_DPSK_INIT | BSP_PAV_FPU_AOUND
wendif
sendif
fu uni
>
T Conscle Registers, ] Problems @ Smart Browser | @ Debugger Console| ) Memary - 88 ~0-8-=0
s, i HardwareDebug (Renesas GDB Hardware Debugging] i 10]
User Vee a7 v i
USB Bus Power 5.04668 V
Finished target connection
Target connection status - OK
oK
Finished éonnload
Hardware breakpoint cat ot address BxFFieeTec
Hardware braskpoint set ot address exfFFf2ffl
b e >
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(7) Resume the program.

When you click Resume, the program stops at the beginning of the main() function in boot_loader.c. project.

8 RXesFWUP.V201_CCRK DuaBank SamplePi ENG - boot Joaden/sc/src/boot Joaderc - € studio - 8 x
Fie B4R Souce Refoctor Mavigste Sesich Project Renesos Views Run Reneias Al Window Help
B> D inr3 LB R oAy Lo TR | q @
% Debug = % | = O (8 mepigc 18 bootlesdwe S 00 [F VarabL. % | % Breokp... L3 Project. | 4T Exprer... o® Event
fwup_main HarhwareDebug [Ranesas GOB Harchware Debuggng] 355 "
v 5B fuaip_ main 1] cores: 0] .- " Wpe Voe
Feeezeds aL_Loa(aL_yse_he) ;
~ 4P Tivesd #1 1 fsingle core)fcors: 0] Suspendied : Breakpoint Peturn (FRR_IRLFATLRE);
5 man a bootouderc371 Gazf 55
S PowerON Reset PO ot resetp o004 361 . sanple_activats
Octated)
o 7 W1F (WP, CFG, UPDATE JGOE == FUUP_DUAL_BANK) /* bas
8 sl gdb rxforce42 (782) wold main{void)
o8 Renesas GOB server (Hosi) ¢
| 1f (FUP_sUCCESS 1= open_boot_loacer()) |
goto ERROR_END;
¢ Initial image program mode
#os §F (BL_USER_SW_ON == BL_USER_Si_PORT)
{
5 BL_LG (5150, UPOATER, BL.HCU_WALE, HSG, UPOATE MODE ST [FMUP_CFG UPDATE_HODE )
J A7 (FUP_SUCCESS | sampla_write_inage (FAUP_AREA_BUFFER) )
{
s g9to ERROR_END;
s ¥
1f (FWUP_SUCCESS = sample_activate_ing())
goto ERROR_END;
1 }
" 5L_L0G(BL_NSG_BOOTLORDER, BLNCU_NAE, NSG_UPDATE_YCDE_STR] FWUP_CFG_UPDATE_NOOE]) ;
167 (true Te A_FWUP_ISExiStInBge (Flip_AREA_MAIN))
s 16 (PHUP_SUCCESS 1a Somple_nrive. inage (FWP_ANEA_BUFFER))
a00 §9to ERROR_END;
L < >
T Comole Ragisters| (8] Probleess] @ Smast Beowsar| U Gebugosr Consola] 0 Mamory, . PP ~0-8-=0
. moi HrchwareDebug [Renesas GB Hardware Delsugging] [ 10]
User Ve ENT A i
USB Bus Fower 5.04668 ¥
Finished target connection
6oB: 5225
Target connaction status - OK
Target connection status - OK
Starting downloa
Finished downlo:
breakpoint set at address xPFfeATAc
kpoint s BxPFFFFL
Oxfi211 Q@ 28730ms @ Emulotor Witable Smart Insert 371:1: 16804
9 RXGSN_FUWUP. 201 CCRK DunBarik SamplePENG - p.mlisre/sr /wp_ i - € studi - 8 x
Fie Edt Source Refocior Mavigste Sesich Project Renesas Views Run Renetas Al Window Help
R DnBuErr R B - Qe -
= %4 | © 0| (8 memige (8 bootloadere | hwup_mainc = O |[# varabl. % | % Breskp... s Proser. 41 epres. o® Bvent.. | i0Re. | = B
win HachuareDbusg flenesas GOB Harchware Dabugging] £ K_PRUP_SotCnareleiay (34, PRV UELAY_NELLISEGS)S 7 o
B wip_mainx 1] coces: 0] 23 fefea738 FWUP_UART RTS = 8; Name hpe Voo
~ ¥ T #1 1 single core) core: O] Suspended : reskpoint s_err_f1g « 9;
5 main at boot Joaderc371 Ouii2ff sample_buf_init();
PowerON Reset FC) at resetprg.c3 17 Caffiondd o, PPt
= 0ctata01 B A
Hoo
8 et gdb cxforcev2 (7182) ® * Function Nese
o Renesas GDB server (Host! . X ‘{"’“ ain(void)
2 &_fwsp_err_t ret;
239 #0474 #wup_main_open();
FALP_JAIN_LOG(MSG.STARTUPDATER, FP. HC
PDATE MODLSTR{ Figh_ (e GROATE MODE], DEHO_VER_WATOR, DEAO_VER_NINGR, DEND_VER_SUTLO)
43 £1r047 AP _HAIN L3O (50 30001 UART)
26 wnile(1)
. {
FuP_AREA_BUFFER) ;
251 #4fea78e 4§ (FUP_SUCCESS 1= RFWUP_Verd fyLasge(FHUP_AREA_BUFFER))
2 o5 B_FMUP_Erasedrea (FUP_AREA_BUFFER)
2 )
2 else
2 HLF (FWUP_CFG_UPDATE MODE == FHUP_DUAL BANK)
BAF(FMUP_CFG_FWUPVI_CONPATIBLE == 0) =
FMUPTMATH_LOG(MSG_BANK_SKAP) ;
sendif
senats
PP _Activatelmage();
FHUP_MAIN_LOG(MSG_SK_RESET) ;
RFWUP_Close();
AP Softraratesst();
= 3
2 }
268 #4104 Else 1F (FUP_PROGRESS == ret) v
< ‘ >
T Comole Ragistees| 5. Probieess| @ Smast Browsar | U Debugow Consla] [ Mamory . wYPE ~D-m--0
fwupmain HardwareDebug (Renesas GDB Hardware Debugging] [oid: 13]
USB Bus Power 668 v -
Finished target connection
3
+ connection status - OK
connection status - OK
set at address ox#f0a811
Hardware breakpoint set at address BxfFidTac
Hardware breakpoint set at address exfFFf2ffl
< 3|3 »
o2t @ 28950ms @ Emulstor Witable Smart Insert 210122
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(9) Resume the program.

Click restart and stop at the breakpoint set in (8).

8 RXesN_FWUP. V201 CORK, DusaBanik SamplePri_ENG - fwup_mainsrc/src/Fwup_main - ¢ studio - 8 x
Fie B4R Source Refoctor Mavigste Sesich Project Renesos Views Run Reneias Al Window Help
B Dinrumrd. (R A Lr®- Qe Q g
% Debug = %|# | = 0| (8 wewprge | (2 boot losderc T8 hwwp_mainc =0 s Brwokp..| 1L o 41 Brpros..| @ Even.
[ fup,main HardwareDebusg [Renesas GOB Hardware Debuggng] o KOOy, RN NS ~ ™=
B fusp_maina 1] cores: 0] 2 FHUP_UART_RTS u 8; Type Value
~ ¥ Thwewd #1 1 single core core: 0] Suspended - Breakpoing) 4 s_err_ ; et fwp et FIWLPPROGRESS
man) at fwup_manc248 Oxf1iO4811 2 sample_buf_init();
o rxeelf-gdb -oxforcav2 (1821 R_FWUP_Open();
ol Renesas GOB server fHost P .
B 4743 = void main{veid)
23 o_fwup_err_t rat;
] fwup_main_open();
04752 FWUP_MATN_LOG (MSG_START_UPDATER,, FMUP_NCU_NAVE,
MSG_UPDATE_MODE_STR[ FWUP_CFG_UPDATE_MODE], DEMO_VER_MAJOR, DEMO_VER_MINOR, DEMO_VER_BUTLD);
43 #4£047 FUUP_MATN_LOG (MSG_SEND_VIA_UART);
while(1)
a5 {
1 4F (FWUP_SUCCESS 1m R_FWUP_VerifyImage(FWUP_AREA_SUFFER))
3 s _FWUP_Erasedrea FUP_AREA_BUFFER) ;
b else
BLF (FMUP_CFG_UPDATE_MODE == FMUP_DUAL_BANK)
BAF(FHUP_CFG_FWUPVI_CONPATIBLE
3 FAUPTMATH_LOG(MSG_BANK_SWAP) ;
sendif
wendif
62 #ee0a, R_FMUP_Lctivatelmage();
b FilUP_MAIN_LOG(MSG_SK_AESET);
R_FWDP_Cl5se();
BRPMUP_SoftwarsReset();
- }
}
8 FFfe4 else if (FUP_PROGRESS == ret) B
< >
B Comsole Registers| ] Problems| @k Smart frowser | @ Debuggar Console] 0 Memory, . cpPEE~~0-8-=0
o, i HavdwareDebug (Renesas GDB Harhware Debugaing] ek 13]
USB Bus Power 5.04668 v -
Finished target connection
608 3
Target connection status - OK
Target connection status - OK
Starting dow
Finished dounload
Harduare traakpoint set
Hardware breakpoint set
Hardware breskpoint set at address BxfFFFIfFl
o081 © moms @ Emuinix Witable Smartiset 81153

RO1AN6850EJ0206 Rev.2.06 Page 86 of 234
Jan.23.26 RENESAS



RX Family Firmware Update Module Using Firmware Integration Technology

4.6 Regarding the Change of the Update Image Retrieval Path for the Demo Project

In this demo project, the update image is retrieved from a PC via serial communication. This section

describes cases where the retrieval path for this image is changed (e.g., to Ethernet, SD card, USB memory,

etc.).

Figure 4.5 show the flowchart of the demo project (the main function in fwup_main.c). Please first refer to the

demo project when considering how to change the retrieval path for the update image.

fwup_main.c
Main function

(1)Initialization process

fwup_main_open()

»
Ll

(2)Retrieve update image

(3)Update image
writing

FWUP_PROGRESS

Changes when modifying

the

update image Retrieval path

(4)Write the updated image to

bufferplane
sample_write_image()

FWUP_ERR_FLASH
FWUP_ERR_FAILURE

Writing complete

FWUP_SUCCESS

(5)Buffer plane verification

Error
R_FWUP_Verifylmage()
Verification FWUP_SUCCESS
results
FWUP_ERR_VERIFY
FWUP_ERR_FAILURE f

(8)Buffer plane erasure
R_FWUP_EraseArea()

(B)Activate image
R_FWUP_Activetelmage()

Y

User application

Y

(7)Software reset
R_FWUP_SoftwareReset()

Figure 4.5 Flowchart for fwup_main in the demo project

Note: For linear mode full update method (without buffer plane), the bootloader is responsible for retrieving

the update image. Therefore, if you are considering using this method, please interpret the
explanations in this document as applying to the bootloader instead.
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The sections that need to be modified when changing the retrieval path of the update image are parts (1),
(2), and (3). Sections (4) and onward relate to the update process itself, so in principle, no changes are
required.

(1)

()

©)

For the initialization process, not only the FWUP FIT initialization but also the initialization of various FIT
modules used to retrieve the update image is performed.

In the demo project, the initialization of the Serial Communication FIT module, the FWUP FIT module,
and the related variables is performed.

Regarding the retrieval of the update image from an external source, various pathways can be
considered (e.g., Ethernet, SD card, USB memory, etc.). We also provide a wide range of FIT modules
to support these pathways.

Please use these FIT modules to retrieve the update image from the external source and buffer it in
RAM or another suitable memory area.

For details on how to acquire data, please refer to the application notes of each FIT module.

In the demo project, the Serial Communication FIT module is used, and the update image is retrieved
through the callback function (sci_callback) that is invoked upon completion of the communication
interrupt. Once buffering of the update image is completed, the RTS pin (FWUP_UART_RTS) is
asserted to provide notification.

Once buffering of the update image is complete, proceed with the write operation.

It is not necessary to prepare the entire update image at once. You may retrieve and buffer the update
image in chunks of a size convenient for your system, and perform the write operation sequentially.
However, note that each product has a specific minimum write unit for its flash memory, so ensure that
processing is performed in multiples of that write unit (e.g., RX65N: 128 bytes

When writing the update image, if non-blocking mode (supported only on dual-bank products) is not
used, interrupts will be disabled during the flash operation. Therefore, if the update image is retrieved
via interrupt processing, there is a possibility of data loss during the write period. To avoid this, consider
implementing a mechanism to temporarily suspend the retrieval of the update image—similar to the
RTS control used for serial communication in the demo project.

In the demo project, the state of the RTS pin (FWUP_UART_RTS) is monitored, and the write operation
is initiated once it is asserted.

The following summarizes additional notes for understanding the demo project.

<Notes regarding fwup_main.c>

In the demo project, serial communication is used to retrieve the update image. Due to the
characteristics of serial communication, there may be a delay before the transmission from the
communication peer stops in response to RTS control. To prevent loss of update image data, a delay
process is inserted before initiating the write operation.

(4) Regarding the writing of the update image, please write the data sequentially from the beginning of
the update image.

If the order of the data may be altered depending on the communication method, ensure that the data is
rearranged into the correct order before writing.

Since the update image cannot be written in a single operation—depending on the buffer size—you
must perform the write process in multiple iterations. During this period, until all data corresponding to
the full size of the update image has been written, the function will return the status ‘in progress’
(FWUP_PROGRESS). Please continue retrieving and writing the update image until the entire image
has been written.

Once all writing operations have been completed successfully, the function will return
FWUP_SUCCESS.

If the flash error (FWUP_ERR_FLASH) is returned during the update-image write process (4), it is
highly likely that an error has occurred in the flash memory. In this case, please erase the buffer plane
and restart the entire procedure from the beginning.

The size of the update image is obtained using the R_FWUP_GetlmageSize function. Since the size
information is stored in the RSU header located at the beginning of the update image, the correct size
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cannot be obtained until the writing of the RSU header portion has been completed. Until it can be
retrieved correctly, this API will return 0.

e  (6) The process for activating the update image differs depending on the update method.
Dual-bank method: A bank-swap operation is performed.
Non—dual-bank methods: No special operation is performed.
Therefore, for non—dual-bank methods, the activation process for the update image is not required. In
update methods other than dual-bank, operations such as copying from the buffer plane to the main
area are handled by the bootloader.

e (7) Regarding software reset, while the demo project performs it immediately after writing completion,
you may perform it at a convenient time for each system without issue.

o  (8) Regarding the erasure of the buffer plane, the update image is erased if signature verification of the
buffer plane fails.
The behavior after erasure depends on the customer’s system.
In the demo project, the process retries; however, if signature verification fails in the field, it may
indicate that the device is being updated with an invalid update image. Therefore, it is recommended to
stop the update process in such cases.

<Notes regarding bootloader.c>
e  The bootloader is designed to be used in a general-purpose manner, so it can essentially be used as is.

. In linear mode full update method (without buffer), the bootloader acquires the update image. Therefore,
if considering this method, please review the processing within the bootloader.
The process from acquiring the update image in the bootloader to performing the update is nearly
identical to the corresponding section in fwup_main.

. In the demo project for the dual-bank method, the buffer plane is not erased after the update.
If you do not want to retain the pre-update image—for example, to prevent rollback—please add a
process to erase the buffer plane after the bootloader successfully verifies the signature of the main
area.
In methods other than dual-bank, the buffer plane is erased after the bootloader completes the update
process (copying from the buffer plane to the main area).

e If you are modifying and using the bootloader, please also refer to 7.1.
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5. Renesas Image Generator

Renesas Image Generator is a utility tool that generates firmware images for use with firmware update
modules. The Renesas Image Generator can generate the following images used by the firmware update
module.

o |Initial image: An image file containing the bootloader and application program that is programmed using
Flash Writer at the time of initial system configuration (extension: mot).
e Update image: An image file containing the firmware update (extension: rsu).

See 5.1 for how to generate an image, and 5.2 to 5.3 for details on image configuration and parameter files.

Renesas Image Generator is a program that runs on Python.

5.1 Image Generation Methods

Describes the specifications of Renesas Image Generator (image-gen.py) and how to generate an image file
(initial image or update image) using this tool.

See 5.1.1 for how to generate an initial image, and 5.1.2 for how to generate an update image.

The format of the image-gen.py command is as follows:

python image-gen.py < options >

Some image-gen.py command options are required and others are optional. Table 5.1 lists the required
image-gen.py options, and Table 5.2 lists the optional image-gen.py options.

Table 5.1 Required Options of image-gen.py

Option Description

-iup <file> Specifies the application program.
For the character string < file >, specify the mot file name (the full path
including the file name) of the user application program.

-ip <file> Specifies a parameter file.
For the character string < file >, specify the name of the file (the full
path including the file name) containing the parameters to be input.

-o <file> Specifies the file name of the output image.

For the character string < file >, specify the file name (the full path
including the file name), excluding the extension, of the firmware
update image file to be output.

The file extension is .mot because the output image is determined to be
the initial image when the bootloader is specified with the -ibp <file>
option.

If you omit the -ibp <file> specification, the output image is determined
to be an update image and becomes .rsu.
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Table 5.2 Optional Options of image-gen.py

Option Description

-ibp <file> Specifies the bootloader.

For the character string < file >, specify mot file name (the full path
including the file name) of the bootloader program.

Specify this option when generating a mot file.

--key <file> Specify the name of the key file to be used to sign the image using
ECDSA. (This option does not need to be set if sha256 is specified for
the -vt option.)

Store the file secp256r1.privatekey in the command execution folder.
If the file name has been changed, specify the full path or the relative
path including the file name.

-vt <VerificationType>[sha256 / | Specifies the image verification method in the firmware update module.
ecdsa] The following VerificationType can be specified.

sha256: Append a hash of the image. If this option is omitted, "sha256"
is specified.

ecdsa: Adds an image signature. The key file specified by -key is used
to generate signature data. An error will result if the key file is
not specified with -key.

-ff <FileFormat>[BareMetal / Specifies the RSU format type.
RTOS] The following FileFormat can be specified

BareMetal: Generates an image of the application program data with
RSU header signature information. This is the RSU format
used in the demo project.

If this option is omitted, "BareMetal" is specified.

RTOS: Generates an updated image for FreeRTOS OTA. Update
images for FreeRTOS OTA do not add RSU header signature
information.

BareMetal FWUP_V2_V1_DATA: For special purpose.

RTOS _FWUP_V2 V1 _DATA: For special purpose.

-h Output a list of commands.
Specify this option to display help information for the tool.
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5.1.1 Initial Image Generation Method

Renesas Image Generator has the bootloader file name (.mot) generated by build, application program
(.mot), parameter file name (.csv), output file name (no extension), image verification method in firmware
update module. Specify (ecdsa/sha256) as a command line option to generate an initial image file (.mot).

Command input example

> python image-gen.py -iup fwup main.mot -ip
RX65N DualBank ImageGenerator PRM.csv -o initial firm -ibp
boot loader.mot -vt ecdsa -key secp256rl.privatekey

fwup_main.mot: The mot file name of the user application program

RX65N_DualBank_ImageGenerator_PRM.csv: The name of the file containing the parameters to be input
(Example of dual bank mode)

initial_firm: The file name of the initial image file to be output

boot_loader.mot: The mot file name of the bootloader program

ecdsa: Specifies that ECDSA is used to sign the image.

secp256r1.privatekey: Key file name for signing images with ECDSA.

5.1.2 Update Image Generation Method

The Renesas Image Generator uses the update application program (.mot) generated by the build,
parameter file name (.csv), output file name (no extension), image verification method (ecdsa/sha256) for the
firmware update module. Set the command line options to generate an update image file (.rsu).

Command input example

> python image-gen.py -iup fwup leddemo.mot -ip
RX65N DualBank ImageGenerator PRM.csv -o fwup leddemo -vt ecdsa -key
secp256rl.privatekey

fwup_leddemo.mot: The mot file name of the user application program to be applied as an update

RX65N_DualBank_ImageGenerator_PRM.csv: The name of the file containing the parameters to be input
(Example of dual bank mode)

fwup_leddemo: The file name of the update image file to be output

ecdsa: Specifies that ECDSA is used to sign the image.

secp256r1.privatekey: Key file name for signing images with ECDSA.
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5.2 Image File

5.2.1 Update Image File

Figure 5.1 shows the configuration diagram of the update image file generated by Renesas Image
Generator.

For the format of the RSU header, see Table 43.

RSU Header
Signature Information
(0x200 Byte)

RSU Header
Address Information
(0x100 Byte)

— Scope of signatures

Application Program Data

Figure 5.1 Configuring the update image file

The update image file consists of RSU header and application program data. The RSU header stores the
application program location information required to verify the validity of the application program, as well as
the signature value and hash value of the application program calculated based on the information.
Following the RSU header, place the application program data corresponding to the program allocation
information stored in the RSU header. The Renesas Image Generator arranges the application program data
in the order of the data to be placed in the code flash and the data to be placed in the data flash. Valid code
flash data and data flash data are extracted from the user-generated application program file (.mot),
converted to binary data, and set.

The update image file has the same configuration for the dual bank method, linear mode half-updating
method, and linear mode full-updating method.

Table 5.3 RSU Header Format (1/2)

Length

Offset Item (Bytes) | Description

0x00000000 | Magic Code 7 Magic code (“RELFWV2”)

0x00000007 | Reserved 1 Reserved area

0x00000008 | Firmware Verification | 32 Image verification method

Type Set sig-sha256-ecdsa to use ECDSA for image

verification, and hash-sha256 to use hash.

0x00000028 | Signature size 4 Data size of signature value or hash value stored in
Signature
Set 0x40 if Firmware Verification Type is sig-sha256-
ecdsa, and 0x20 if hash-sha256.

0x0000002C | Signature 64 Signature value used for firmware verification
For SHA-256 signature data, bytes 33 to 64 are set to
0x00.

0x0000006C | RSU File Size 4 File size of entire update image file

0x00000070 | Reserved 400 Reserved area
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Table 5.4 RSU Header Format (2/2)

Length

Offset Item (Bytes) | Description

0x00000200 | Program Data Num 4 Number of subsequent divided application programs or
data flashes (maximum 31)

0x00000204 | Start Address[0] 4 Start address of the first application program or data
flash

0x00000208 | Data Size[0] 4 Size of the first application program or data flash

0x0000020C | Start Address[1] 4 Start address of second application program or data
flash

0x00000210 | Data Size[1] 4 Second application program or data flash size

0x000002F4 | Start Address[30] 4 Start address of the 31st application program or data
flash

0x000002F8 | Data Size[30] 4 Size of the 31st application program or data flash

0x000002FC | Reserved 4 Reserved area

See Figure 5.2 for the mechanism of generating the update image file.

Update image of linear mode
(halfffull surface) update
method (.rsu file)

fwup_leddemo mot Parameter file ~ RSUHeader
Application Signature Information
Update Import ja  Build program data to (0x200Byte)
application ‘ e? studio ‘ (= P'“;F:sr"" code RSU Header
rogram ; - Address Information
= private key for ecdsa (0x100Byte)
Data to be placed .
in data flash signature data -
generation A placediin code lash
secp256r1 privatekey ;

Application program data to
be placedin dataflash

Figure 5.2 Updating image of dual bank method/linear mode (partial/full) updating method

e The parameter file is a CSV format file that contains the device address information required to generate
the image file.

o The private key for generating the ecdsa signature value is used when ecdsa is specified as the image
verification method in the firmware update module.
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5.2.2 Initial Image File
The initial image file is the RSU header and application program data plus the bootloader program data.

Figure 5.3 and Figure 5.4 also show a diagram of the initial image file (dual bank method/linear mode
(half/full surface) update method).

Boot Loader
(Codeflash data)
(buffer plane)

RSU Header
Signature Information
(0x200 Byte)

RSU Header
Address Information
(0x100 Byte)

— Scope of signatures

Application Program Data

Boot Loader
(Code flash data)
(Main plane)

Figure 5.3 Initial image file (dual bank method) configuration

The initial image of the dual-bank method places the same bootloader code flash data on both the main and
buffer plane of the code flash to support the bank switching function. The bootloader data to be placed on
the main plane of Code Flash uses the data in the user-generated bootloader file (boot_loader.mot) as is.
The bootloader placed on the buffer plane of the code flash is equivalent to the bootloader data on the main
plane.

RSU Header
Signature Information
(0x200 Byte)

RSU Header
Address Information
(0x100 Byte)

r— Scope of signatures

Application Program Data

Boot Loader
(Code flash data)
(Main plane)

Figure 5.4 Composition of initial image file (linear mode (half/full surface) update method)

In the initial image file of the linear mode (half-face/full-face) update method, the bootloader data to be
placed on the main plane of the code flash uses the data in the user-generated bootloader file
(boot_loader.mot) as is.
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See Figure 5.5 and Figure 5.6 for the mechanism that generates the initial image file.

boot_loader.mot

Initial image of dual bank
method (.mot file)

Application program data to

Data to be placed
in data flash

Import Build Bootloader data to| be placed in dataflash
Bootloader e? studio - be placed in code - Eemmeia e
s Bootloaderdatato be placed
A1 > ;
in code flash
(buffer plane)
_ RSU Header
fwup_main.mot private key for ecdsa Signature Information
— . (0x200 Byte)
Import Build Appllza‘ctl:: pel signature data
Application . " pr:lgar:err; i: co:e generation Add RSU |H$ader1'
Program & studio flash ‘ secp256r1 privatekey [g::og grrr: fon
Application vid
ity Application program data to
flash be placedin codeflash
Bootloaderdata to be placed
in codeflash
(Main plane)
Figure 5.5 Initial image of the dual bank method
Initial image of linear mode
(halfffull surface) update method
(.motT 7 -JL)
boot_loader.mot
Import Build Bootloader data to Application program datato
Bootloader ? studio - be P"Ta"sr"" code - Parameter file be placed in dataflash
Main plane
RSU Header
Signature Information
(0x200 Byte)
fwup_main.mot i ‘
P_! : private key for ecdsa RSU Header
Import Applizafti:rtl b signature data Address Information
rogram da o .
Application ‘ AT i pFaced e generation (0x100 Byte)
Program flash ‘ secp256r1 privatekey T T G

be placedin code flash

Bootloaderdata to be placed
in code flash
(Main plane)

Figure 5.6 Initial image of linear mode (half/full) update method

e The parameter file is a CSV format file that contains the device address information required to generate
the image file.
e The private key for generating the ecdsa signature value is used when ecdsa is specified as the image
verification method in the firmware update module.
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5.3 Parameter File

The parameter file is the information required for Renesas Image Generator to generate the initial and
updated image files for the sample program, and is included in the release package as part of the Renesas
Image Generator Python It is included in the release package as part of the Renesas Image Generator
Python program set (see1.5). When a customer generates an initial or updated image for a demo project,
there is no need to change the contents of the parameter file.

If you are using a product with a different flash size than the demo project (see 5.3.2) or if you do not want to
include data from the data flash in the image (see 5.3.3), you can do so by editing the parameter file.

As an example, the contents of the parameter file for the RX65N (2MB) dual bank system are shown in 5.3.1.
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5.3.1

Contents of Parameter File

The items listed in the parameter file are the same for all devices, but the settings differ for each device.
Table 5.5 shows the contents of the parameter file for the RX65N (2MB) dual bank method demonstration
project. Figure 5.7 shows the parameters referenced for image generation, and Figure 5.8 shows an
example of parameters referenced for initial image generation for the RX65N (2MB) dual bank system.

Table 5.5 Contents of parameter file

the flash in decimal)

Parameter name Description Example of
setting contents
RX65N(2MB)
device Type Dual Mode : Generation of mot file for dual bank system Dual Mode
Linear Mode : Linear mode (half/full surface) update
method Mot file generation for
Code Flash Size(Dual Code Flash Size 0x00200000
Mode Only) (Used to calculate the bootloader address of the buffer
plane in the dual bank method)
Bootloader Start Address | Bootloader start address OxFFFF0000
Bootloader End Address Bootloader end address OxFFFFFFFF
User Program Start Starting address of the application program on the main OxFFF00000
Address face
(In dual mode, application program area on main plane)
User Program End End address of the application program on the main plane OxFFFEFFFF
Address (in dual mode, application program area on main plane)
OFS Data Start Address OFSM data start address OxFE7F5D00
(Set 'No Used.' for non-dual bank products)
OFS Data End Address OFSM data end address OxFE7F5D7F
(Set 'No Used.' for non-dual bank products)
Data Flash Start Address | Data flush start address 0x00100000
(Set 'No Used.' if data flush data is not to be generated)
Data Flash End Address Data flash end address 0x00107FFF
(Set 'No Used.' if data flash data is not to be generated)
Near Data Start Near bootloader start address for RL78 No Used.
Address(RL78 Only) (For RX, set 'No Used.)
Near Data End Near boot loader start address for RL78 No Used.
Address(RL78 Only) (For RX, set 'No Used.")
Flash Write Size Flash write size (number of bytes required for one write to 128

The value specified for each parameter is specified in decimal for Flash Write Size and in hexadecimal (with
Ox added at the beginning) for other parameters.
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Parameter File(.csv)

Initial image of dual bank

Linear mode (half/full

Dual bank method/linear
mode (half/full surface)

Device type

Code Flash Size(Dual Mode Only)

Bootloader Start Address
Bootloader End Address

method surface) initial image update image
(.mot file) (.mot file) (.rsu file)
RSU Header
i A Retalplash (Signature Information)
RSU Header RSU Header

OFSM Resistor

User Program Start Address
User Program End Address

Bootloader
(buffer plane)

(Signature Information)

(Address Information)

OFS Data Start Address
OFS Data End Address

RSU Header
(Signature Information)

RSU Header
(Address Information)

Data Flash StartAddress

RSU Header
(Address Information)

Application Program

Application Program

Data Flash End Address

Data Flash
Data Flash Start Address (RL78 Only)
Data Flash End Address (RL78 Only) Bootloader
Application P! f
Flash Write Size Al e (Mamjplane)

Bootloader
(Main plane)

Figure 5.7 Parameters referenced when generating image files

e Device type is used to determine whether to generate a dual-banked initial image; if Device type is Dual
Mode, a bootloader (main plane) and a bootloader (buffer plane) are generated; if Device type is Linear
Mode, only the bootloader ( Main plane) is generated only in the case of Linear Mode.

e Code Flash Size (Dual Mode Only) is used to determine the address where the bootloader (buffer plane)
is placed.

e Using the bootloader file (boot_loader.mot) as input data, the range from Bootloader Start Address to
Bootloader End Address is generated as a code flash for the bootloader (main plane).

o With the application program file (.mot) as input data, the range from User Program Start Address to User
Program End Address is generated as an application program code flash.

e Using the bootloader file (boot_loader.mot) as input data, the range from OFS Data Start Address to OFS
Data End Address is generated as OFS registers.

e Using the application program file (.mot) as input data, the range from Data Flash Start Address to Data
Flash End Address is generated as a data flash.

o Flash Write Size is used to set the data size of the RSU header (address information) as the minimum
unit when writing to the flash.
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Initial image of dual bank

method
boot_loader.mot P (motfile)
0xFE7F5D00 OFSM x Data Flash
Resistor RX65N_DualBank_ImageGenerator_PRM.csv 0x00107FFF Max 32KB(0x8000)
OXFE7FSD7F|  128B(0x80) Device type Dual Mode GxFECFSDOG OFSM Resistor
XFFFF ‘ - 0XFE7F5D7F 128B(0x80)
Code Flash Size(Dual Mode Only): 0x00200000 0xFEEF0000
Bootloader Bootloader Start Address:0xFFFFO000 Bootloader(buffer plane)
R Bootloader End Address:0xFFFFFFFF AKB(0x100001
(0x10000) (0x )
OXFEFFFFFE User Program Start Address:0xFFF00000 O0xFFEFFFFF
User Program End Address:0xFFFEFFFF 0xFFF00000 RSU Header
fwup_main mot OFS Data Start Address: 0xFE7F5D00 (Signature Information)
0xFEF00300 OFS Data End Address: OXFE7F5D7F 0xFFF00200 RSU Header
Data Flash Start Address:00100000 (Address Information)
Application Data Flash End Address:0x00107FFF Z*iii‘;‘;izz_mammmj_
X
P;gg:(ﬂ;" B | | ncar Data Start Address(RL78 Only):No Used.
(0XF0000-0x300) Near Date.a En.d Address(RL78 Only):No Used. Application
Flash Write Size:128 Program
OxFFFEFFFF

Max 960KB(0xF0000-0x300)

0x00100000

Data Flash OxFFFEFFFF
39KB 0xFFFF0000
(0x8000) Bootloader(Main plane)
0x00107FFF 64KB(0x10000)
OxFFFFFFFF

Figure 5.8 RX65N (2MB) Example of parameters referenced for initial image generation for dual bank
method
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5.3.2 How to generate an image with a flash size different from the demo project

If you want to perform firmware updates on products with different flash sizes that are compatible with the
demo project, you can generate initial and updated images by editing the parameter file.

Figure 5.9 shows the contents of the parameter file using the RX65N dual bank method (1.5 MB) as an

example. (The parameters in the red box show the differences from

RX65N_DualBank_ImageGenerator PRM.csv)

The parameter file for the RX65N dual bank method (1.5MB) is not included in the package, so customers
must edit the parameters themselves.

boot_loader.mot

0xFE7F5D00

OxFE7FSD7F

OFSM
Resistor
128B(0x380)

RXB65N_DualBank_ImageGenerator_ PRM.csv

0xFFFF0000

O0xFFFFFFFF

Bootloader
64KB
(0x10000)

fwup_main.mot

OxFFF40300

0xFFFEFFFF

Application
Program
704KB
(0xB0000-0x300)

Device type:Dual Mode

[Code Flash Size(Dual Mode Only): 0x00180000]
Bootloader Start Address:0xFFFF0000
Bootloader End Address:0xFFFFFFFF
[User Program Start Address:0xFFF40000]
User Program End Address:0xFFFEFFFF
OFS Data Start Address: 0OxFE7F5D00

OFS Data End Address: OxFE7F5D7F

Data Flash Start Address:00100000

Data Flash End Address:0x00107FFF

Near Data Start Address(RL78 Only):No Used.
Near Data End Address(RL78 Only):No Used.
Flash Write Size: 128

0x00100000

0x00107FFF

Data Flash
32KB
(0x8000)

0x00100000

0x00107FFF
0xFE7F5D00

O0xFE7F5D7F
0xFFF30000

0xFFF3FFFF

0xFFF40000

O0xFFF40200

OXFFF402FF
O0xFFF40300

OXFFFEFFFF

Initial image of dual bank
method
(.mot file)

Data Flash
Max 32KB(0x8000)

OFSM Resistor
128B(0x80)

Bootloader(buffer plane)
64KB(0x10000)

RSU Header
(Signature Information)
512B(0x200)

RSU Header
(Address Information)

Application
Program
Max 704KB(0xB0000-0x300)

0xFFFFO0000

OXFFFEFFFF

Bootloader(Main plane)
64KB(0x10000)

Figure 5.9 Example of parameter setting for RX65N (1.5MB) dual bank method

e Code Flash Size (Dual Mode Only) describes the code flash memory capacity of RX65N (1.5MB).

o The User Program Start Address is the address following the last address of the bootloader (buffer
plane).
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5.3.3 How to prevent data flash data from being included in the image

By setting the Data Flash Start Address and Data Flash End Address to "No Used." in the parameter file, the
data flash data is not included in the initial image or update image. Data flash data is not included in the
initial image or update image.

Figure 5.10 shows an example of parameter file settings for the RX65N (2MB) dual-bank system with the
data flash not included in the update image.

Dual bank method/linear
mode (half/full surface)

fwup_main.mot update image
0xFFF00300 (.rsufile)
0xFFF00000 RSU Header
RX65N_DualBank_ImageGenerator_PRM.csv Signature Information
Application Device type:Dual Mode O0xFFF00200 ?gﬁ::ggg:
Program ) .
960KB Code Flash Size(Dual Mode Only): 0x00200000 OFEFO02FF (Address Information)
(0XF0000-0x300) Bootloader Start Address:0xFFFF0000 OZFFFooaoo 256B(0x100)
Bootloader End Address:0xFFFFFFFF
‘ User Program Start Address:0xFFF00000 ‘ Application
User Program End Address:0xFFFEFFFF Program
OXFFFEFFFF . Max 960KB
0x00100000 OFS Data Start Address: 0OxFE7F5D00 (0xF0000—0x300)
OFS Data End Address: OxFE7FSD7F OXEFFEFFEF
X
Da;:;';“ Data Flash Start Address:No Used.
(0x8000) Data Flash End Address:No Used.
Near Data Start Address(RL78 Only):No Used.
Near Data End Address(RL78 Only):No Used.
0x00107FFF Flash Write Size:128

Figure 5.10 Parameter settings when data flash is not included in the update image (example for
RX65N)
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6. Appendices

6.1 Confirmed Operation Environments
This section describes environments on which the operation of the FIT module has been confirmed.

Table 6.1 Confirmed Operation Environment (CC-RX)

Item Description

Integrated development Renesas Electronics e? studio 2025-10

environment

C compiler Renesas Electronics C/C++ Compiler for RX Family V3.07.00

Compiler option: The following option is added to the default settings of the integrated
development environment.

-lang = c99
Endian order Little endian
Revision of the module Rev.2.06
Board used Renesas Starter Kit for RX130-512KB (product No.:RTK5051308SxxxxxBE)

Renesas Starter Kit for RX140-256KB (product No.:RTK551406BxxxxxBJ)
Renesas Starter Kit for RX231 (product No.:ROK505231SxxxBE)

Renesas Solution Starter Kit for RX23E-A (product No.:RTKOESXB10C00001BJ)
Renesas Solution Starter Kit for RX23E-B (product No.:RTKOES1001C00001BJ)
Renesas Starter Kit+ for RX24T (product No.: RTK500524TS00000BE)
Evaluation Kit for RX261 (product No.: RTK5EK2610SxxxxxBE)

Renesas Flexible Motor Control Kit for RX26T (product No.: RTKOEMXE70S00020BJ)
Renesas Starter Kit+ for RX65N (product No.: RTK50565N2SxxxxxBE)

Renesas Starter Kit for RX66T (product No.:RTK50566TOS00000BE)

Renesas Starter Kit for RX660 (product No.:RTK556609HCxxxxxBJ)

Renesas Starter Kit+ for RX671 (product No.:RTK55671EHS10000BE)

Renesas Starter Kit+ for RX72N (product No.:RTK5572NNxxxxxxxBE)

Renesas Starter Kit+ for RX72T (product No.:RTK5572TKCxxxxxxBE)

External Flash Serial NOR Flash (Macronix : MX25L3233F)
Macronix - Serial NOR Flash

Used with linear mode full update method (with buffer plane).

For connection methods, refer to the board-specific operational verification environment
and the link above.

USB serial conversion Pmod USBUART (DIGILENT)
board https://reference.digilentinc.com/reference/pmod/pmodusbuart/start
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Table 6.2 Confirmed Operation Environment (GCC)

Item

Description

Integrated development
environment

Renesas Electronics e? studio 2025-10

C compiler

GCC for Renesas RX 14.2.0.202505
Compiler option: The following option is added to the default settings of the integrated
development environment.

-std=gnu99
Endian order Little endian
Revision of the module Rev.2.06

Board used

Renesas Starter Kit for RX130-512KB (product No.:RTK5051308SxxxxxBE)
Renesas Starter Kit for RX140-256KB (product No.:RTK551406BxxxxxBJ)
Renesas Starter Kit for RX231 (product No.:ROK505231SxxxBE)

Renesas Solution Starter Kit for RX23E-A (product No.:RTKOESXB10C00001BJ)
Renesas Solution Starter Kit for RX23E-B (product No.:RTKOES1001C00001BJ)
Renesas Starter Kit+ for RX24T (product No.:RTK500524TS00000BE)
Evaluation Kit for RX261 (product No.: RTK5EK2610SxxxxxBE)

Renesas Flexible Motor Control Kit for RX26T (product No.: RTKOEMXE70S00020BJ)
Renesas Starter Kit+ for RX65N (product No.: RTK50565N2SxxxxxBE)

Renesas Starter Kit for RX66T (product No.:RTK50566TOS00000BE)

Renesas Starter Kit for RX660 (product No.:RTK556609HCxxxxxBJ)

Renesas Starter Kit+ for RX671 (product No.:RTK55671EHS10000BE)

Renesas Starter Kit+ for RX72N (product No.:RTK5572NNxxxxxxxBE)

Renesas Starter Kit+ for RX72T (product No.:RTK5572TKCxxxxxxBE)

External Flash

Serial NOR Flash (Macronix : MX25L3233F)

Macronix - Serial NOR Flash

Used with linear mode full update method (with buffer plane).

For connection methods, refer to the board-specific operational verification environment
and the link above.

USB serial conversion
board

Pmod USBUART (DIGILENT)
https://reference.digilentinc.com/reference/pmod/pmodusbuart/start
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Table 6.3 Confirmed Operation Environment (IAR)

Item Description
Integrated development IAR Embedded Workbench for Renesas RX 5.20.1
environment RX Smart Configurator V2.26.0
C compiler IAR C/C++ Compiler for Renesas RX 5.20.1
Compiler option: The default settings of the integrated development environment
Endian order Little endian
Revision of the module Rev.2.06
Board used Renesas Starter Kit for RX130-512KB (product No.:RTK5051308SxxxxxBE)

Renesas Starter Kit for RX140-256KB (product No.:RTK551406BxxxxxBJ)
Renesas Starter Kit for RX231 (product No.:ROK505231SxxxBE)

Renesas Solution Starter Kit for RX23E-A (product No.:RTKOESXB10C00001BJ)
Renesas Solution Starter Kit for RX23E-B (product No.:RTKOES1001C00001BJ)
Renesas Starter Kit+ for RX24T (product No.:RTK500524TS00000BE)
Evaluation Kit for RX261 (product No.: RTK5EK2610SxxxxxBE)

Renesas Flexible Motor Control Kit for RX26T (product No.: RTKOEMXE70S00020BJ)
Renesas Starter Kit+ for RX65N (product No.: RTK50565N2SxxxxxBE)

Renesas Starter Kit for RX66T (product No.:RTK50566TOS00000BE)

Renesas Starter Kit for RX660 (product No.:RTK556609HCxxxxxBJ)

Renesas Starter Kit+ for RX671 (product No.:RTK55671EHS10000BE)

Renesas Starter Kit+ for RX72N (product No.:RTK5572NNxxxxxxxBE)

Renesas Starter Kit+ for RX72T (product No.:RTK5572TKCxxxxxxBE)

External Flash Serial NOR Flash (Macronix : MX25L3233F)

Macronix - Serial NOR Flash

Used with linear mode full update method (with buffer plane).

For connection methods, refer to the board-specific operational verification environment
and the link above.

USB serial conversion Pmod USBUART (DIGILENT)
board https://reference.digilentinc.com/reference/pmod/pmodusbuart/start
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The versions of the FIT modules used by the demo project to confirm firmware update operation are listed
below.

Table 6.4 FIT Module Versions (CC-RX)

Device Project r_bsp r_byteq r_flash r_sci r_fwup
RX130 boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX140 boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX231 boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX23E-A | boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX24E-B | boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX24T boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX261 boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX26T boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX65N boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX65T boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX660 boot_loader 7.60 2.12 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX671 boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX72N boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX72T boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RO1ANG6850EJ0206 Rev.2.06 Page 106 of 234

Jan.23.26 RENESAS



RX Family Firmware Update Module Using Firmware Integration Technology

Table 6.5 FIT Module Versions (GCC)

Device Project r_bsp r_byteq r_flash r_sci r_fwup
RX130 boot_loader 7.60 2.12 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX140 boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 2.12 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX231 boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX23E-A | boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX24E-B | boot_loader 7.60 2.12 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX24T boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 2.12 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX261 boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX26T boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX65N boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX65T boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX660 boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX671 boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX72N boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX72T boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
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Table 6.6 FIT Module Versions (IAR)

Device Project r_bsp r_byteq r_flash r_sci r_fwup
RX130 boot_loader 7.60 2.12 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX140 boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 2.12 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX231 boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX23E-A | boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX24E-B | boot_loader 7.60 2.12 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX24T boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 2.12 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX261 boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX26T boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX65N boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX65T boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX660 boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX671 boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX72N boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
RX72T boot_loader 7.60 212 5.22 5.50 2.06
fwup_main 7.60 212 5.22 5.50 2.06
fwup_leddemo 7.60 212 - 5.50 -
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6.2 Operating Environment for Demo Project

This module supports multiple compilers. When using this module, the different settings for each compiler
are shown below.

6.2.1 Operation Confirmation Environment for RX130
The execution environment and connection diagram are shown below.

(" N
RSK-RX130
2 G = : ( power supply ]
RX130
Development
PC
RXD6/ ( USB serial USB cable
TXDB \_ converter board
=
N b Host PC

(Serial communications software)

Figure 6.1 RSK-RX130 Device Connection Diagram (External flash not included)

The execution environment and connection diagram are shown below.

~

p
RSK-RX130
g E2 Lite ( power supply )

RX130

Development

PC
External Flash \ MOSIA/MISOA/ RXD6/ __( USB serial USE cable E
(Macronix MX25L) ) RSPCKA TXD6 converter board =\
\ y Host PC
(Serial communications software)
Figure 6.2 RSK-RX130 Device Connection Diagram (External flash included)
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The pin assignment is shown in the figure below.

B UART(®) B External Flash (®)
[ PMOD1 | USB-UART Appllcatlon Header JA1 MX25/66L
2 TXD6 RX vee
3 RXD6 T 4  GND GND
4 PB3(RTS) CTS Microcontroller | MX25/66L m
m USER_SW (@) Pin Header 12
swi note I tiohm pull up
P31 LOW : USER_SW is ON 21  MOSIA SI 1Kohm pull up
RSPCKA  SCLK 1Kohm pull
B Reset Switch (@) SN EECE
(RES | Note [l Nictocontrolor | MX25/66L
Pin Header 13

RESn  Reset SW for MCU
® USER LED (@)

LEDO

PD3 LEDOQ

SSLAO 1Kohm pull up

JAS

@GO

OGGGOOGGGOGG 0eoeee@ea@

OOOOOOOOOOOU OOOOOOOOC‘“D
amo S . 6t

H800010080€160G4.1H

13gv LoNaodd
ayZ16-0e1XyMsH 1626100

s e e
Y

JAB

Figure 6.3 RSK-RX130 Pin Information
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6.2.1.1

The memory map and configuration settings for demo project of linear mode partial update method are

shown below.

Information of demo project for linear mode partial update method

Main plane
(size=0x3C000)

Buffer plane
(size=0x3C000)

Bootloader OxFFFF8000
(size=0x8000) | oxFFFFFFFF
boot_loader fwup_main

0x 00000004 S| 0x 00000004 Sl

B_1 B_1

R_1 R_1

B2 B2

R2 R_2

B B

R R

RPFRAM RPFRAM
0xFFFF8000 PResetPRG OxFFF80300 PResetPRG

C1 (o |

C2 c2

C C

cs cs”

D" D

wr w*

L L

P P

PFRAM PFRAM
OxFFFFFF80 FIXEDVECT OxFFFBBFE0 FIXEDVECT

(0x00100000
0xFFF80300

OxFFFBBF80

0xFFF80000 - OxFFF800FF:Header
0xFFF80200 - OxFFF802FF:List
0xFFF80300- OxFFFBBFFF:App

0xFFFBCO0O0Q - OxFFFDBOFF:Header
0xFFFBC200 - OxFFFDB2FF:List
0xFFFBC300 - OxFFFF7FFF:App

fwup_leddemo

0x00000004 SuU

Sl

B_1

R_1

B_2

R_2

B

R
_DATA_FLASH*
PResetPRG
c

C2

C

cs*

D

W

L

p
FIXEDVECT

Figure 6.4 RX130 linear mode partial update method demo project memory map
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Table 6.7 RX130 linear mode partial update method configuration setting

Configuration options in r_fwup _config.h

parameter name boot_loader fwup_main
FWUP_CFG_UPDATE_MODE 1
FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR_L OxFFF80000
FWUP_CFG_BUF_AREA_ADDR_L OxFFFBCO000
FWUP_CFG_AREA_SIZE 0x3C000
FWUP_CFG_CF_BLK_SIZE 0x400
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT_BUF_AREA_ADDR_L 0x0000
FWUP_CFG_EXT_BUF_AREA_BLK_SIZE 4096
FWUP_CFG_DF_ADDR_L 0x100000
FWUP_CFG_DF_BLK_SIZE 1024
FWUP_CFG_DF_NUM_BLKS 8

FWUP_CFG_FWUPV1_COMPATIBLE
FWUP_CFG_SIGNATURE_VERIFICATION
FWUP_CFG_PRINTF_DISABLE
FWUP_CFG_USER_DISABLE_INTERRUPT_ENABLED
FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION my_disable_interrupt_function

0
0
0
0

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION my_enable_interrupt_function
FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED 0
FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION my_software_delay_function
FWUP_CFG_USER_SOFTWARE_RESET_ENABLED 0
FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION my_software_reset_function
FWUP_CFG_USER_SHA256_INIT_ENABLED 0
FWUP_CFG_USER_SHA256_INIT_FUNCTION my_sha256_init_function
FWUP_CFG_USER_SHA256_UPDATE_ENABLED 0
FWUP_CFG_USER_SHA256_UPDATE_FUNCTION my_sha256_update_function
FWUP_CFG_USER_SHA256_FINAL_ENABLED 0
FWUP_CFG_USER_SHA256_FINAL_FUNCTION my_sha256_final_function
FWUP_CFG_USER_VERIFY_ECDSA_ENABLED 0
FWUP_CFG_USER_VERIFY_ECDSA FUNCTION my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED 0
FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION my_get_crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function
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6.2.1.2 Information of demo project for linear mode full update method

The memory map and configuration settings for demo project of linear mode full update method are shown
below.

D OxFFF80000 - OxFFF800FF:Header
el Sk OxFFF80200 - OxFFF802FF:List
(size=0x78000) 0xFFF80300 - OxFFFF7FFF:App

Bootloader OXFFFF8000
(size=0x8000) | oxrrrrFFFF

boot_loader fwup_main fwup_leddemo

0x00000004 | 0x00000004 Sl 0x00000004 su

B_1 B_1 Sl

R_1 R B_1

B_2 B_2 R_1

R2 R2 B2

B B R2

R R B

RPFRAM RPFRAM R
0xFFFF8000 PResetPRG 0xFFF80300 PResetPRG 0x00100000 _DATA_FLASH*

C CA1 OxFFF80300 PResetPRG

Cc2 c2 c

C C Cc2

ce” (&% C

D* D* cs*

w W D*

L L W

P P L

PFRAM PFRAM P
OxFFFFFF80 FIXEDVECT OxFFFF7F80 FIXEDVECT OxFFFF7F80 FIXEDVECT

Figure 6.5 RX130 linear mode full update method demo project memory map
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Table 6.8 RX130 linear mode full update method configuration setting

Configuration options in r_fwup _config.h

parameter name

boot_loader

fwup_main

FWUP_CFG_UPDATE_MODE 2
FWUP_CFG_FUNCTION_MODE 0
FWUP_CFG_MAIN_AREA_ADDR L O0xFFF80000
FWUP_CFG_BUF_AREA_ADDR L O0xFFF80000
FWUP_CFG_AREA_SIZE 0x78000
FWUP_CFG_CF_BLK_SIZE 0x400
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT BUF_AREA ADDR L 0x0000
FWUP_CFG_EXT BUF_AREA BLK_SIZE 4096
FWUP_CFG_DF_ADDR L 0x100000
FWUP_CFG_DF_BLK_SIZE 1024
FWUP_CFG_DF_NUM_BLKS 8
FWUP_CFG_FWUPV1_COMPATIBLE 0
FWUP_CFG_SIGNATURE_VERIFICATION 0
FWUP_CFG_PRINTF_DISABLE 0
FWUP_CFG_USER_DISABLE_INTERRUPT ENABLED |0

FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION

my_disable_interrupt_function

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED

0

FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION

my_enable_interrupt_function

FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED

0

FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION

my_software_delay_function

FWUP_CFG_USER_SOFTWARE_RESET_ENABLED

0

FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION

my_software_reset_function

FWUP_CFG_USER_SHA256_INIT_ENABLED

0

FWUP_CFG_USER_SHA256_INIT_FUNCTION

my_sha256_init_function

FWUP_CFG_USER_SHA256_UPDATE_ENABLED

0

FWUP_CFG_USER_SHA256_UPDATE_FUNCTION

my_sha256_update_function

FWUP_CFG_USER_SHA256_FINAL_ENABLED

0

FWUP_CFG_USER_SHA256_FINAL_FUNCTION

my_sha256_final_function

FWUP_CFG_USER_VERIFY_ECDSA_ENABLED

0

FWUP_CFG_USER_VERIFY_ECDSA_FUNCTION

my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED

0

FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION

my_get _crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext_flash_read_function
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6.2.2 Operation Confirmation Environment for RX140

The execution environment and connection diagram are shown below.

Development
PC

,
r RSK-RX140
—2c

RX140

RXD6/
TXD6

~

(
L

power supply ]

( USB serial

\_ converter board

USB cable |

=

Host PC

(Serial communications software)

Figure 6.6 RSK-RX140 Device Connection Diagram (External flash not included)

L G

Development
PC

External Flash \

(Macronix MX25L)

power supply ]

r ~
RSK-RX140
(
L
RX140
MOSIA/MISOA/ RXD6/ | USB serial
RSPCKA TXD86 converter board

USB cable E

Host PC

(Serial communications software)

Figure 6.7 RSK-RX140 Device Connection Diagram (External flash included)
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The pin assignment is shown in the figure below.

®  UART(@) B External Flash (&)
(pMOoD1 [ usB-uART Appllcatlon Header JA1 MX25/66L
2 TXD6 RX
3 RXD6 TX 4 GND GND
4  PB3(RTS) CTS Microcontroller | MX25/66L m
m USER SW (@) Pin Header 12
15 MISOA SO 1Kohm pull up
|SW1 [Note |
: 16 MOSIA SI 1Kohm pull up
P31 LOW : USER SW is ON
. RSPCKA SCLK 1Kohm pull up
B Reset Switch (@)
Microcontroller | MX25/66L | Note
(RS _[Note [ pin Header J3

m USER LED (@)

LEDO

P21 LEDO

nﬁuﬁsu
- mncannd

|
|

/Y

ra00000089071§SHLY

10 SSI

OOOOOOCOOOOOOOOOOO
DOOOOLOOOOOOOOOOOO :-
-.-EE WHBEHEE
00

Figure 6.8 RSK-RX140 Pin Information
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6.2.2.1

Information of demo project for linear mode partial update method

The memory map and configuration settings for demo project of linear mode partial update method are
shown below.

Main side
(size=0x1C000)

Buffer side
(size=0x1C000)

O0xFFFCO0000 - OxFFFCQOFF:Header

O0xFFFC0200 - OxFFFCO2FF:List
0xFFFCO0300 - 0xFFFDBFFF:App

0xFFFDCOQO - 0xFFFDCOFF:Header

0xFFFDC200 - 0xFFFDC2FF:List
0xFFFDC300 - OxFFFF7FFF:App

Bootloader OxFFFF8000
(size=0x8000) | oxrFFFFFFF
boot_loader fwup_main

OX00000004 9 0x00000004 SI

B3 B_1

R 1 R_1

Bo B2

R 2 R2

B B

R R

RPFRAM RPFRAM
oxFFFF8000 PResetPRG OxFFFC0300 PResetPRG

Cc ca

co c2

C- C

cs* s+

D* D*

w we

L L

P P

PFRAM PFRAM
OxFFFFFF80 EXCEPTVECT | OxFFFDBF80 EXCEPTVECT
OXFFFFFFFC RESETVECT OXFFFDBFFC RESETVECT

fwup_leddemo

0x00000004

0x00100000
OxFFFC0300

OxFFFDBF80
OxFFFDBFFC

SuU
Sl
B_1

R_1

B2

R2

B

R
_DATA_FLASH*
PResetPRG
C

c2

C

cs*

D*

W

L

P
EXCEPTVECT
RESETVECT

Figure 6.9 RX140 linear mode partial update method demo project memory map
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Table 6.9 RX140 linear mode partial update method configuration setting

Configuration options in r_fwup _config.h

parameter name boot_loader fwup_main
FWUP_CFG_UPDATE_MODE 1
FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR_L OxFFFC0000
FWUP_CFG_BUF_AREA_ADDR_L OxFFFDCO000
FWUP_CFG_AREA_SIZE 0x1C000
FWUP_CFG_CF_BLK_SIZE 0x800
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT_BUF_AREA_ADDR_L 0x0000
FWUP_CFG_EXT_BUF_AREA_BLK_SIZE 4096
FWUP_CFG_DF_ADDR_L 0x100000
FWUP_CFG_DF_BLK_SIZE 256

FWUP_CFG_DF_NUM_BLKS
FWUP_CFG_FWUPV1_COMPATIBLE
FWUP_CFG_SIGNATURE_VERIFICATION
FWUP_CFG_PRINTF_DISABLE
FWUP_CFG_USER_DISABLE_INTERRUPT_ENABLED
FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION my_disable_interrupt_function

ol O O] o ®

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION my_enable_interrupt_function
FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED 0
FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION my_software_delay_function
FWUP_CFG_USER_SOFTWARE_RESET_ENABLED 0
FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION my_software_reset_function
FWUP_CFG_USER_SHA256_INIT_ENABLED 0
FWUP_CFG_USER_SHA256_INIT_FUNCTION my_sha256_init_function
FWUP_CFG_USER_SHA256_UPDATE_ENABLED 0
FWUP_CFG_USER_SHA256_UPDATE_FUNCTION my_sha256_update_function
FWUP_CFG_USER_SHA256_FINAL_ENABLED 0
FWUP_CFG_USER_SHA256_FINAL_FUNCTION my_sha256_final_function
FWUP_CFG_USER_VERIFY_ECDSA_ENABLED 0
FWUP_CFG_USER_VERIFY_ECDSA FUNCTION my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED 0
FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION my_get_crypt_context_function

RO1AN6850EJ0206 Rev.2.06 Page 120 of 234
Jan.23.26 RENESAS



RX Family Firmware Update Module Using Firmware Integration Technology

Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function
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6.2.2.2

Information of demo project for linear mode full update method

The memory map and configuration settings for demo project of linear mode full update method are shown

below.

Main side
(size=0x38000)

0xFFFCO000 - OxFFFCOQFF:Header
0xFFFC0200 - OxFFFCO2FF:List
0xFFFCO0300 - OxFFFF7FFF:App

Bootloader OxFFFF8000
(size=0x8000) | oxFFFFFFFF
boot_loader fwup_main fwup_leddemo

0x00000004 SI 0x00000004 Sl 000000004 sl

B_1 B_1 B_1

R_1 R_1 R_1

B.2 B_2 B_2

R.2 R2 R_2

B B B

R R R

RPFRAM RPFRAM 0x00100000 _DATA_FLASH"
OxFFFFB000 PResetPRG OxFFFC0300 PResetPRG OxFFFC0300 PResetPRG

C1 1 Cc1

C2 c2 c2

o C C

cs” cs* cs*

D* D* D*

wr W w*

L L L

P P P

PFRAM PFRAM OxFFFF7F80 EXCEPTVECT
OxFFFFFF80 EXCEPTVECT | OXFFFF7F80 EXCEPTVECT | OxFFFF7FFC RESETVECT
OxFEFFEFFC RESETVECT OXFFFFTFFC RESETVECT

Figure 6.10 RX140 linear mode full update method demo project memory map
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Table 6.10 RX140 linear mode full update method configuration setting

Configuration options in r_fwup _config.h

parameter name

boot_loader

fwup_main

FWUP_CFG_UPDATE_MODE 2
FWUP_CFG_FUNCTION_MODE 0
FWUP_CFG_MAIN_AREA_ADDR L O0xFFF80000
FWUP_CFG_BUF_AREA_ADDR L O0xFFF80000
FWUP_CFG_AREA_SIZE 0x78000
FWUP_CFG_CF_BLK_SIZE 0x400
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT BUF_AREA ADDR L 0x0000
FWUP_CFG_EXT BUF_AREA BLK_SIZE 4096
FWUP_CFG_DF_ADDR L 0x100000
FWUP_CFG_DF_BLK_SIZE 1024
FWUP_CFG_DF_NUM_BLKS 8
FWUP_CFG_FWUPV1_COMPATIBLE 0
FWUP_CFG_SIGNATURE_VERIFICATION 0
FWUP_CFG_PRINTF_DISABLE 0
FWUP_CFG_USER_DISABLE_INTERRUPT ENABLED |0

FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION

my_disable_interrupt_function

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED

0

FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION

my_enable_interrupt_function

FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED

0

FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION

my_software_delay_function

FWUP_CFG_USER_SOFTWARE_RESET_ENABLED

0

FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION

my_software_reset_function

FWUP_CFG_USER_SHA256_INIT_ENABLED

0

FWUP_CFG_USER_SHA256_INIT_FUNCTION

my_sha256_init_function

FWUP_CFG_USER_SHA256_UPDATE_ENABLED

0

FWUP_CFG_USER_SHA256_UPDATE_FUNCTION

my_sha256_update_function

FWUP_CFG_USER_SHA256_FINAL_ENABLED

0

FWUP_CFG_USER_SHA256_FINAL_FUNCTION

my_sha256_final_function

FWUP_CFG_USER_VERIFY_ECDSA_ENABLED

0

FWUP_CFG_USER_VERIFY_ECDSA_FUNCTION

my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED

0

FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION

my_get _crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext_flash_read_function
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6.2.3 Operation Confirmation Environment for RX231
The execution environment and connection diagram are shown below.

=

-
RSK-RX231

RX231

RXD8/

~

(

\ power supply )

(

TXD8

\_ converter board

USB serial

USB cable |

=

Host PC
(Serial communications software)

Figure 6.11 RSK-RX231 Device Connection Diagram (External flash not included)

L G=

Development
PC

External Flash \

(Macronix MX25L) }

( ™
RSK-RX231
( |
| power supply
RX231
MOSIA/MISOA RXD8/l || USB serial USB cable |
RSPCKA TXD8 converter board
=
. Host PC

(Serial communications software)

Figure 6.12 RSK-RX231 Device Connection Diagram (External flash included)
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The pin assignment is shown in the figure below.

B UART(D) m External Flash (®)
m USB-UART Appllcatlon Header JA1 MX25/66L
2 TXD8
3 RXDS8 X 4 GND GND
4  PC5(RTS) CTS Microcontroller | MX25/66L
m USER SW () Pin Header 13
13 MISOA SO 1Kohm pull up
Cswi | Note
. 14 MOSIA SI 1Kohm pull up
P31 LOW : USER_SW is ON
15 RSPCKA SCLK 1Kohm pull u
m Reset Switch (@) pHITEP
16 SSLAO CE# 1Kohm pull up

[RES | Note |

RES# Reset SW for MCU
B USER_LED (@)

LEDO

P17 LEDO

JAS

G@@@OO@D@ODD PPPPPPPPAO
OOOOOOOOO'OO OOOOOOODO

i
P

SSI 1/
Lieel0a |

HE0100 1 £2505M0Y

J38v1 1oNaokd
LEDRNSY

Figure 6.13 RSK-RX231 Pin Information
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6.2.3.1 Information of demo project for linear mode partial update method

The memory map and configuration settings for demo project of linear mode partial update method are
shown below.

Main olane 0xFFF80000 - OxFFF800FF:Header
vainp O0xFFF80200 - OxFFF802FF:List
(size=0x3C000) | oxFFF80300- OXFFFBBFFF:App

Buffer plane 0xFFFBCO00 - 0xFFFBCOFF:Header
(size=0x3C000) | OXFFFBC200- OFFFBC2FF:List
- 0xFFFBC300 - OXFFFF7FFF:App

Bootloader OxFFFF8000
(size=0x8000) | oxFFFFFFFF

boot_loader fwup_main fwup_leddemo
0%00000004 sl 0x00000004 sl 0x00000004 su
B_1 B_1 |
R_1 R_1 B_1
B2 B_2 R_1
R.2 R_2 B_2
B B R_2
R R B
RPFRAM RPFRAM R
0xFFF80000 C1 OxFFF80300 PResetPRG 0x00100000 _DATA_FLASH*
C2 c1 OxFFFE0300 PResetPRG
c Ccz2 C1
cs" C c.2
D cy? o
wr D* Cs*
L wr D’
P* L W
PFRAM P L
| OxFFFFFF80 EXCEPTVECT PFRAM P
OxFFEEFFEC RESETVECT 0xFFFBBF80 EXCEPTVECT 0xFFFBBF80 EXCEPTVECT
OxFFFBBFFC RESETVECT OxFFFBBFFC RESETVECT

Figure 6.14 RX231 linear mode partial update method demo project memory map
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Table 6.11 RX231 linear mode partial update method configuration setting

Configuration options in r_fwup _config.h

parameter name boot_loader fwup_main
FWUP_CFG_UPDATE_MODE 1
FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR_L OxFFF80000
FWUP_CFG_BUF_AREA_ADDR_L OxFFFBCO000
FWUP_CFG_AREA_SIZE 0x3C000
FWUP_CFG_CF_BLK_SIZE 0x800
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT_BUF_AREA_ADDR_L 0x0000
FWUP_CFG_EXT_BUF_AREA_BLK_SIZE 4096
FWUP_CFG_DF_ADDR_L 0x100000
FWUP_CFG_DF_BLK_SIZE 1024
FWUP_CFG_DF_NUM_BLKS 8

FWUP_CFG_FWUPV1_COMPATIBLE
FWUP_CFG_SIGNATURE_VERIFICATION
FWUP_CFG_PRINTF_DISABLE
FWUP_CFG_USER_DISABLE_INTERRUPT_ENABLED
FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION my_disable_interrupt_function

0
0
0
0

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION my_enable_interrupt_function
FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED 0
FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION my_software_delay_function
FWUP_CFG_USER_SOFTWARE_RESET_ENABLED 0
FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION my_software_reset_function
FWUP_CFG_USER_SHA256_INIT_ENABLED 0
FWUP_CFG_USER_SHA256_INIT_FUNCTION my_sha256_init_function
FWUP_CFG_USER_SHA256_UPDATE_ENABLED 0
FWUP_CFG_USER_SHA256_UPDATE_FUNCTION my_sha256_update_function
FWUP_CFG_USER_SHA256_FINAL_ENABLED 0
FWUP_CFG_USER_SHA256_FINAL_FUNCTION my_sha256_final_function
FWUP_CFG_USER_VERIFY_ECDSA_ENABLED 0
FWUP_CFG_USER_VERIFY_ECDSA FUNCTION my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED 0
FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION my_get_crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function

RO1AN6850EJ0206 Rev.2.06

Jan.23.26 RENESAS

Page 129 of 234



RX Family

Firmware Update Module Using Firmware Integration Technology

6.2.3.2

Information of demo project for linear mode full update method

The memory map and configuration settings for demo project of linear mode full update method are shown

below.

Main side
(size=0x78000)

0xFFF80000- OxFFF800FF:Header
0xFFF80200- OxFFF802FF:List
0xFFF80300- OxFFFF7FFF:App

Bootloader 0xFFFF8000
(size=0x8000) | oxrrrrrFFF
boot_loader fwup_main fwup_leddemo

0x00000004 S| 0x00000004 sI 0x00000004 su

81 B_1 sl

R1 R_1 B_1

B2 B.2 R_1

R2 R2 B2

3 B R.2

R R B

RPFRAM RPFRAM R
OxFFFF8000 PResetPRG OxFFF80300 PResetPRG 0x00100000 _DATA_FLASH*

C1 1 OxFFF80300 PResetPRG

ol . (o

C C e

cs* cs* €

D* D* cs*

wr w D*

L L wH

P P L

PFRAM PFRAM p
OxFFFFFF80 EXCEPTVECT | OxFFFF7F80 EXCEPTVECT OxFFEF7F80 EXCEPTVECT
OxFFFFFFFC RESETVECT OxFFFF7FFC RESETVECT OXFFFF7FFC RESETVECT
Figure 6.15 RX231 linear mode full update method demo project memory map
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Table 6.12 RX231 linear mode full update method configuration setting

Configuration options in r_fwup _config.h

parameter name

boot_loader

fwup_main

FWUP_CFG_UPDATE_MODE 2
FWUP_CFG_FUNCTION_MODE 0
FWUP_CFG_MAIN_AREA_ADDR L O0xFFF80000
FWUP_CFG_BUF_AREA_ADDR L O0xFFF80000
FWUP_CFG_AREA_SIZE 0x78000
FWUP_CFG_CF_BLK_SIZE 0x800
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT BUF_AREA ADDR L 0x0000
FWUP_CFG_EXT BUF_AREA BLK_SIZE 4096
FWUP_CFG_DF_ADDR L 0x100000
FWUP_CFG_DF_BLK_SIZE 1024
FWUP_CFG_DF_NUM_BLKS 8
FWUP_CFG_FWUPV1_COMPATIBLE 0
FWUP_CFG_SIGNATURE_VERIFICATION 0
FWUP_CFG_PRINTF_DISABLE 0
FWUP_CFG_USER_DISABLE_INTERRUPT ENABLED |0

FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION

my_disable_interrupt_function

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED

0

FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION

my_enable_interrupt_function

FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED

0

FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION

my_software_delay_function

FWUP_CFG_USER_SOFTWARE_RESET_ENABLED

0

FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION

my_software_reset_function

FWUP_CFG_USER_SHA256_INIT_ENABLED

0

FWUP_CFG_USER_SHA256_INIT_FUNCTION

my_sha256_init_function

FWUP_CFG_USER_SHA256_UPDATE_ENABLED

0

FWUP_CFG_USER_SHA256_UPDATE_FUNCTION

my_sha256_update_function

FWUP_CFG_USER_SHA256_FINAL_ENABLED

0

FWUP_CFG_USER_SHA256_FINAL_FUNCTION

my_sha256_final_function

FWUP_CFG_USER_VERIFY_ECDSA_ENABLED

0

FWUP_CFG_USER_VERIFY_ECDSA_FUNCTION

my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED

0

FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION

my_get _crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext_flash_read_function
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6.2.4 Operation Confirmation Environment for RX23E-A
The execution environment and connection diagram are shown below.

Development
PC

,
r RSSK-RX23E-A
—2c

RX23E-A

RXD1/
TXD1

~

(
L

power supply ]

( USB serial

\_ converter board

USB cable |

=

Host PC

(Serial communications software)

Figure 6.16 RSSK-RX23E-A Device Connection Diagram (External flash not included)

L G

Development
PC

External Flash \

-
RSSK-RX23E-A

(Macronix MX25L)

RX23E-A
MOSIA/MISOA/ RXD1/
RSPCKA TXD1

(
L

power supply ]

USB serial

-_[ converter board

USB cable E

Host PC

(Serial communications software)

Figure 6.17 RSSK-RX23E-A Device Connection Diagram (External flash included)
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The pin assignment is shown in the figure below.

m  UART(®) m  External Flash (®)

34 SCI1 I/F USB-UART PWM Output MX25/66L
> TXD1 RX Through-Hole J2
1 Vss - -

4 RXD1 X
6 P31(CTS1#) CTS
m USER_SW (@)
10
| swi_note [
p27 LOW : USER_SW is ON -
B Reset Switch (@)

| RESL | Note |

RES# Reset SW for MCU

2
9

m USER _LED (@)

LEDO

PH2 LEDO

MADE IN JAPAN

[Avsso] [avcco

vd
SSLAO
RSPCKA
MOSIA
MISOA

CE# 1Kohm pull up
SCLK 1Kohm pull up
SI 1Kohm pull up
SO 1Kohm pull up

Figure 6.18 RSSK-RX23E-A Pin Information
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6.2.4.1

Information of demo project for linear mode partial update method

The memory map and configuration settings for demo project of linear mode partial update method are

shown below.

Main side
(size=0x1C000)

Buffer side
(size=0x1C000)

O0xFFFCO0000 - OxFFFCQOFF:Header
O0xFFFC0200 - OxFFFCO2FF:List
0xFFFCO0300 - 0xFFFDBFFF:App

0xFFFDCOQO - 0xFFFDCOFF:Header
0xFFFDC200 - 0OxFFFDC2FF:List
O0xFFFDC300 - 0xFFFF7FFF:App

Bootloader 0xFFFF8000
(size=0x8000) | oxrFFFFFFF
boot_loader fwup_main fwup_leddemo

0x00000004 sl 0x00000004 S| 0x00000004 su

B_1 B_1 sl

R1 R1 B_1

B2 B2 R_1

R2 R.2 B.2

B B R.2

R R B

RPFRAM RPFRAM R
O0xFFFF8000 PResetPRG OxFFFC0O300 PResetPRG 0x00100000 _DATA_FLASH*

c C. OXFFFC0300 PResetPRG

C2 c2 C.1

C C Cc2

cs* cs C

Dq D* c$i

w* W D*

L L W

p P L

PFRAM PFRAM P
OxFFFFFF80 EXCEPTVECT OxFFFDBF80 EXCEPTVECT OxFFFDBF80 EXCEPTVECT
OxFFFFFFFC RESETVECT O0xFFFDBFFC RESETVECT OxFFFDBFFC RESETVECT

Figure 6.19 RX23E-A linear mode partial update method demo project memory map
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Table 6.13 RX23E-A linear mode partial update method configuration setting

Configuration options in r_fwup _config.h

parameter name boot_loader fwup_main
FWUP_CFG_UPDATE_MODE 1
FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR_L OxFFFC0000
FWUP_CFG_BUF_AREA_ADDR_L OxFFFDCO000
FWUP_CFG_AREA_SIZE 0x1C000
FWUP_CFG_CF_BLK_SIZE 0x800
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT_BUF_AREA_ADDR_L 0x0000
FWUP_CFG_EXT_BUF_AREA_BLK_SIZE 4096
FWUP_CFG_DF_ADDR_L 0x100000
FWUP_CFG_DF_BLK_SIZE 1024
FWUP_CFG_DF_NUM_BLKS 8

FWUP_CFG_FWUPV1_COMPATIBLE
FWUP_CFG_SIGNATURE_VERIFICATION
FWUP_CFG_PRINTF_DISABLE
FWUP_CFG_USER_DISABLE_INTERRUPT_ENABLED
FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION my_disable_interrupt_function

0
0
0
0

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION my_enable_interrupt_function
FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED 0
FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION my_software_delay_function
FWUP_CFG_USER_SOFTWARE_RESET_ENABLED 0
FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION my_software_reset_function
FWUP_CFG_USER_SHA256_INIT_ENABLED 0
FWUP_CFG_USER_SHA256_INIT_FUNCTION my_sha256_init_function
FWUP_CFG_USER_SHA256_UPDATE_ENABLED 0
FWUP_CFG_USER_SHA256_UPDATE_FUNCTION my_sha256_update_function
FWUP_CFG_USER_SHA256_FINAL_ENABLED 0
FWUP_CFG_USER_SHA256_FINAL_FUNCTION my_sha256_final_function
FWUP_CFG_USER_VERIFY_ECDSA_ENABLED 0
FWUP_CFG_USER_VERIFY_ECDSA FUNCTION my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED 0
FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION my_get_crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function
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6.2.4.2 Information of demo project for linear mode full update method

The memory map and configuration settings for demo project of linear mode full update method are shown
below.

Main side 0xFFFC0000 - OxFFFCOOFF :Header
Val 0xFFFC0200 - OXFFFCO2FF List
(size=0x38000) | oxFFFC0300- OXFFFF7FFF:App

Bootloader OxFFFF8000
(size=0x8000) | oxFFFFFFFF

boot_loader fwup_main fwup_leddemo

0x00000004 5| 0x00000004 s 0x00000004 su

B_1 B_1 s

R_1 R_T B_1

B.2 B2 R_1

R.2 R2 B2

B B R.2

R R B

RPFRAM RPFRAM R
OxFFFF8000 PResetPRG OxFFFC0300 PResetPRG 0x00100000 _DATA_FLASH*

. 1 0xFFFC0300 PResetPRG

C2 c2 C1

C C c2

s cs* C

D* D* csg*

wr W D*

L L wH

P P L

PFRAM PFRAM P
OxFFFFFF80 EXCEPTVECT | OXFFFF7F80 EXCEPTVECT OXFFFF7F80 EXCEPTVECT
OxFFFFFFFC RESETVECT OXFFFFTFFC RESETVECT OXFFFFTFFC RESETVECT

Figure 6.20 RX23E-A linear mode full update method demo project memory map
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Table 6.14 RX23E-A linear mode full update method configuration setting

Configuration options in r_fwup _config.h

parameter name

boot_loader

fwup_main

FWUP_CFG_UPDATE_MODE 2
FWUP_CFG_FUNCTION_MODE 0
FWUP_CFG_MAIN_AREA_ADDR L O0xFFFC0000
FWUP_CFG_BUF_AREA_ADDR L 0xFFFC0000
FWUP_CFG_AREA_SIZE 0x38000
FWUP_CFG_CF_BLK_SIZE 0x800
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT BUF_AREA ADDR L 0x0000
FWUP_CFG_EXT BUF_AREA BLK_SIZE 4096
FWUP_CFG_DF_ADDR L 0x100000
FWUP_CFG_DF_BLK_SIZE 1024
FWUP_CFG_DF_NUM_BLKS 8
FWUP_CFG_FWUPV1_COMPATIBLE 0
FWUP_CFG_SIGNATURE_VERIFICATION 0
FWUP_CFG_PRINTF_DISABLE 0
FWUP_CFG_USER_DISABLE_INTERRUPT ENABLED |0

FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION

my_disable_interrupt_function

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED

0

FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION

my_enable_interrupt_function

FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED

0

FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION

my_software_delay_function

FWUP_CFG_USER_SOFTWARE_RESET_ENABLED

0

FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION

my_software_reset_function

FWUP_CFG_USER_SHA256_INIT_ENABLED

0

FWUP_CFG_USER_SHA256_INIT_FUNCTION

my_sha256_init_function

FWUP_CFG_USER_SHA256_UPDATE_ENABLED

0

FWUP_CFG_USER_SHA256_UPDATE_FUNCTION

my_sha256_update_function

FWUP_CFG_USER_SHA256_FINAL_ENABLED

0

FWUP_CFG_USER_SHA256_FINAL_FUNCTION

my_sha256_final_function

FWUP_CFG_USER_VERIFY_ECDSA_ENABLED

0

FWUP_CFG_USER_VERIFY_ECDSA_FUNCTION

my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED

0

FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION

my_get _crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext_flash_read_function
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6.2.5 Operation Confirmation Environment for RX23E-B
The execution environment and connection diagram are shown below.

Development
PC

,
r RSSK-RX23E-B
—2c

RX23E-B

RXD9/
TXD9

~

(
L

power supply ]

( USB serial

\_ converter board

USB cable |

=

Host PC

(Serial communications software)

Figure 6.21 RSSK-RX23E-B Device Connection Diagram (External flash not included)

L G

Development
PC

External Flash \

-
RSSK-RX23E-B

(Macronix MX25L)

RX23E-B
MOSIA/MISOA/ RXD9/
RSPCKA TXD9

(
L

power supply ]

USB serial

-_[ converter board

USB cable E

Host PC

(Serial communications software)

Figure 6.22 RSSK-RX23E-B Device Connection Diagram (External flash included)
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The pin assignment is shown in the figure below.

B UART(@) m External Flash (®)
(PMoD1 | usB-UART [l MCU Through-Hole | Mx25/66L m
A1
2 TXD9 RX
1 Vss - ;
3 RXD9 2P
2 vce - -
4 P23RTS) CTS
23 MISOA S0 1Kohm pull
m USER_SW (@) ohm pull up

- MCU Through-Hole | MX25/66L
PE1 LOW : USER SWisON | /()
®  Reset Switch (®) RSPCKA SCLK 1Kohm pull up
(Resi [Note W ucu Through-Hole | MX25/66L
RES# Reset SW for MCU JA3

LEDO

P70 LEDO

Figure 6.23 RSSK-RX23E-B Pin Information
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6.2.5.1

Information of demo project for linear mode partial update method

The memory map and configuration settings for demo project of linear mode partial update method are

shown below.

Main side
(size=0x1C000)

Buffer side
(size=0x1C000)

O0xFFFCO0000 - OxFFFCQOFF:Header
O0xFFFC0200 - OxFFFCO2FF:List
0xFFFCO0300 - 0xFFFDBFFF:App

0xFFFDCOQO - 0xFFFDCOFF:Header
0xFFFDC200 - 0OxFFFDC2FF:List
O0xFFFDC300 - 0xFFFF7FFF:App

Bootloader 0xFFFF8000
(size=0x8000) | oxrFFFFFFF
boot_loader fwup_main fwup_leddemo

0x00000004 sl 0x00000004 S| 0x00000004 su

B_1 B_1 sl

R1 R1 B_1

B2 B2 R_1

R2 R.2 B.2

B B R.2

R R B

RPFRAM RPFRAM R
O0xFFFF8000 PResetPRG OxFFFC0O300 PResetPRG 0x00100000 _DATA_FLASH*

c C. OXFFFC0300 PResetPRG

C2 c2 C.1

C C Cc2

cs* cs C

Dq D* c$i

w* W D*

L L W

p P L

PFRAM PFRAM P
OxFFFFFF80 EXCEPTVECT OxFFFDBF80 EXCEPTVECT OxFFFDBF80 EXCEPTVECT
OxFFFFFFFC RESETVECT O0xFFFDBFFC RESETVECT OxFFFDBFFC RESETVECT

Figure 6.24 RX23E-B linear mode partial update method demo project memory map
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Table 6.15 RX23E-B linear mode partial update method configuration setting

Configuration options in r_fwup _config.h

parameter name boot_loader fwup_main
FWUP_CFG_UPDATE_MODE 1
FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR_L OxFFFC0000
FWUP_CFG_BUF_AREA_ADDR_L OxFFFDCO000
FWUP_CFG_AREA_SIZE 0x1C000
FWUP_CFG_CF_BLK_SIZE 0x800
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT_BUF_AREA_ADDR_L 0x0000
FWUP_CFG_EXT_BUF_AREA_BLK_SIZE 4096
FWUP_CFG_DF_ADDR_L 0x100000
FWUP_CFG_DF_BLK_SIZE 1024
FWUP_CFG_DF_NUM_BLKS 8

FWUP_CFG_FWUPV1_COMPATIBLE
FWUP_CFG_SIGNATURE_VERIFICATION
FWUP_CFG_PRINTF_DISABLE
FWUP_CFG_USER_DISABLE_INTERRUPT_ENABLED
FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION my_disable_interrupt_function

0
0
0
0

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION my_enable_interrupt_function
FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED 0
FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION my_software_delay_function
FWUP_CFG_USER_SOFTWARE_RESET_ENABLED 0
FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION my_software_reset_function
FWUP_CFG_USER_SHA256_INIT_ENABLED 0
FWUP_CFG_USER_SHA256_INIT_FUNCTION my_sha256_init_function
FWUP_CFG_USER_SHA256_UPDATE_ENABLED 0
FWUP_CFG_USER_SHA256_UPDATE_FUNCTION my_sha256_update_function
FWUP_CFG_USER_SHA256_FINAL_ENABLED 0
FWUP_CFG_USER_SHA256_FINAL_FUNCTION my_sha256_final_function
FWUP_CFG_USER_VERIFY_ECDSA_ENABLED 0
FWUP_CFG_USER_VERIFY_ECDSA FUNCTION my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED 0
FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION my_get_crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function

RO1AN6850EJ0206 Rev.2.06

Jan.23.26 RENESAS

Page 145 of 234



RX Family Firmware Update Module Using Firmware Integration Technology

6.2.5.2 Information of demo project for linear mode full update method

The memory map and configuration settings for demo project of linear mode full update method are shown
below.

Main side 0xFFFC0000 - OxFFFCOOFF :Header
Val 0xFFFC0200 - OXFFFCO2FF List
(size=0x38000) | oxFFFC0300- OXFFFF7FFF:App

Bootloader OxFFFF8000
(size=0x8000) | oxFFFFFFFF

boot_loader fwup_main fwup_leddemo

0x00000004 5| 0x00000004 s 0x00000004 su

B_1 B_1 s

R_1 R_T B_1

B.2 B2 R_1

R.2 R2 B2

B B R.2

R R B

RPFRAM RPFRAM R
OxFFFF8000 PResetPRG OxFFFC0300 PResetPRG 0x00100000 _DATA_FLASH*

. 1 0xFFFC0300 PResetPRG

C2 c2 C1

C C c2

s cs* C

D* D* csg*

wr W D*

L L wH

P P L

PFRAM PFRAM P
OxFFFFFF80 EXCEPTVECT | OXFFFF7F80 EXCEPTVECT OXFFFF7F80 EXCEPTVECT
OxFFFFFFFC RESETVECT OXFFFFTFFC RESETVECT OXFFFFTFFC RESETVECT

Figure 6.25 RX23E-B linear mode full update method demo project memory map

RO1AN6850EJ0206 Rev.2.06 Page 146 of 234
Jan.23.26 RENESAS




RX Family

Firmware Update Module Using Firmware Integration Technology

Table 6.16 RX23E-B linear mode full update method configuration setting

Configuration options in r_fwup _config.h

parameter name

boot_loader

fwup_main

FWUP_CFG_UPDATE_MODE 2
FWUP_CFG_FUNCTION_MODE 0
FWUP_CFG_MAIN_AREA_ADDR L O0xFFFC0000
FWUP_CFG_BUF_AREA_ADDR L 0xFFFC0000
FWUP_CFG_AREA_SIZE 0x38000
FWUP_CFG_CF_BLK_SIZE 0x800
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT BUF_AREA ADDR L 0x0000
FWUP_CFG_EXT BUF_AREA BLK_SIZE 4096
FWUP_CFG_DF_ADDR L 0x100000
FWUP_CFG_DF_BLK_SIZE 1024
FWUP_CFG_DF_NUM_BLKS 8
FWUP_CFG_FWUPV1_COMPATIBLE 0
FWUP_CFG_SIGNATURE_VERIFICATION 0
FWUP_CFG_PRINTF_DISABLE 0
FWUP_CFG_USER_DISABLE_INTERRUPT ENABLED |0

FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION

my_disable_interrupt_function

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED

0

FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION

my_enable_interrupt_function

FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED

0

FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION

my_software_delay_function

FWUP_CFG_USER_SOFTWARE_RESET_ENABLED

0

FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION

my_software_reset_function

FWUP_CFG_USER_SHA256_INIT_ENABLED

0

FWUP_CFG_USER_SHA256_INIT_FUNCTION

my_sha256_init_function

FWUP_CFG_USER_SHA256_UPDATE_ENABLED

0

FWUP_CFG_USER_SHA256_UPDATE_FUNCTION

my_sha256_update_function

FWUP_CFG_USER_SHA256_FINAL_ENABLED

0

FWUP_CFG_USER_SHA256_FINAL_FUNCTION

my_sha256_final_function

FWUP_CFG_USER_VERIFY_ECDSA_ENABLED

0

FWUP_CFG_USER_VERIFY_ECDSA_FUNCTION

my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED

0

FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION

my_get _crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext_flash_read_function
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6.2.6 Operation Confirmation Environment for RX24T
The execution environment and connection diagram are shown below.

~

P
) RSKRX24T

|| E2 Lite ( power supply ]

—ac

RX24T

Development
PC

RXD5/ (~ USB serial USB cable ‘

TXD5 \_ converter board

[ |

Host PC
(Serial communications software)

Figure 6.26 RSK-RX24T Device Connection Diagram (External flash not included)

-
1 RSK-RX24T
| oo
| power supply

RX24T
Development

PC
External Flash ) MOSIA/MISOA RXD5/ __( USB serial ]USBcabIe |
(Macronix MX25L) ) RSPCKA TXD5 converter board
=
Host PC

(Serial communications software)

Figure 6.27 RSK-RX24T Device Connection Diagram (External flash included)
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The pin assignment is shown in the figure below.

B UART(®D) m External Flash (&)

| PMOD1 | USB-UART |
2 TXD5 RX 3 3V3 VCC

3 RXD5 X 4 GND GND

m USER SW (@) Pin Header 13

swilnote onm paLp

P10 LOW:USER Swison % RSPCKA  SCLK 1Kohm pull up
m  Reset Switch (@) - | Lol Sl 1Kohm pull up

Res [ noe [ enm palue

RES#  Reset SW for MCU

B USER_LED (@)

R35
<] B
AT =

(PB) T2 L%gil

o}
o}
o)
O (
o)
O

Figure 6.28 RSK-RX24T Pin Information
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6.2.6.1

Information of demo project for linear mode partial update method

The memory map and configuration settings for demo project of linear mode partial update method are
shown below.

Main plane
(size=0x1C000)

Buffer plane
(size=0x1C000)

0xFFFCOO000 - OxFFFCOOFF:Header

0xFFFCO0200 - OxFFFCO2FF:List
0xFFFCO0300 - OxFFFDBFFF:App

0xFFFDCO00 - 0xFFFDCOFF:Header

O0xFFFDC200 - 0xFFFDC2FF:List
0xFFFDC300 - 0xFFFF7FFF:App

Bootloader OxFFFF8000
(size=0x8000) | oxFFFFFFFF
boot_loader fwup_main fwup_leddemo

0x00000004 S| 0x00000004 S| : 0x00000004 g

B_1 B_1 =

R R1 R

B2 B.2 B_z

R_2 R2 an

B B 8

R R R

RPFRAM RPFRAM 0X00100000 _DATA_FLASH*
OxFFFF8000 PResetPRG | OxFFFC0300 PResetPRG OxFFFC0300 PResetPRG

C C1 C1

CD C2 c_z

C C 3

s cs s

D" D o

w* wr W

L L L

P P 5

dii o OXFFFDBF80 EXCEPTVECT
OxFFFFFF&0 EXCEPTVECT | OxFFFDBF80 EXCEPTVECT OxEFFDBEEC RESETVECT
OxFFFFFFFC RESETVECT | OxFFFDBFFC RESETVECT

Figure 6.29 RX24T linear mode partial update method demo project memory map
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Table 6.17 RX24T linear mode partial update method configuration setting

Configuration options in r_fwup _config.h

parameter name boot_loader fwup_main
FWUP_CFG_UPDATE_MODE 1
FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR_L OxFFFC0000
FWUP_CFG_BUF_AREA_ADDR_L OxFFFDCO000
FWUP_CFG_AREA_SIZE 0x1C000
FWUP_CFG_CF_BLK_SIZE 0x800
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT_BUF_AREA_ADDR_L 0x0000
FWUP_CFG_EXT_BUF_AREA_BLK_SIZE 4096
FWUP_CFG_DF_ADDR_L 0x100000
FWUP_CFG_DF_BLK_SIZE 1024
FWUP_CFG_DF_NUM_BLKS 8

FWUP_CFG_FWUPV1_COMPATIBLE
FWUP_CFG_SIGNATURE_VERIFICATION
FWUP_CFG_PRINTF_DISABLE
FWUP_CFG_USER_DISABLE_INTERRUPT_ENABLED
FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION my_disable_interrupt_function

0
0
0
0

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION my_enable_interrupt_function
FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED 0
FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION my_software_delay_function
FWUP_CFG_USER_SOFTWARE_RESET_ENABLED 0
FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION my_software_reset_function
FWUP_CFG_USER_SHA256_INIT_ENABLED 0
FWUP_CFG_USER_SHA256_INIT_FUNCTION my_sha256_init_function
FWUP_CFG_USER_SHA256_UPDATE_ENABLED 0
FWUP_CFG_USER_SHA256_UPDATE_FUNCTION my_sha256_update_function
FWUP_CFG_USER_SHA256_FINAL_ENABLED 0
FWUP_CFG_USER_SHA256_FINAL_FUNCTION my_sha256_final_function
FWUP_CFG_USER_VERIFY_ECDSA_ENABLED 0
FWUP_CFG_USER_VERIFY_ECDSA FUNCTION my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED 0
FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION my_get_crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function
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6.2.6.2

Information of demo project for linear mode full update method

The memory map and configuration settings for demo project of linear mode full update method are shown

below.

Main plane
(size=0x38000)

0xFFFCO000Q - OxFFFCOOFF:Header
O0xFFFC0200 - OxFFFCO2FF:List
0xFFFCO0300 - OxFFFF7FFF:App

Bootloader OxFFFF8000
(size=0x8000) | oxFFFFFFFF
boot_loader fwup_main fwup_leddemo

0x00000004 SI 0x00000004 Sl 000000004 sl

B_1 B_1 B_1

R_1 R_1 R_1

B.2 B_2 B_2

R.2 R2 R_2

B B B

R R R

RPFRAM RPFRAM 0x00100000 _DATA_FLASH"
OxFFFFB000 PResetPRG OxFFFC0300 PResetPRG OxFFFC0300 PResetPRG

C1 1 Cc1

C2 c2 c2

o C C

cs” cs* cs*

D* D* D*

wr W w*

L L L

P P P

PFRAM PFRAM OxFFFF7F80 EXCEPTVECT
OxFFFFFF80 EXCEPTVECT | OXFFFF7F80 EXCEPTVECT | OxFFFF7FFC RESETVECT
OxFEFFEFFC RESETVECT OXFFFFTFFC RESETVECT

Figure 6.30 RX24T linear mode full update method demo project memory map
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Table 6.18 RX24T linear mode full update method configuration setting

Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_UPDATE_MODE 2
FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR L O0xFFFC0000
FWUP_CFG_BUF_AREA_ADDR L 0xFFFC0000
FWUP_CFG_AREA_SIZE 0x38000
FWUP_CFG_CF_BLK_SIZE 0x800
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT BUF_AREA ADDR L 0x0000
FWUP_CFG_EXT BUF_AREA BLK_SIZE 4096
FWUP_CFG_DF_ADDR L 0x100000
FWUP_CFG_DF_BLK_SIZE 1024
FWUP_CFG_DF_NUM_BLKS 8
FWUP_CFG_FWUPV1_COMPATIBLE 0
FWUP_CFG_SIGNATURE_VERIFICATION 0
FWUP_CFG_PRINTF_DISABLE 0
FWUP_CFG_USER_DISABLE_INTERRUPT ENABLED |0

FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION

my_disable_interrupt_function

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED

0

FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION

my_enable_interrupt_function

FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED

0

FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION

my_software_delay_function

FWUP_CFG_USER_SOFTWARE_RESET_ENABLED

0

FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION

my_software_reset_function

FWUP_CFG_USER_SHA256_INIT_ENABLED

0

FWUP_CFG_USER_SHA256_INIT_FUNCTION

my_sha256_init_function

FWUP_CFG_USER_SHA256_UPDATE_ENABLED

0

FWUP_CFG_USER_SHA256_UPDATE_FUNCTION

my_sha256_update_function

FWUP_CFG_USER_SHA256_FINAL_ENABLED

0

FWUP_CFG_USER_SHA256_FINAL_FUNCTION

my_sha256_final_function

FWUP_CFG_USER_VERIFY_ECDSA_ENABLED

0

FWUP_CFG_USER_VERIFY_ECDSA_FUNCTION

my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED

0

FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION

my_get _crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext_flash_read_function
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6.2.7 Operation Confirmation Environment for RX261
The execution environment and connection diagram are shown below.

-
EK-RX261

USB
DEBUG1
USB cable
=5
Development
PC

RX261

~

(

RXDs&/
TXD6

FT234

i\ power supply ]

XD

USB |
SERIAL USB cable
=
Host PC

(Serial communications software)

Figure 6.31 EK-RX261 Device Connection Diagram (External flash not included)

usB

‘ ! DEBUGH1
USB cable

Development
PC

External Flash \

(Macronix MX25L) )

( ~
RSK-RX261
( |
RXD6/ | power supply
RX261 TXD6
USB
MOSIAMISOAS FT234 SERIAL USB cable ! \
RSPCKA XD
Host PC

(Serial communications software)

Figure 6.32 EK-RX261 Device Connection Diagram (External flash included)
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The pin assignment is shown in the figure below.

B UART to Serial(@)

m USER SW (@)

sws2__[Note |
P32 LOW : USER_SW is ON

m Reset Switch (®)

RES# Reset SW for MCU

m USER_LED (@)

PC5 LED2

m External Flash (®)

Arduino J7 MX25/66L

4 3.3V VCC
6 GND GND

| ArduinoJ8 | Mx25/66L | Note |
3 SSLAO CE# 1Kohm pull up
4 MOSIA SI 1Kohm pull up
5 MISOA SO 1Kohm pull up
6 RSPCKA  SCLK 1Kohm pull up

Figure 6.33 EK-RX261 Pin Information

RO1AN6850EJ0206 Rev.2.06 Page 158 of 234
Jan.23.26 RENESAS




RX Family Firmware Update Module Using Firmware Integration Technology

6.2.7.1 Information of demo project for linear mode partial update method

The memory map and configuration settings for demo project of linear mode partial update method are
shown below.

Main olanc OXFFF80000 - 0xFFF800FF:Header
vainp OXFFF80200- 0xFFF802FF:List
(size=0x3C000) | 0xFFF80300- OXFFFBBFFF:App

0xFFFBCO0O0Q - OxFFFBCOFF:Header
0xFFFBC200 - OxFFFBC2FF:List
0xFFFBC300 - OxFFFF7FFF:App

Buffer plane
(size=0x3C000)

Bootloader OXFFFF8000
(size=0x8000) | oxFFFFFFFF

boot_loader fwup_main fwup_leddemo

0x00000004 SI 0x00000004 Sl 0x00000004 suU

B1 B.1 si

R_1 R_1 B_1

B.2 B2 R1

R_2 R2 B2

B B R_2

R R B

RPFRAM RPFRAM R
OxFFFF8000 PResetPRG OxFFF80300 PResetPRG 0x00100000 DATA_FLASH*

cA C1 OxFFF80300 PResetPRG

c2 c2 .1

C C Cc2

(8. % cs” C

D* D* s

W+ w D*

L L w*

P P L

PFRAM PFRAM P
OxFFFFFFB0 EXCEPTVECT OxFFFBBFS0O EXCEPTVECT OxFFFBBFB0 EXCEPTVECT
OxFFFFFFFC RESETVECT OxFFFBBFFC RESETVECT OxFFFBBFFC RESETVECT

Figure 6.34 RX261 linear mode partial update method demo project memory map
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Table 6.19 RX261 linear mode partial update method configuration setting

Configuration options in r_fwup _config.h

parameter name boot_loader fwup_main
FWUP_CFG_UPDATE_MODE 1
FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR_L OxFFFC0000
FWUP_CFG_BUF_AREA_ADDR_L OxFFFDCO000
FWUP_CFG_AREA_SIZE 0x1C000
FWUP_CFG_CF_BLK_SIZE 0x800
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT_BUF_AREA_ADDR_L 0x0000
FWUP_CFG_EXT_BUF_AREA_BLK_SIZE 4096
FWUP_CFG_DF_ADDR_L 0x100000
FWUP_CFG_DF_BLK_SIZE 1024
FWUP_CFG_DF_NUM_BLKS 8

FWUP_CFG_FWUPV1_COMPATIBLE
FWUP_CFG_SIGNATURE_VERIFICATION
FWUP_CFG_PRINTF_DISABLE
FWUP_CFG_USER_DISABLE_INTERRUPT_ENABLED
FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION my_disable_interrupt_function

0
0
0
0

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION my_enable_interrupt_function
FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED 0
FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION my_software_delay_function
FWUP_CFG_USER_SOFTWARE_RESET_ENABLED 0
FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION my_software_reset_function
FWUP_CFG_USER_SHA256_INIT_ENABLED 0
FWUP_CFG_USER_SHA256_INIT_FUNCTION my_sha256_init_function
FWUP_CFG_USER_SHA256_UPDATE_ENABLED 0
FWUP_CFG_USER_SHA256_UPDATE_FUNCTION my_sha256_update_function
FWUP_CFG_USER_SHA256_FINAL_ENABLED 0
FWUP_CFG_USER_SHA256_FINAL_FUNCTION my_sha256_final_function
FWUP_CFG_USER_VERIFY_ECDSA_ENABLED 0
FWUP_CFG_USER_VERIFY_ECDSA FUNCTION my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED 0
FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION my_get_crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function
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6.2.7.2

Information of demo project for linear mode full update method

The memory map and configuration settings for demo project of linear mode full update method are shown

below.

Main side
(size=0x78000)

0xFFF80000 - OxFFF800FF:Header
O0xFFF80200 - OxFFF802FF:List
O0xFFF80300- OxFFFF7FFF:App

Bootloader OxFFFF8000
(size=0x8000) OXFFFEFFFF
boot_loader fwup_main fwup_leddemo

0x00000004 Sl 0x00000004 Sl 0x00000004 Su

B 1 B_1 sl

R_1 R_1 B_1

B2 B2 R_1

R.2 R_2 B_2

B B R2

R R B

RPFRAM RPFRAM R
OxFFFFB000 PResetPRG OxFFF80300 PResetPRG 0x00100000 _DATA_FLASH*

c C 0xFFF80300 PResetPRG

C72 G2 c1

C C c2

cs s C

o D* cs*

we w D*

L L wH

P P L

PFRAM PFRAM P
OxFFFFFF80 EXCEPTVECT | OXFFFF7F80 EXCEPTVECT | OxFFFF7F80 EXCEPTVECT
OxFFFFFFFC RESETVECT OXFFFFTFFC RESETVECT OXFFFFTFFC RESETVECT
Figure 6.35 RX261 linear mode full update method demo project memory map
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Table 6.20 RX261 linear mode full update method configuration setting

Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_UPDATE_MODE 2
FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR L O0xFFFC0000
FWUP_CFG_BUF_AREA_ADDR L 0xFFFC0000
FWUP_CFG_AREA_SIZE 0x38000
FWUP_CFG_CF_BLK_SIZE 0x800
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT BUF_AREA ADDR L 0x0000
FWUP_CFG_EXT BUF_AREA BLK_SIZE 4096
FWUP_CFG_DF_ADDR L 0x100000
FWUP_CFG_DF_BLK_SIZE 1024
FWUP_CFG_DF_NUM_BLKS 8
FWUP_CFG_FWUPV1_COMPATIBLE 0
FWUP_CFG_SIGNATURE_VERIFICATION 0
FWUP_CFG_PRINTF_DISABLE 0
FWUP_CFG_USER_DISABLE_INTERRUPT ENABLED |0

FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION

my_disable_interrupt_function

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED

0

FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION

my_enable_interrupt_function

FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED

0

FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION

my_software_delay_function

FWUP_CFG_USER_SOFTWARE_RESET_ENABLED

0

FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION

my_software_reset_function

FWUP_CFG_USER_SHA256_INIT_ENABLED

0

FWUP_CFG_USER_SHA256_INIT_FUNCTION

my_sha256_init_function

FWUP_CFG_USER_SHA256_UPDATE_ENABLED

0

FWUP_CFG_USER_SHA256_UPDATE_FUNCTION

my_sha256_update_function

FWUP_CFG_USER_SHA256_FINAL_ENABLED

0

FWUP_CFG_USER_SHA256_FINAL_FUNCTION

my_sha256_final_function

FWUP_CFG_USER_VERIFY_ECDSA_ENABLED

0

FWUP_CFG_USER_VERIFY_ECDSA_FUNCTION

my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED

0

FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION

my_get _crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext_flash_read_function
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6.2.8 Operation Confirmation Environment for RX26T
The execution environment and connection diagram are shown below.

Development
PC

g
r MCK-RX26T
2

RX26T

~

(

L power supply )

RXD5/ ( USB serial USB cable |
TXD5 \_ converter board
=
Host PC

(Serial communications software)

Figure 6.36 MCK-RX26T Device Connection Diagram

The pin assignment is shown in the figure below.

® UART(D)

[PMOD2  |USB-UART |
2 TXD5 RX
3 RXD5 TX

4 PBO(RTS) CTS

®  USER_SW (@) %1

1 PB3 LOW : USER_SW is ON

5 GND Connect to PMOD1.1

W Reset Switch ()

RES# Reset SW for MCU

m USER _LED (@)

LEDO [Note |

P20 LED2

Sl LLEL

ARNRRERNER L

Figure 6.37 MCK-RX26T Pin Information

(*1) The connection of USER_SW (2) with external SW is as follows.

Voo

RX26T

PB3

R83

Pmodl_1  Pmodl_5 l

Vss

Figure 6.38 MCK-RX26T external connection SW
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6.2.8.1

Information of demo project for dual bank method

The memory map and configuration settings for demo project of dual bank method are shown below.

boot_loader

0x00000004

OxFFFF8000

OxFFFFFF80
OxFFFFFFFC

Buffer plane
(size=0x38000)

Bootloader
(size=0x8000)

Main plane
(size=0x38000)

0xFFF80000 - OxFFF800FF:Header
O0xFFF80200 - OxFFF802FF:List
O0xFFF80300- OxFFFB7FFF:App

OxFFFB8000

OxFFFBFFFF
0xFFFC0000 - 0xFFFCOOFF:Header
0xFFFC0200 - 0xFFFCO2FF:List
0xFFFCO300 - 0xFFFF7FFF:App

Bootloader 0xFFFF8000

(size=0x8000) | oxrFFFFFFF

fwup_main

Sl 0x00000004 Sl 0x00000004
B_1 B_1
R_1 R_1
B2 B2
R2 R.2
B B
R R
RPFRAM2 RPFRAM2 0x00100000
PResetPRG 0xFFFC0300 PResetPRG 0xFFFC0300
(o | C1
c2 C2
C C
cs Cs
D" D*
w* W
L L
P p
PFRAM2 PFRAM2 OxFFFF7F80
EXCEPTVECT 0xFFFF7F80 EXCEPTVECT OxFFFF7FFC
RESETVECT OxFFFF7FFC RESETVECT

fwup_leddemo

SI

B_1

R_1

B_2

R_2

B

R
_DATA_FLASH*
PResetPRG
C

Cc2

C

cs*

D

wr

L

p
EXCEPTVECT
RESETVECT

Figure 6.39 RX26T dual bank method demo project memory map
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Table 6.21 RX26T dual bank method configuration settings

Configuration options in r_fwup _config.h

parameter name boot_loader fwup_main
FWUP_CFG_UPDATE_MODE 0
FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR_L OxFFFC0000
FWUP_CFG_BUF_AREA_ADDR_L OxFFF80000
FWUP_CFG_AREA_SIZE 0x38000
FWUP_CFG_CF_BLK_SIZE 0x4000
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT_BUF_AREA_ADDR_L 0x0000
FWUP_CFG_EXT_BUF_AREA_BLK_SIZE 4096
FWUP_CFG_DF_ADDR_L 0x00100000
FWUP_CFG_DF_BLK_SIZE 64
FWUP_CFG_DF_NUM_BLKS 256

FWUP_CFG_FWUPV1_COMPATIBLE
FWUP_CFG_SIGNATURE_VERIFICATION
FWUP_CFG_PRINTF_DISABLE

FWUP_CFG_USER_DISABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION my_disable_interrupt_function
FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION my_enable_interrupt_function
FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED 0
FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION my_software_delay_function
FWUP_CFG_USER_SOFTWARE_RESET_ENABLED 0
FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION my_software_reset_function
FWUP_CFG_USER_SHA256_INIT_ENABLED 0
FWUP_CFG_USER_SHA256_INIT_FUNCTION my_sha256_init_function
FWUP_CFG_USER_SHA256_UPDATE_ENABLED 0
FWUP_CFG_USER_SHA256_UPDATE_FUNCTION my_sha256_update_function
FWUP_CFG_USER_SHA256_FINAL_ENABLED 0
FWUP_CFG_USER_SHA256_FINAL_FUNCTION my_sha256_final_function
FWUP_CFG_USER_VERIFY_ECDSA_ENABLED 0
FWUP_CFG_USER_VERIFY_ECDSA FUNCTION my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED 0
FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION my_get_crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED

1

FWUP_CFG_USER_FLASH_OPEN_FUNCTION

my_flash_open_function

FWUP_CFG_USER_FLASH_CLOSE_ENABLED

1

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

1

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

1

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED

1

FWUP_CFG_USER_FLASH_READ_FUNCTION

my_flash_read_function

FWUP_CFG_USER_BANK_SWAP_ENABLED

1

FWUP_CFG_USER_BANK_SWAP_FUNCTION

my_bank_swap_function

FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT FLASH CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function
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6.2.8.2

Information of demo project for linear mode partial update method

The memory map and configuration settings for demo project of linear mode partial update method are

shown below.

Buffer plane
(size=0x3C000)

OxFFFBBF80 - OxFFFBBFFB :EXCEPTVECT
OxFFFBBFFC - 0xFFFBBFFF :RESETVECT

0xFFFBCO000
0xFFFBC200

i o OXFFF80000 - 0XFFF800FF:Header
T IS 0xFFF80200 - OxFFF802FF:List
(size=0x3C000) | 0xFFF80300- 0XFFFBBFFF:App

- 0xFFFBCOFF:Header
- OxFFFBC2FF:List

0xFFFBC300 - 0xFFFF7FFF:App
Bootloader 0xFFFF8000
(size=0x8000) | oxFFFFFFFF
boot_loader fwup_main fwup_leddemo

0x00000004 | 0x00000004 sl | 0x00000004 Sl

B_1 B_1 B_1

R_1 R_1 R_1

B.2 B2 B.2

R 2 R_2 R.2

B B B

R R [ R

RPFRAM RPFRAM 0x00100000 _DATA_FLASH*
0xFFFF8000 PResetPRG OxFFF80300 PResetPRG 0xFFF80300 PResetPRG

C1 C C1

C2 (o C2

C C C

cs* Cs* ce*

D* D* D*

W w* w*

L L L

P P p

PFRAM PFRAM | OxFFFBBF80 EXCEPTVECT
OxFFFFFF80 EXCEPTVECT 0xFFFBBF80 EXCEPTVECT OxFFFBBFFC RESETVECT
OxFFFFFFFC RESETVECT OxFFFBBFFC RESETVECT '

Figure 6.40 RX26T linear mode partial update method demo project memory map
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Table 6.22 RX26T linear mode partial update method configuration setting

Configuration options in r_fwup _config.h

parameter name boot_loader fwup_main
FWUP_CFG_UPDATE_MODE 1
FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR_L OxFFF80000
FWUP_CFG_BUF_AREA_ADDR_L OxFFFBCO000
FWUP_CFG_AREA_SIZE 0x3C000
FWUP_CFG_CF_BLK_SIZE 0x4000
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT_BUF_AREA_ADDR_L 0x0000
FWUP_CFG_EXT_BUF_AREA_BLK_SIZE 4096
FWUP_CFG_DF_ADDR_L 0x00100000
FWUP_CFG_DF_BLK_SIZE 64
FWUP_CFG_DF_NUM_BLKS 256

FWUP_CFG_FWUPV1_COMPATIBLE
FWUP_CFG_SIGNATURE_VERIFICATION
FWUP_CFG_PRINTF_DISABLE

FWUP_CFG_USER_DISABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION my_disable_interrupt_function
FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION my_enable_interrupt_function
FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED 0
FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION my_software_delay_function
FWUP_CFG_USER_SOFTWARE_RESET_ENABLED 0
FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION my_software_reset_function
FWUP_CFG_USER_SHA256_INIT_ENABLED 0
FWUP_CFG_USER_SHA256_INIT_FUNCTION my_sha256_init_function
FWUP_CFG_USER_SHA256_UPDATE_ENABLED 0
FWUP_CFG_USER_SHA256_UPDATE_FUNCTION my_sha256_update_function
FWUP_CFG_USER_SHA256_FINAL_ENABLED 0
FWUP_CFG_USER_SHA256_FINAL_FUNCTION my_sha256_final_function
FWUP_CFG_USER_VERIFY_ECDSA_ENABLED 0
FWUP_CFG_USER_VERIFY_ECDSA FUNCTION my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED 0
FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION my_get_crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function
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6.2.8.3 Information of demo project for linear mode full update method

The memory map and configuration settings for demo project of linear mode full update method are shown
below.

Main olans OXFFF80000 - 0xFFF800FF:Header
viain p OXFFF80200 - OxFFF802FF:List
(size=0x78000) | oxFFFB0300- OXFFFF7FFF:App

Bootloader 0xFFFF8000
(size=0x8000) | oxrFFFFFFF

boot_loader fwup_leddemo

0x00000004 sl 0x00000004 Sl

B_1 B_1

R_1 R_1

B2 B2

R_2 R_2

B B

R R

RPFRAM 0x00100000 _DATA_FLASH*
OxFFFF8000 PResetPRG 0xFFF80300 PResetPRG

C1 .

c2 C2

G C

cs cs*

D* D’

w* wr

L 1

P P

PFRAM OxFFFF7F80 EXCEPTVECT
OxFFFFFF80 EXCEPTVECT OxFFFF7FFC RESETVECT
OxFEFFEFFC RESETVECT

Figure 6.41 RX26T linear mode full update method demo project memory map
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Table 6.23 RX26T linear mode full update method configuration setting

Configuration options in r_fwup _config.h

parameter name boot_loader
FWUP_CFG_UPDATE_MODE 2
FWUP_CFG_FUNCTION_MODE 0
FWUP_CFG_MAIN_AREA_ADDR_L 0xFFF80000
FWUP_CFG_BUF_AREA_ADDR_L 0xFFF80000
FWUP_CFG_AREA_SIZE 0x78000
FWUP_CFG_CF_BLK_SIZE 0x4000
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT_BUF_AREA_ADDR_L 0x0000
FWUP_CFG_EXT_BUF_AREA_BLK_SIZE 4096
FWUP_CFG_DF_ADDR_L 0x00100000
FWUP_CFG_DF_BLK_SIZE 64
FWUP_CFG_DF_NUM_BLKS 256

FWUP_CFG_FWUPV1_COMPATIBLE
FWUP_CFG_SIGNATURE_VERIFICATION
FWUP_CFG_PRINTF_DISABLE
FWUP_CFG_USER_DISABLE_INTERRUPT_ENABLED
FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION my_disable_interrupt_function
FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION my_enable_interrupt_function

FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED 0
FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION my_software_delay_function
FWUP_CFG_USER_SOFTWARE_RESET_ENABLED 0
FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION my_software_reset_function
FWUP_CFG_USER_SHA256_INIT_ENABLED 0
FWUP_CFG_USER_SHA256_INIT_FUNCTION my_sha256_init_function
FWUP_CFG_USER_SHA256_UPDATE_ENABLED 0
FWUP_CFG_USER_SHA256_UPDATE_FUNCTION my_sha256_update_function
FWUP_CFG_USER_SHA256_FINAL_ENABLED 0
FWUP_CFG_USER_SHA256_FINAL_FUNCTION my_sha256_final_function
FWUP_CFG_USER_VERIFY_ECDSA_ENABLED 0
FWUP_CFG_USER_VERIFY_ECDSA FUNCTION my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED |0
FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION | my_get crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext_flash_read_function
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6.2.9 Operation Confirmation Environment for RX65N

The execution environment and connection diagram are shown below.

Development
PC

p

( RSK+forRX65N
| E2 Lite

e

RX65N
-2MB

RXD8/
TXD6

~

(

L power supply )

(

USB serial

USB cable |
\_ converter board ]

e |

Host PC
(Serial communications software)

Figure 6.42 RSK-RX65N Device Connection Diagram

The pin assignment is shown in the figure below.

® UART(D)
PMOD1 USB-UART
2 TXD6 RX
3 RXD6 X

4 PO2(RTS) €IS

m  USER SW (@)
[swi [Note |

P03 LOW : USER_SW is ON

®m  Reset Switch (3)

RES# Reset SW for MCU

® USER LED (@)

[LEDO [ Note |

P73 LEDO

®
TSN

Figure 6.43 RSK-RX65N Pin Information
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6.2.9.1

Information of demo project for dual bank method

The memory map and configuration settings for demo project of dual bank method are shown below.

Buffer plane
(size=0xF0000)

0xFFEO00Q0OQ - 0xFFEOQOQOFF:Header
0xFFEO00200 - 0xFFEQO2FF:List
0xFFEO0300- OxFFEEFFFF:App

(size=0xF0000)

Bootloader OxFFEF0000
(size=0x10000) | oxFFEFFFFF
Main plane 0xFFF00000 - 0xFFFOOOFF:Header

0xFFF00200- 0xFFFOO2FF:List
0xFFF00300- OxFFFEFFFF:App

Bootloader 0xFFFF0000
(size=0x10000) OxFFFFFEFE
boot_loader fwup_main fwup_leddemo

0x00000004 sl 0x00000004 sl { 0x00000004 su

B_1 B_1 Sl

R_1 R_1 B_1

B_2 B_2 R1

R2 R_2 B_2

B B R_2

R R B

RPFRAMZ RPFRAM2 R
0x00800000 BEXRAM_1 0x00800000 BEXRAM_1 0x00100000 _DATA_FLASH"

REXRAM_1 REXRAM_1 0x00800000 BEXRAM_1

BEXRAM_2 BEXRAM_2 REXRAM_1

REXRAM_2 REXRAM_2 BEXRAM_2

BEXRAM BEXRAM REXRAM_2

REXRAM REXRAM BEXRAM
0xFFFFO000 PResetPRG 0xFFF00300 PResetPRG REXRAM

1 Ci 0xFFF00300 PResetPRG

C2 C2 C

C C c2

cs* cs* C

o D cs*

w* we D

L L w*

P p L

PFRAM2 PFRAM2 P
OxFFFFFFE0 EXCEPTVECT OxFFFEFF80 EXCEPTVECT OxFFFEFF80 EXCEPTVECT
OxFFFFFFFC RESETVECT OxFFFEFFFC RESETVECT OxFFFEFFFC RESETVECT

Figure 6.44 RX65N dual bank method demo project memory map
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Table 6.24 RX65N dual bank method configuration settings

Configuration options in r_fwup _config.h

parameter name boot_loader fwup_main
FWUP_CFG_UPDATE_MODE 0
FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR_L O0xFFF00000
FWUP_CFG_BUF_AREA_ADDR_L O0xFFE00000
FWUP_CFG_AREA_SIZE 0xF0000
FWUP_CFG_CF_BLK_SIZE 0x8000
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT_BUF_AREA_ADDR_L 0x0000
FWUP_CFG_EXT_BUF_AREA_BLK_SIZE 4096
FWUP_CFG_DF_ADDR_L 0x00100000
FWUP_CFG_DF_BLK_SIZE 64
FWUP_CFG_DF_NUM_BLKS 512
FWUP_CFG_FWUPV1_COMPATIBLE 0
FWUP_CFG_SIGNATURE_VERIFICATION 0
FWUP_CFG_PRINTF_DISABLE 0
FWUP_CFG_USER_DISABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION my_disable_interrupt_function
FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION my_enable_interrupt_function
FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED 0
FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION my_software_delay_function
FWUP_CFG_USER_SOFTWARE_RESET_ENABLED 0
FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION my_software_reset_function
FWUP_CFG_USER_SHA256_INIT_ENABLED 0
FWUP_CFG_USER_SHA256_INIT_FUNCTION my_sha256_init_function
FWUP_CFG_USER_SHA256_UPDATE_ENABLED 0
FWUP_CFG_USER_SHA256_UPDATE_FUNCTION my_sha256_update_function
FWUP_CFG_USER_SHA256_FINAL_ENABLED 0
FWUP_CFG_USER_SHA256_FINAL_FUNCTION my_sha256_final_function
FWUP_CFG_USER_VERIFY_ECDSA_ENABLED 0
FWUP_CFG_USER_VERIFY_ECDSA FUNCTION my_verify_ecdsa_function
FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED 0
FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION my_get_crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED

1

FWUP_CFG_USER_FLASH_OPEN_FUNCTION

my_flash_open_function

FWUP_CFG_USER_FLASH_CLOSE_ENABLED

1

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

1

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

1

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED

1

FWUP_CFG_USER_FLASH_READ_FUNCTION

my_flash_read_function

FWUP_CFG_USER_BANK_SWAP_ENABLED

1

FWUP_CFG_USER_BANK_SWAP_FUNCTION

my_bank_swap_function

FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT FLASH CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function
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6.2.9.2 Information of demo project for linear mode partial update method

The memory map and configuration settings for demo project of linear mode partial update method are
shown below.

0xFFEO0000 - OxFFEQOOFF:Header

VBT E AT OxFFE00200- OXFFEOO2FF:List
(size=0xF8000) | 0xFFE00300- OXFFEF7FFF:App
Block(69-39)
31blocks
Buffer plane OxFFEF8000 - OXFFEF80FF:Header
- IF;BOOO OXFFEF8200 - OxFFEF82FF:List
(size=0x ) | oxFFEF8300 - OxFFFEFFFF-App
Block(38-8)
31blocks
Bootloader OxFFFF0000
(Size=0X1 0000) OxFFFFFFFF

boot_loader fwup_main fwup_leddemo

0x00000004 Sl 0x00000004 S| (00000004 <U

B_1 B1

= sl

R_1 R1 8.1

B_2 B2 R 1

R_2 R2 8.2

b 8 R.2

R R 8

RPFRAM RPFRAM R
i b 000600000 BEXRAM_1 0x00100000 _DATA_FLASH

B HENRAM_1 000800000 BEXRAM_1

BEXRAM_2 BEXRAM_2 REXRAM_1

REXRAM_2 REXRAM_2 BEXRAM,_2

EERye BEXRAM REXRAM_2

REXRAM REXRAM AERRAM
0xFFFFO000 PResetPRG OxFFE00200 PResetPRG REXRAM

c1 C OxFFE00300 PResetPRG

C2 C2

= C

& e c2

cs: c? c

- = s

‘EV ‘:v 0"

; p b

PFRAM PFRAM P
OxFFFFFF80 EXCEPTVECT OxFFEF7F80 EXCEPTVECT e EXCEPTVECT
OxFFFFFFFC RESETVECT OXFFEFTFFC RESETVECT O FFEFTERC RESETVECT

Figure 6.45 RX65N linear mode partial update method demo project memory map
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Table 6.25 RX65N linear mode partial update method configuration setting

Configuration options in r_fwup _config.h

parameter name boot_loader fwup_main
FWUP_CFG_UPDATE_MODE 1
FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR_L O0xFFE00000
FWUP_CFG_BUF_AREA_ADDR_L OxFFEF8000
FWUP_CFG_AREA_SIZE 0xF8000
FWUP_CFG_CF_BLK_SIZE 0x8000
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT_BUF_AREA_ADDR_L 0x0000
FWUP_CFG_EXT_BUF_AREA_BLK_SIZE 4096
FWUP_CFG_DF_ADDR_L 0x00100000
FWUP_CFG_DF_BLK_SIZE 64
FWUP_CFG_DF_NUM_BLKS 512
FWUP_CFG_FWUPV1_COMPATIBLE 0
FWUP_CFG_SIGNATURE_VERIFICATION 0
FWUP_CFG_PRINTF_DISABLE 0
FWUP_CFG_USER_DISABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION my_disable_interrupt_function
FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION my_enable_interrupt_function
FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED 0
FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION my_software_delay_function
FWUP_CFG_USER_SOFTWARE_RESET_ENABLED 0
FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION my_software_reset_function
FWUP_CFG_USER_SHA256_INIT_ENABLED 0
FWUP_CFG_USER_SHA256_INIT_FUNCTION my_sha256_init_function
FWUP_CFG_USER_SHA256_UPDATE_ENABLED 0
FWUP_CFG_USER_SHA256_UPDATE_FUNCTION my_sha256_update_function
FWUP_CFG_USER_SHA256_FINAL_ENABLED 0
FWUP_CFG_USER_SHA256_FINAL_FUNCTION my_sha256_final_function
FWUP_CFG_USER_VERIFY_ECDSA_ENABLED 0
FWUP_CFG_USER_VERIFY_ECDSA FUNCTION my_verify_ecdsa_function
FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED 0
FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION my_get_crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function
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6.2.9.3 Information of demo project for linear mode full update method

The memory map and configuration settings for demo project of linear mode full update method are shown
below.

Main plane O0xFFE00000 - OxFFEOOOFF:Header
vainp OxFFE00200 - OxFFEQD2FF:List
(size=0x1FO000) | oxFFE00300- OXFFFEFFFF:App

Bootloader OxFFFF0000
(size=0x10000) OxFEEFEFFE

boot_loader fwup_leddemo
0x 00000004 Sl 0x00000004 SU
B1 Sl
R_1 B_1
B_2 R_1
R_2 B2
5 R2
R B
RPFRAM R
0x00800000 BEXRAM_1 0x00100000 _DATA_FLASH"
REXRAM_1 0x00800000 BEXRAM_1
BEXRAM_2 REXRAM_1
REXRAM_2 BEXRAM_2
BEXRAM REXRAM_2
REXRAM BEXRAM
OxFFFF0000 PResetPRG REXRAM
.1 OxFFE00300 PResetPRG
C2 A
C 2
cs G
D* s
wr D*
L wr
P L
PFRAM P
OxFFFFFFS0 EXCEPTVECT OxFFFEFF80 EXCEPTVECT
OxFFFFFFFC RESETVECT OxFFFEFFFC RESETVECT

Figure 6.46 RX65N linear mode full update method demo project memory map
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Table 6.26 RX65N linear mode full update method configuration setting

Configuration options in r_fwup _config.h

parameter name

boot_loader

FWUP_CFG_UPDATE_MODE 2
FWUP_CFG_FUNCTION_MODE 0
FWUP_CFG_MAIN_AREA_ADDR L 0xFFE00000
FWUP_CFG_BUF_AREA_ADDR L 0xFFE00000
FWUP_CFG_AREA_SIZE 0x1F0000
FWUP_CFG_CF_BLK_SIZE 0x8000
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT BUF_AREA ADDR L 0x0000
FWUP_CFG_EXT BUF_AREA BLK_SIZE 4096
FWUP_CFG_DF_ADDR L 0x00100000
FWUP_CFG_DF_BLK_SIZE 64
FWUP_CFG_DF_NUM_BLKS 512
FWUP_CFG_FWUPV1_COMPATIBLE 0
FWUP_CFG_SIGNATURE_VERIFICATION 0
FWUP_CFG_PRINTF_DISABLE 0
FWUP_CFG_USER_DISABLE_INTERRUPT ENABLED |0

FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION

my_disable_interrupt_function

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED

0

FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION

my_enable_interrupt_function

FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED

0

FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION

my_software_delay_function

FWUP_CFG_USER_SOFTWARE_RESET_ENABLED

0

FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION

my_software_reset_function

FWUP_CFG_USER_SHA256_INIT_ENABLED

0

FWUP_CFG_USER_SHA256_INIT_FUNCTION

my_sha256_init_function

FWUP_CFG_USER_SHA256_UPDATE_ENABLED

0

FWUP_CFG_USER_SHA256_UPDATE_FUNCTION

my_sha256_update_function

FWUP_CFG_USER_SHA256_FINAL_ENABLED

0

FWUP_CFG_USER_SHA256_FINAL_FUNCTION

my_sha256_final_function

FWUP_CFG_USER_VERIFY_ECDSA_ENABLED

0

FWUP_CFG_USER_VERIFY_ECDSA_FUNCTION

my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED

0

FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION

my_get _crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext_flash_read_function
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6.2.10 Operation Confirmation Environment for RX66T
The execution environment and connection diagram are shown below.

Development
PC

25

-
RSKRX66T

RX66T

RXD6/
TXD6

~

(
L

power supply ]

( USB serial

\_ converter board

USB cable |

=

Host PC

(Serial communications software)

Figure 6.47 RSK-RX66T Device Connection Diagram (External flash not included)

L G

Development
PC

External Flash \

(Macronix MX25L)

-
RSK-RX66T
RX66T
MOSIA/MISOA/ RXD6/
RSPCKA TXD6

(

I

L

power supply ]

USB serial
converter board

USB cable E

Host PC

(Serial communications software)

Figure 6.48 RSK-RX66T Device Connection Diagram (External flash included)
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The pin assignment is shown in the figure below.

B UART(@) ®m External Flash (®)
| PMOD1 [ USB-UART Appllcatlon Header JA1 | MX25/66L
2 TXD6 RX VCC
3 RXD6 TX 4 GND GND
4 PA4RTS) CTS Microcontroller | MX25/66L m
m USER SW (@) Pin Header J1
swi[note [ e
. 24  MISOA SO 1Kohm pull up
P10 LOW : USER_SW is ON
. RSPCKA SCLK 1Kohm pull up
m Reset Switch (@)
Microcontroller | MX25/66L
[RES | Note [ pi; Header 12
RES# Reset SW for MCU SSLAO 1Kohm pU” up

m USER LED (@)

P95 LEDO

: e &
OOOOO OOOOO yooaq] A 2
OOOOOOOOOOOOOCDO 00 “ ]

Figure 6.49 RSK-RX66T Pin Information
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6.2.10.1 Information of demo project for linear mode partial update method

The memory map and configuration settings for demo project of linear mode partial update method are
shown below.

Main plane
(size=0x38000)

Buffer plane
(size=0x38000)

boot_loader

0x00000004

OxFFFFO000

OxFFFFFF80
OxFFFFFFFC

Bootloader 0xFFFF0000
(size= 0x10000) OxFFEEFFEFE
fwup_main
5| 000000004 sl
B_1 B_1
R 1 R1
B2 B2
R2 R_2
B_ B
R R
RPFRAM RPFRAM
PResetPRG OxFFF80300 PResetPRG
C1 o |
2 C2
C- &
cs” &
D* D"
w* w*
L L
p p
PFRAM PFRAM
EXCEPTVECT OxFFFB7F80 EXCEPTVECT
RESETVECT OxFFFB7FFC RESETVECT

0xFFF80000 - OxFFF800FF:Header
0xFFF80200 - OxFFF802FF:List
0xFFF80300- OxFFFB7FFF:App

0xFFFB8000 - OxFFFB80OFF:Header
0xFFFB8200 - OxFFFB82FF:List
0xFFFB8300 - OxFFFEFFFF:App

fwup_leddemo

0x00000004

| 0x00100000
| OxFFF80200

| OxFFFB7F80
OxFFFBTFFC

SuU

Sl

B_1

R1

B_2

R2

B

R
_DATA_FLASH*
PResetPRG
C1

C2

C

cs*

D

W

L

P
EXCEPTVECT
RESETVECT

Figure 6.50 RX66T linear mode partial update method demo project memory map
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Table 6.27 RX66T linear mode partial update method configuration setting

Configuration options in r_fwup _config.h

parameter name boot_loader fwup_main
FWUP_CFG_UPDATE_MODE 1
FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR_L OxFFF80000
FWUP_CFG_BUF_AREA_ADDR_L OxFFFB8000
FWUP_CFG_AREA_SIZE 0x38000
FWUP_CFG_CF_BLK_SIZE 0x8000
FWUP_CFG_CF_W_UNIT_SIZE 256
FWUP_CFG_EXT_BUF_AREA_ADDR_L 0x00000
FWUP_CFG_EXT_BUF_AREA_BLK_SIZE 4096
FWUP_CFG_DF_ADDR_L 0x00100000
FWUP_CFG_DF_BLK_SIZE 64
FWUP_CFG_DF_NUM_BLKS 512
FWUP_CFG_FWUPV1_COMPATIBLE 0
FWUP_CFG_SIGNATURE_VERIFICATION 0
FWUP_CFG_PRINTF_DISABLE 0
FWUP_CFG_USER_DISABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION my_disable_interrupt_function
FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION my_enable_interrupt_function
FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED 0
FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION my_software_delay_function
FWUP_CFG_USER_SOFTWARE_RESET_ENABLED 0
FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION my_software_reset_function
FWUP_CFG_USER_SHA256_INIT_ENABLED 0
FWUP_CFG_USER_SHA256_INIT_FUNCTION my_sha256_init_function
FWUP_CFG_USER_SHA256_UPDATE_ENABLED 0
FWUP_CFG_USER_SHA256_UPDATE_FUNCTION my_sha256_update_function
FWUP_CFG_USER_SHA256_FINAL_ENABLED 0
FWUP_CFG_USER_SHA256_FINAL_FUNCTION my_sha256_final_function
FWUP_CFG_USER_VERIFY_ECDSA_ENABLED 0
FWUP_CFG_USER_VERIFY_ECDSA FUNCTION my_verify_ecdsa_function
FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED 0
FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION my_get_crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function
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6.2.10.2 Information of demo project for linear mode full update method

The memory map and configuration settings for demo project of linear mode full update method are shown
below.

Main plane OxFFF80000 - OxFFF800FF:Header
wvain p OXFFF80200 - OxFFF802FF:List
(size=0x70000) | oxFFF80300- OXFFFEFFFF:App

Bootloader OxFFFF0000
(size= 0x10000) OxFEEFEFFE

boot_loader fwup_main fwup_leddemo

0x00000004 Sl 0x00000004 Sl 0x00000004 su

B_1 8.1 Sl

R1 R_1 B_1

B2 B2 R1

R.2 R2 B2

B 8 R.2

R R B

RPFRAM RPFRAM R
OxFFFF0000 PResetPRG OxFFF80300 PResetPRG 0x00100000 _DATA_FLASH"

ca c1 O0xFFF80300 PResetPRG

C2 = £

c C C2

s cs c

D o* st

w w D*

L L w*

P P L

PFRAM PFRAM p
OxFFFFFF80 EXCEPTVECT | OXFFFEFF80 EXCEPTVECT OxFFFEFF80 EXCEPTVECT
OxFFFFFFFC RESETVECT OXFFFEFFFC RESETVECT OxFFFEFFFC RESETVECT

Figure 6.51 RX66T linear mode full update method demo project memory map
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Table 6.28 RX66T linear mode full update method configuration setting

Configuration options in r_fwup _config.h

parameter name

boot_loader

fwup_main

FWUP_CFG_UPDATE_MODE 2
FWUP_CFG_FUNCTION_MODE 0
FWUP_CFG_MAIN_AREA_ADDR L O0xFFF80000
FWUP_CFG_BUF_AREA_ADDR L O0xFFF80000
FWUP_CFG_AREA_SIZE 0x70000
FWUP_CFG_CF_BLK_SIZE 0x8000
FWUP_CFG_CF_W_UNIT_SIZE 256
FWUP_CFG_EXT BUF_AREA ADDR L 0x0000
FWUP_CFG_EXT BUF_AREA BLK_SIZE 4096
FWUP_CFG_DF_ADDR L 0x00100000
FWUP_CFG_DF_BLK_SIZE 64
FWUP_CFG_DF_NUM_BLKS 512
FWUP_CFG_FWUPV1_COMPATIBLE 0
FWUP_CFG_SIGNATURE_VERIFICATION 0
FWUP_CFG_PRINTF_DISABLE 0
FWUP_CFG_USER_DISABLE_INTERRUPT ENABLED |0

FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION

my_disable_interrupt_function

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED

0

FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION

my_enable_interrupt_function

FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED

0

FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION

my_software_delay_function

FWUP_CFG_USER_SOFTWARE_RESET_ENABLED

0

FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION

my_software_reset_function

FWUP_CFG_USER_SHA256_INIT_ENABLED

0

FWUP_CFG_USER_SHA256_INIT_FUNCTION

my_sha256_init_function

FWUP_CFG_USER_SHA256_UPDATE_ENABLED

0

FWUP_CFG_USER_SHA256_UPDATE_FUNCTION

my_sha256_update_function

FWUP_CFG_USER_SHA256_FINAL_ENABLED

0

FWUP_CFG_USER_SHA256_FINAL_FUNCTION

my_sha256_final_function

FWUP_CFG_USER_VERIFY_ECDSA_ENABLED

0

FWUP_CFG_USER_VERIFY_ECDSA_FUNCTION

my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED

0

FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION

my_get _crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function
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6.2.11 Operation Confirmation Environment for RX660

The execution environment and connection diagram are shown below.

Development
PC

25

-
RSKRX660

RX660

RXD6/
TXD6

~

(
L

power supply ]

( USB serial

\_ converter board

USB cable |

=

Host PC

(Serial communications software)

Figure 6.52 RSK-RX660 Device Connection Diagram (External flash not included)
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Development
PC

External Flash \

(Macronix MX25L)

power supply ]

r ~
RSK-RX660
(
L
RX660
MOSIA/MISOA/ RXD6/ | USB serial
RSPCKA TXD86 converter board

USB cable E

Host PC

(Serial communications software)

Figure 6.53 RSK-RX660 Device Connection Diagram (External flash included)
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The pin assignment is shown in the figure below.

B UART(D) B External Flash (®)
(PMOD1 | USB-UART Appllcatlon Header JA1 MX25/66L
2 TXD6 RX
3 RXD6 Y 4  GND GND
4 PO2(RTS) CTS Microcontroller | MX25/66L
m USER SW (@) Pin Header 33
[swi [note [ Aenipdtide
. 17 MOSIA SI 1Kohm pull up
P91 LOW : USER SWis ON
18 RSPCKA SCLK 1Kohm pull up

B Reset Switch (®)

RES# Reset SW for MCU

m USER LED (@)

LEDO

P17 LEDO

a5 JAY v

596000000004 990000000000E
000000000000| oooouooo_ )
o N

Figure 6.54 RSK-RX660 Pin Information
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6.2.11.1 Information of demo project for linear mode partial update method

The memory map and configuration settings for demo project of linear mode partial update method are

shown below.

Main plane
(size=0x78000)

Buffer plane
(size=0x78000)

boot_loader

0x00000004

OxFFFF0000

OxFFFFFF80
OxFFFFFFFC

Bootloader 0xFFFF0000
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fwup_main

S 0x 00000004 SI

B_1 B_1

R_1 R_1

B_2 B2

R.2 R_2

B B

R R

RPFRAM RPFRAM

PResetPRG 0xFFF00300 PResetPRG

C €1

G2 C:2

C C

cs* cs*

D* D*

w* w*

L L

p P

PFRAM PFRAM

EXCEPTVECT OxFFF77F80 EXCEPTVECT

RESETVECT OxFFF77FFC RESETVECT

0xFFF00000 - OxFFFOOOFF:Header
0xFFF00200- OxFFFOO2FF:List
0xFFF00300- 0xFFF77FFF:App

0xFFF78000 - OXFFF780FF:Header
OxFFF78200- OXFFF782FF List
0xFFF78300- OXFFFEFFFF:App

fwup_leddemo

0x00000004

0x 00100000
OxFFF00300

OxFFF77F80
OxFFF7TFFC

SuU

Sl

B_1

R_1

B_2

R_2

B

R
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Figure 6.55 RX660 linear mode partial update method demo project memory map
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Table 6.29 RX660 linear mode partial update method configuration setting

Configuration options in r_fwup _config.h

parameter name boot_loader fwup_main
FWUP_CFG_UPDATE_MODE 1
FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR_L OxFFF00000
FWUP_CFG_BUF_AREA_ADDR_L OxFFF78000
FWUP_CFG_AREA_SIZE 0x78000
FWUP_CFG_CF_BLK_SIZE 0x8000
FWUP_CFG_CF_W_UNIT_SIZE 256
FWUP_CFG_EXT_BUF_AREA_ADDR_L 0x00000
FWUP_CFG_EXT_BUF_AREA_BLK_SIZE 4096
FWUP_CFG_DF_ADDR_L 0x00100000
FWUP_CFG_DF_BLK_SIZE 64
FWUP_CFG_DF_NUM_BLKS 512
FWUP_CFG_FWUPV1_COMPATIBLE 0
FWUP_CFG_SIGNATURE_VERIFICATION 0
FWUP_CFG_PRINTF_DISABLE 0
FWUP_CFG_USER_DISABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION my_disable_interrupt_function
FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION my_enable_interrupt_function
FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED 0
FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION my_software_delay_function
FWUP_CFG_USER_SOFTWARE_RESET_ENABLED 0
FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION my_software_reset_function
FWUP_CFG_USER_SHA256_INIT_ENABLED 0
FWUP_CFG_USER_SHA256_INIT_FUNCTION my_sha256_init_function
FWUP_CFG_USER_SHA256_UPDATE_ENABLED 0
FWUP_CFG_USER_SHA256_UPDATE_FUNCTION my_sha256_update_function
FWUP_CFG_USER_SHA256_FINAL_ENABLED 0
FWUP_CFG_USER_SHA256_FINAL_FUNCTION my_sha256_final_function
FWUP_CFG_USER_VERIFY_ECDSA_ENABLED 0
FWUP_CFG_USER_VERIFY_ECDSA FUNCTION my_verify_ecdsa_function
FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED 0
FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION my_get_crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function
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6.2.11.2 Information of demo project for linear mode full update method

The memory map and configuration settings for demo project of linear mode full update method are shown

below.

boot_loader

0x00000004

0xFFFF0000

OxFFFFFF80
OxFFFFFFFC

Main plane
(size=0xF0000)

0xFFF0Q000 - OxFFFOOOFF:Header
0xFFF00200- OxFFFO02FF:List
0xFFF00300- OxFFFEFFFF:App

Bootloader 0xFFFF0000
(Size= 0x1 0000) OxFFFFFFFF
fwup_main
Sl | 0x00000004 Si 000000004
B_1 B_1
R_1 R1
B2 B_2
R2 R_2
B B
R R
RPFRAM [ RPFRAM
PResetPRG OxFFFO0300 PResetPRG 0x00100000
C1 C1 OxFFFO0300
c2 c2
C C
cg* c§*
D* D*
w* W#
L L
P p
PFRAM PFRAM
EXCEPTVECT | OxFFFEFF80 EXCEPTVECT OxFFFEFF80
RESETVECT | OXFFFEFFFC RESETVECT OXFFFEFFFC

fwup_leddemo

SU

Sl

B_1

R_1

B2

R_2

B

R
_DATA_FLASH*
PResetPRG
G

C2

£

cs*

D"

w*

L

p
EXCEPTVECT
RESETVECT

Figure 6.56 RX660 linear mode full update method demo project memory map
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Table 6.30 RX660 linear mode full update method configuration setting

Configuration options in r_fwup _config.h

parameter name

boot_loader

fwup_main

FWUP_CFG_UPDATE_MODE 2
FWUP_CFG_FUNCTION_MODE 0
FWUP_CFG_MAIN_AREA_ADDR L 0xFFF00000
FWUP_CFG_BUF_AREA_ADDR L 0xFFF00000
FWUP_CFG_AREA_SIZE 0xF0000
FWUP_CFG_CF_BLK_SIZE 0x8000
FWUP_CFG_CF_W_UNIT_SIZE 256
FWUP_CFG_EXT BUF_AREA ADDR L 0x00000
FWUP_CFG_EXT BUF_AREA BLK_SIZE 4096
FWUP_CFG_DF_ADDR L 0x00100000
FWUP_CFG_DF_BLK_SIZE 64
FWUP_CFG_DF_NUM_BLKS 512
FWUP_CFG_FWUPV1_COMPATIBLE 0
FWUP_CFG_SIGNATURE_VERIFICATION 0
FWUP_CFG_PRINTF_DISABLE 0
FWUP_CFG_USER_DISABLE_INTERRUPT ENABLED |0

FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION

my_disable_interrupt_function

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED

0

FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION

my_enable_interrupt_function

FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED

0

FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION

my_software_delay_function

FWUP_CFG_USER_SOFTWARE_RESET_ENABLED

0

FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION

my_software_reset_function

FWUP_CFG_USER_SHA256_INIT_ENABLED

0

FWUP_CFG_USER_SHA256_INIT_FUNCTION

my_sha256_init_function

FWUP_CFG_USER_SHA256_UPDATE_ENABLED

0

FWUP_CFG_USER_SHA256_UPDATE_FUNCTION

my_sha256_update_function

FWUP_CFG_USER_SHA256_FINAL_ENABLED

0

FWUP_CFG_USER_SHA256_FINAL_FUNCTION

my_sha256_final_function

FWUP_CFG_USER_VERIFY_ECDSA_ENABLED

0

FWUP_CFG_USER_VERIFY_ECDSA_FUNCTION

my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED

0

FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION

my_get _crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext_flash_read_function
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6.2.12 Operation Confirmation Environment for RX671
The execution environment and connection diagram are shown below.

{ N\

r RSKRX671
—‘—(—j— |E2Lite ( power supply ]
—a2 5

RX671

Development
PC

RXD6/ ( USB serial USB cable |

TXD6 \_ converter board
=

Host PC
(Serial communications software)

Figure 6.57 RSK-RX671 Device Connection Diagram

The pin assignment is shown in the figure below.

m  UART(®)
2 TXD6 RX
3 RXD6 TX

4  PO2(RTS) CTS

m USER_SW (@)

P91 LOW : USER_SW is ON

B Reset Switch (@)

[RES1 |Note

RES#  Reset SW for MCU

® USER _LED (@)

[LEDO [Note

P17 LEDO

Figure 6.58 RSK-RX671 Pin Information
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6.2.12.1 Information of demo project for dual bank method

The memory map and configuration settings for demo project of dual bank method are shown below.

Buffer plane
(size=0xF0000)

Bootloader
(size=0x10000)

Main plane
(size=0xF0000)

0xFFEO00Q0OQ - 0xFFEOQOQOFF:Header

0xFFEO00200 - 0xFFEQO2FF:List
0xFFEO0300- OxFFEEFFFF:App

OxFFEF0000
OxFFEFFFFF

0xFFF00000 - 0xFFFOOOFF:Header

0xFFF00200- 0xFFFOO2FF:List
0xFFF00300- OxFFFEFFFF:App

Bootloader OxFFFF0000
(size=0x10000) OxFFFFFEFE
boot_loader fwup_main
0x00000004 S| | 0x00000004 Sl | 0x00000004
B_1 B_1
R_1 R1
B2 B2 i
R.2 R.2
B B
R R
B8 B.8
R.8 R.8
RPFRAM2 RPFRAM2
0xFFFF0000 PResetPRG 0xFFF00300 PResetPRG | 0x00100000
c1 1 OxFFF00300
C2 .2
c c
Ccs Cs
cs* cs*
D o
w* wr i
L L
p P
PFRAM2 PFRAM2 :
OxFFFFFF80 EXCEPTVECT | OxFFFEFF80 EXCEPTVECT | OxFFFEFF80
OxFFFFFFFC RESETVECT | OXFFFEFFFC RESETVECT [

fwup_leddemo

SuU
Sl
B_1
R_1

B_2

R_2

B

R

B8

R.8
_DATA_FLASH"
PResetPRG
G

c2

&

cs

cy"

D

wr

L

p
EXCEPTVECT
RESETVECT

Figure 6.59 RX671 dual bank method demo project memory map
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Table 6.31 RX671 dual bank method configuration settings

Configuration options in r_fwup _config.h

parameter name boot_loader fwup_main
FWUP_CFG_UPDATE_MODE 0
FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR_L OxFFF00000
FWUP_CFG_BUF_AREA_ADDR_L O0xFFE00000
FWUP_CFG_AREA_SIZE 0xF0000
FWUP_CFG_CF_BLK_SIZE 0x8000
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT_BUF_AREA_ADDR_L 0x00000
FWUP_CFG_EXT_BUF_AREA_BLK_SIZE 4096
FWUP_CFG_DF_ADDR_L 0x00100000
FWUP_CFG_DF_BLK_SIZE 64
FWUP_CFG_DF_NUM_BLKS 128

FWUP_CFG_FWUPV1_COMPATIBLE
FWUP_CFG_SIGNATURE_VERIFICATION
FWUP_CFG_PRINTF_DISABLE

FWUP_CFG_USER_DISABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION my_disable_interrupt_function
FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION my_enable_interrupt_function
FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED 0
FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION my_software_delay_function
FWUP_CFG_USER_SOFTWARE_RESET_ENABLED 0
FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION my_software_reset_function
FWUP_CFG_USER_SHA256_INIT_ENABLED 0
FWUP_CFG_USER_SHA256_INIT_FUNCTION my_sha256_init_function
FWUP_CFG_USER_SHA256_UPDATE_ENABLED 0
FWUP_CFG_USER_SHA256_UPDATE_FUNCTION my_sha256_update_function
FWUP_CFG_USER_SHA256_FINAL_ENABLED 0
FWUP_CFG_USER_SHA256_FINAL_FUNCTION my_sha256_final_function
FWUP_CFG_USER_VERIFY_ECDSA_ENABLED 0
FWUP_CFG_USER_VERIFY_ECDSA FUNCTION my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED 0
FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION my_get_crypt_context_function

RO1AN6850EJ0206 Rev.2.06 Page 203 of 234
Jan.23.26 RENESAS



RX Family Firmware Update Module Using Firmware Integration Technology

Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED

1

FWUP_CFG_USER_FLASH_OPEN_FUNCTION

my_flash_open_function

FWUP_CFG_USER_FLASH_CLOSE_ENABLED

1

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

1

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

1

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED

1

FWUP_CFG_USER_FLASH_READ_FUNCTION

my_flash_read_function

FWUP_CFG_USER_BANK_SWAP_ENABLED

1

FWUP_CFG_USER_BANK_SWAP_FUNCTION

my_bank_swap_function

FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT FLASH CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function
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6.2.12.2 Information of demo project for linear mode partial update method

The memory map and configuration settings for demo project of linear mode partial update method are
shown below.

Main olans OXFFEQ0000 - OxFFEOQOFF:Header
vianp OXFFEQ0200 - OxFFEQO2FF:List
(size=0xF8000) | 0xFFE00300- OXFFEF7FFF:App

Buffer plane O0xFFEF8000 - OxFFEF80FF:Header
ize=0xF8000) OxFFEF8200 - OxFFEF82FF:List
(size= OxFFEF8300 - 0OxFFFEFFFF:App

Bootloader 0xFFFF0000
(Size= 0x1 0000) OxFFFFFFFF

boot_loader fwup_main fwup_leddemo

0x00000004 S 0x00000004 Sl | 0x00000004 SuU

B_1 B_1 ‘ Sl

R_1 R_1 ‘ B_1

B_2 B_2 ‘ R_1

R_2 R.2 B_2

B B ‘ R_2

R R ‘ B

B_8 B8 ‘ R

R_8 R8 B8

RPFRAM RPFRAM ‘ RS
0xFFFF0000 PResetPRG | OxFFE00300 PResetPRG | 0x00100000 _DATA_FLASH"

C.1 1 | OxFFE00300 PResetPRG

C 2 2 ‘ C1

C C ‘ C2

cs Cs ‘ C

cs" Ccs* ‘ Cs8

D D* ‘ cs

w* w* ‘ D*

L L ‘ w*

P P ‘ L

PFRAM PFRAM ‘ p
OxFFFFFF80 EXCEPTVECT | OxFFEF7F80 EXCEPTVECT | OxFFEF7F80 EXCEPTVECT
OxFFFFFFFC RESETVECT | OxFFEF7FFC RESETVECT | OxFFEF7FFC RESETVECT

Figure 6.60 RX671 linear mode partial update method demo project memory map
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Table 6.32 RX671 linear mode partial update method configuration setting

Configuration options in r_fwup _config.h

parameter name boot_loader fwup_main
FWUP_CFG_UPDATE_MODE 1
FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR_L O0xFFE00000
FWUP_CFG_BUF_AREA_ADDR_L OxFFEF8000
FWUP_CFG_AREA_SIZE 0xF8000
FWUP_CFG_CF_BLK_SIZE 0x8000
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT_BUF_AREA_ADDR_L 0x00000
FWUP_CFG_EXT_BUF_AREA_BLK_SIZE 4096
FWUP_CFG_DF_ADDR_L 0x00100000
FWUP_CFG_DF_BLK_SIZE 64
FWUP_CFG_DF_NUM_BLKS 128

FWUP_CFG_FWUPV1_COMPATIBLE
FWUP_CFG_SIGNATURE_VERIFICATION
FWUP_CFG_PRINTF_DISABLE

FWUP_CFG_USER_DISABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION my_disable_interrupt_function
FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION my_enable_interrupt_function
FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED 0
FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION my_software_delay_function
FWUP_CFG_USER_SOFTWARE_RESET_ENABLED 0
FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION my_software_reset_function
FWUP_CFG_USER_SHA256_INIT_ENABLED 0
FWUP_CFG_USER_SHA256_INIT_FUNCTION my_sha256_init_function
FWUP_CFG_USER_SHA256_UPDATE_ENABLED 0
FWUP_CFG_USER_SHA256_UPDATE_FUNCTION my_sha256_update_function
FWUP_CFG_USER_SHA256_FINAL_ENABLED 0
FWUP_CFG_USER_SHA256_FINAL_FUNCTION my_sha256_final_function
FWUP_CFG_USER_VERIFY_ECDSA_ENABLED 0
FWUP_CFG_USER_VERIFY_ECDSA FUNCTION my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED 0
FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION my_get_crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function

RO1AN6850EJ0206 Rev.2.06

Jan.23.26 RENESAS

Page 207 of 234



RX Family Firmware Update Module Using Firmware Integration Technology

6.2.12.3 Information of demo project for linear mode full update method

The memory map and configuration settings for demo project of linear mode full update method are shown
below..

Main olans OXFFEQ0000 - OxFFEOQOFF:Header
vainp OXFFEQ0200 - OxFFEQO2FF:List
(size=0x1FO000) | 0xFFE00300- OXFFFEFFFF:App

Bootloader 0xFFFF0000
(Size= 0x1 0000) OxFFFFFFFF

boot_loader fwup_leddemo

0x00000004 sl 0x00000004 Su

B_1 S|

R_1 B_1

B2 R1

R_2 B2

B R2

R B

B_8 R

R.8 B.8

RPFRAM R S8
OxFFFF0000 PResetPRG 0x00100000 _DATA_FLASH*

c 0xFFE00300 PResetPRG

C2 C1

C C.2

Cs C

cs* Cs

D Cs*

w* D*

L wr

p L

PFRAM ]
OxFFFFFFE0 EXCEPTVECT OxFFFEFF80 EXCEPTVECT
OxFFFFFFFC RESETVECT OxFFFEFFFC RESETVECT

Figure 6.61 RX671 linear mode full update method demo project memory map

RO1AN6850EJ0206 Rev.2.06 Page 208 of 234
Jan.23.26 RENESAS



RX Family

Firmware Update Module Using Firmware Integration Technology

Table 6.33 RX671 linear mode full update method configuration setting

Configuration options in r_fwup _config.h

parameter name

boot_loader

FWUP_CFG_UPDATE_MODE 2
FWUP_CFG_FUNCTION_MODE 0
FWUP_CFG_MAIN_AREA_ADDR L 0xFFE00000
FWUP_CFG_BUF_AREA_ADDR L 0xFFE00000
FWUP_CFG_AREA_SIZE 0x1F0000
FWUP_CFG_CF_BLK_SIZE 0x8000
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT BUF_AREA ADDR L 0x00000
FWUP_CFG_EXT BUF_AREA BLK_SIZE 4096
FWUP_CFG_DF_ADDR L 0x00100000
FWUP_CFG_DF_BLK_SIZE 64
FWUP_CFG_DF_NUM_BLKS 128
FWUP_CFG_FWUPV1_COMPATIBLE 0
FWUP_CFG_SIGNATURE_VERIFICATION 0
FWUP_CFG_PRINTF_DISABLE 0
FWUP_CFG_USER_DISABLE_INTERRUPT ENABLED |0

FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION

my_disable_interrupt_function

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED

0

FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION

my_enable_interrupt_function

FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED

0

FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION

my_software_delay_function

FWUP_CFG_USER_SOFTWARE_RESET_ENABLED

0

FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION

my_software_reset_function

FWUP_CFG_USER_SHA256_INIT_ENABLED

0

FWUP_CFG_USER_SHA256_INIT_FUNCTION

my_sha256_init_function

FWUP_CFG_USER_SHA256_UPDATE_ENABLED

0

FWUP_CFG_USER_SHA256_UPDATE_FUNCTION

my_sha256_update_function

FWUP_CFG_USER_SHA256_FINAL_ENABLED

0

FWUP_CFG_USER_SHA256_FINAL_FUNCTION

my_sha256_final_function

FWUP_CFG_USER_VERIFY_ECDSA_ENABLED

0

FWUP_CFG_USER_VERIFY_ECDSA_FUNCTION

my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED

0

FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION

my_get _crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function
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6.2.13 Operation Confirmation Environment for RX72N
The execution environment and connection diagram are shown below.

{ N\

r RSKRX72N
—‘—(—j— |E2Lite ( power supply ]
—a2 5

RX72N

Development

PC
RXD7/ ( USB serial USB cable |
TXD7 \_ converter board
=
Host PC

(Serial communications software)

Figure 6.62 RSK-RX72N Device Connection Diagram

The pin assignment is shown in the figure below.

B UART(D)
PMOD1 USB-UART
2 TXD7 RX
3 RXD7 X

4  PHO(RTS) CTS

m USER_SW (@)
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P45 LOW : USER_SW is ON

®  Reset Switch (@)
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RES# Reset SW for MCU

® USER LED (@)
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Figure 6.63 RSK-RX72N Pin Information
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6.2.13.1 Information of demo project for dual bank method

The memory map and configuration settings for demo project of dual bank method are shown below.
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Figure 6.64 RX72N dual bank method demo project memory map

RO1AN6850EJ0206 Rev.2.06

Jan.23.26

RENESAS

Page 212 of 234




RX Family

Firmware Update Module Using Firmware Integration Technology

Table 6.34 RX72N dual bank method configuration settings

Configuration options in r_fwup _config.h

parameter name

boot_loader

fwup_main

FWUP_CFG_UPDATE_MODE 0 0
FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR L 0xFFE00000 0xFFE00000
FWUP_CFG_BUF_AREA_ADDR L 0xFFC00000 0xFFC00000
FWUP_CFG_AREA_SIZE 0x1F0000 0x1F0000
FWUP_CFG_CF_BLK_SIZE 0x8000 0x8000
FWUP_CFG_CF_W_UNIT_SIZE 128 128
FWUP_CFG_EXT BUF_AREA ADDR L 0x00000 0x00000
FWUP_CFG_EXT BUF_AREA BLK_SIZE 4096 4096
FWUP_CFG_DF_ADDR L 0x00100000 0x00100000
FWUP_CFG_DF_BLK_SIZE 64 64
FWUP_CFG_DF_NUM_BLKS 512 512
FWUP_CFG_FWUPV1_COMPATIBLE 0 0
FWUP_CFG_SIGNATURE_VERIFICATION 0 0
FWUP_CFG_PRINTF_DISABLE 0 0
FWUP_CFG_USER_DISABLE_INTERRUPT ENABLED 0

FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION

my_disable_interrupt_function

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED

0

FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION

my_enable_interrupt_function

FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED

0

FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION

my_software_delay_function

FWUP_CFG_USER_SOFTWARE_RESET_ENABLED

0

FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION

my_software_reset_function

FWUP_CFG_USER_SHA256_INIT_ENABLED

0

FWUP_CFG_USER_SHA256_INIT_FUNCTION

my_sha256_init_function

FWUP_CFG_USER_SHA256_UPDATE_ENABLED

0

FWUP_CFG_USER_SHA256_UPDATE_FUNCTION

my_sha256_update_function

FWUP_CFG_USER_SHA256_FINAL_ENABLED

0

FWUP_CFG_USER_SHA256_FINAL_FUNCTION

my_sha256_final_function

FWUP_CFG_USER_VERIFY_ECDSA_ENABLED

0

FWUP_CFG_USER_VERIFY_ECDSA_FUNCTION

my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED

0

FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION

my_get_crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED

1

FWUP_CFG_USER_FLASH_OPEN_FUNCTION

my_flash_open_function

FWUP_CFG_USER_FLASH_CLOSE_ENABLED

1

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

1

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

1

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED

1

FWUP_CFG_USER_FLASH_READ_FUNCTION

my_flash_read_function

FWUP_CFG_USER_BANK_SWAP_ENABLED

1

FWUP_CFG_USER_BANK_SWAP_FUNCTION

my_bank_swap_function

FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT FLASH CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function
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6.2.13.2 Information of demo project for linear mode partial update method

The memory map and configuration settings for demo project of linear mode partial update method are
shown below.

Main blanc 0xFFCO0000 - 0XFFCO00FF:Header
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Figure 6.65 RX72N linear mode partial update method demo project memory map
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Table 6.35 RX72N linear mode partial update method configuration setting

Configuration options in r_fwup _config.h

parameter name

boot_loader

fwup_main

FWUP_CFG_UPDATE_MODE

1

1

FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR L 0xFFC00000 0xFFC00000
FWUP_CFG_BUF_AREA_ADDR L OxFFDF8000 O0xFFDF8000
FWUP_CFG_AREA_SIZE 0x1F8000 0x1F8000
FWUP_CFG_CF_BLK_SIZE 0x8000 0x8000
FWUP_CFG_CF_W_UNIT_SIZE 128 128
FWUP_CFG_EXT BUF_AREA ADDR L 0x00000 0x00000
FWUP_CFG_EXT BUF_AREA BLK_SIZE 4096 4096
FWUP_CFG_DF_ADDR L 0x00100000 0x00100000
FWUP_CFG_DF_BLK_SIZE 64 64
FWUP_CFG_DF_NUM_BLKS 512 512
FWUP_CFG_FWUPV1_COMPATIBLE 0 0
FWUP_CFG_SIGNATURE_VERIFICATION 0 0
FWUP_CFG_PRINTF_DISABLE 0 0
FWUP_CFG_USER_DISABLE_INTERRUPT ENABLED 0

FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION

my_disable_interrupt_function

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED

0

FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION

my_enable_interrupt_function

FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED

0

FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION

my_software_delay_function

FWUP_CFG_USER_SOFTWARE_RESET_ENABLED

0

FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION

my_software_reset_function

FWUP_CFG_USER_SHA256_INIT_ENABLED

0

FWUP_CFG_USER_SHA256_INIT_FUNCTION

my_sha256_init_function

FWUP_CFG_USER_SHA256_UPDATE_ENABLED

0

FWUP_CFG_USER_SHA256_UPDATE_FUNCTION

my_sha256_update_function

FWUP_CFG_USER_SHA256_FINAL_ENABLED

0

FWUP_CFG_USER_SHA256_FINAL_FUNCTION

my_sha256_final_function

FWUP_CFG_USER_VERIFY_ECDSA_ENABLED

0

FWUP_CFG_USER_VERIFY_ECDSA_FUNCTION

my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED

0

FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION

my_get_crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function
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6.2.13.3 Information of demo project for linear mode full update method

The memory map and configuration settings for demo project of linear mode full update method are shown
below.

Main olanc 0xFFC00000 - OXFFCO00FF:Header
vanp 0xFFC00200 - OXFFCO02FFList
(size=0x3F0000) | oxFFC00300- OXFFFEFFFF:App

Bootloader OxFFFF0000
(size= 0x10000) OxFEEFEFFE
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Figure 6.66 RX72N linear mode full update method demo project memory map
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Table 6.36 RX72N linear mode full update method configuration setting

Configuration options in r_fwup _config.h

parameter name

boot_loader

FWUP_CFG_UPDATE_MODE 2
FWUP_CFG_FUNCTION_MODE 0
FWUP_CFG_MAIN_AREA_ADDR L 0xFFC00000
FWUP_CFG_BUF_AREA_ADDR L 0xFFC00000
FWUP_CFG_AREA_SIZE 0x3F0000
FWUP_CFG_CF_BLK_SIZE 0x8000
FWUP_CFG_CF_W_UNIT_SIZE 128
FWUP_CFG_EXT BUF_AREA ADDR L 0x00000
FWUP_CFG_EXT BUF_AREA BLK_SIZE 4096
FWUP_CFG_DF_ADDR L 0x00100000
FWUP_CFG_DF_BLK_SIZE 64
FWUP_CFG_DF_NUM_BLKS 512
FWUP_CFG_FWUPV1_COMPATIBLE 0
FWUP_CFG_SIGNATURE_VERIFICATION 0
FWUP_CFG_PRINTF_DISABLE 0
FWUP_CFG_USER_DISABLE_INTERRUPT ENABLED |0

FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION

my_disable_interrupt_function

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED

0

FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION

my_enable_interrupt_function

FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED

0

FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION

my_software_delay_function

FWUP_CFG_USER_SOFTWARE_RESET_ENABLED

0

FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION

my_software_reset_function

FWUP_CFG_USER_SHA256_INIT_ENABLED

0

FWUP_CFG_USER_SHA256_INIT_FUNCTION

my_sha256_init_function

FWUP_CFG_USER_SHA256_UPDATE_ENABLED

0

FWUP_CFG_USER_SHA256_UPDATE_FUNCTION

my_sha256_update_function

FWUP_CFG_USER_SHA256_FINAL_ENABLED

0

FWUP_CFG_USER_SHA256_FINAL_FUNCTION

my_sha256_final_function

FWUP_CFG_USER_VERIFY_ECDSA_ENABLED

0

FWUP_CFG_USER_VERIFY_ECDSA_FUNCTION

my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED

0

FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION

my_get _crypt_context_function
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Configuration options in r_fwup _config.h

parameter name boot_loader
FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0
FWUP_CFG_USER_FLASH_CLOSE_FUNCTION my_flash_close_function
FWUP_CFG_USER_FLASH_ERASE_ENABLED 0
FWUP_CFG_USER_FLASH ERASE_FUNCTION my_flash_erase_function
FWUP_CFG_USER_FLASH_WRITE_ENABLED 0
FWUP_CFG_USER_FLASH_WRITE_FUNCTION my_flash_write_function
FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0
FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION my_ext_flash_close_function
FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED 0
FWUP_CFG_USER_EXT_FLASH ERASE_FUNCTION my_ext_flash_erase_function
FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED 0
FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION my_ext_flash_write_function
FWUP_CFG_USER_EXT_FLASH_READ_ENABLED 0
FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION my_ext_flash_read_function
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6.2.14 Operation Confirmation Environment for RX72T
The execution environment and connection diagram are shown below.
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Figure 6.67 RSK-RX72T Device Connection Diagram (External flash not included)
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Figure 6.68 RSK-RX72T Device Connection Diagram (External flash included)
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The pin assignment is shown in the figure below.

. UART(D) m External Flash (®)
 PMODL | USB-UART |
2 TXD6 RX 3 3V3 VCC
3 RXD6 X 4 GND GND
m USER SW (@) Pin Header J1

[swi[noe e
. 28 MOSIA SI 1Kohm pull up
P10 LOW : USER_SW is ON
29 MISOA SO 1Kohm pull u
B Reset Switch (@) pUittp

RES# Reset SW for MCU
m USER_LED (@)

P54 LEDOQ

fofall
(elle
O O
O Of-
. [00
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=|COf
JleXel
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(eXe]
0O =
(e Xe] B
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Figure 6.69 RSK-RX72T Pin Information
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6.2.14.1 Infomation of demo project for linear mode partial update method

The memory map and configuration settings for demo project of linear mode partial update method are

shown below.
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Figure 6.70 RX72T linear mode partial update method demo project memory map
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Table 6.37 RX72T linear mode partial update method configuration setting

Configuration options in r_fwup _config.h

parameter name boot_loader fwup_main
FWUP_CFG_UPDATE_MODE 1
FWUP_CFG_FUNCTION_MODE 0 1
FWUP_CFG_MAIN_AREA_ADDR_L OxFFF00000
FWUP_CFG_BUF_AREA_ADDR_L OxFFF78000
FWUP_CFG_AREA_SIZE 0x78000
FWUP_CFG_CF_BLK_SIZE 0x8000
FWUP_CFG_CF_W_UNIT_SIZE 256
FWUP_CFG_EXT_BUF_AREA_ADDR_L 0x00000
FWUP_CFG_EXT_BUF_AREA_BLK_SIZE 4096
FWUP_CFG_DF_ADDR_L 0x00100000
FWUP_CFG_DF_BLK_SIZE 64
FWUP_CFG_DF_NUM_BLKS 512
FWUP_CFG_FWUPV1_COMPATIBLE 0
FWUP_CFG_SIGNATURE_VERIFICATION 0
FWUP_CFG_PRINTF_DISABLE 0
FWUP_CFG_USER_DISABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION my_disable_interrupt_function
FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED 0
FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION my_enable_interrupt_function
FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED 0
FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION my_software_delay_function
FWUP_CFG_USER_SOFTWARE_RESET_ENABLED 0
FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION my_software_reset_function
FWUP_CFG_USER_SHA256_INIT_ENABLED 0
FWUP_CFG_USER_SHA256_INIT_FUNCTION my_sha256_init_function
FWUP_CFG_USER_SHA256_UPDATE_ENABLED 0
FWUP_CFG_USER_SHA256_UPDATE_FUNCTION my_sha256_update_function
FWUP_CFG_USER_SHA256_FINAL_ENABLED 0
FWUP_CFG_USER_SHA256_FINAL_FUNCTION my_sha256_final_function
FWUP_CFG_USER_VERIFY_ECDSA_ENABLED 0
FWUP_CFG_USER_VERIFY_ECDSA FUNCTION my_verify_ecdsa_function
FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED 0
FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION my_get_crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext flash_read_function
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6.2.14.2 Information of demo project for linear mode full update method

The memory map and configuration settings for demo project of linear mode full update method are shown

below.

boot_loader

0x00000004

OxFFFFO000

OxFFFFFF80
OxFFFFFFFC

Main side
(size=0xF0000)

0xFFFO0000 - OxFFFOOOFF:Header

0xFFF00200 - OxFFFOO2FF:List
0xFFFQ0300- OxFFFEFFFF:App

Bootloader OxFFFFO000
(size= 0x10000) | oxFFFFFFEF
fwup_main
SI 0x00000004 sl
B_1 B_1
R_1 R_1
B.2 B2
R.2 R2
B B
R R
RPFRAM ‘ RPFRAM
PResetPRG OxFFF00300 PResetPRG
C1 c1
c2 C:2
C C
cs* cs*
D D*
we W
L L
p P
PFRAM PFRAM
EXCEPTVECT | OXFFFEFF80 EXCEPTVECT
RESETVECT OXFFFEFFFC RESETVECT

fwup_leddemo

(0x00000004

000100000
OxFFF00300

OxFFFEFF80

OxFFFEFFFC

SuU

Sl

B_1

R.1

B2

R2

B

R
_DATA_FLASH"
PResetPRG
c1

C2

c

cs*

D

w

L

p
EXCEPTVECT
RESETVECT

Figure 6.71 RX72T linear mode full update method demo project memory map
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Table 6.38 RX72T linear mode full update method configuration setting

Configuration options in r_fwup _config.h

parameter name

boot_loader

fwup_main

FWUP_CFG_UPDATE_MODE 2
FWUP_CFG_FUNCTION_MODE 0
FWUP_CFG_MAIN_AREA_ADDR L 0xFFF00000
FWUP_CFG_BUF_AREA_ADDR L 0xFFF00000
FWUP_CFG_AREA_SIZE 0xF0000
FWUP_CFG_CF_BLK_SIZE 0x8000
FWUP_CFG_CF_W_UNIT_SIZE 256
FWUP_CFG_EXT BUF_AREA ADDR L 0x00000
FWUP_CFG_EXT BUF_AREA BLK_SIZE 4096
FWUP_CFG_DF_ADDR L 0x00100000
FWUP_CFG_DF_BLK_SIZE 64
FWUP_CFG_DF_NUM_BLKS 512
FWUP_CFG_FWUPV1_COMPATIBLE 0
FWUP_CFG_SIGNATURE_VERIFICATION 0
FWUP_CFG_PRINTF_DISABLE 0
FWUP_CFG_USER_DISABLE_INTERRUPT ENABLED |0

FWUP_CFG_USER_DISABLE_INTERRUPT_FUNCTION

my_disable_interrupt_function

FWUP_CFG_USER_ENABLE_INTERRUPT_ENABLED

0

FWUP_CFG_USER_ENABLE_INTERRUPT_FUNCTION

my_enable_interrupt_function

FWUP_CFG_USER_SOFTWARE_DELAY_ENABLED

0

FWUP_CFG_USER_SOFTWARE_DELAY_FUNCTION

my_software_delay_function

FWUP_CFG_USER_SOFTWARE_RESET_ENABLED

0

FWUP_CFG_USER_SOFTWARE_RESET_FUNCTION

my_software_reset_function

FWUP_CFG_USER_SHA256_INIT_ENABLED

0

FWUP_CFG_USER_SHA256_INIT_FUNCTION

my_sha256_init_function

FWUP_CFG_USER_SHA256_UPDATE_ENABLED

0

FWUP_CFG_USER_SHA256_UPDATE_FUNCTION

my_sha256_update_function

FWUP_CFG_USER_SHA256_FINAL_ENABLED

0

FWUP_CFG_USER_SHA256_FINAL_FUNCTION

my_sha256_final_function

FWUP_CFG_USER_VERIFY_ECDSA_ENABLED

0

FWUP_CFG_USER_VERIFY_ECDSA_FUNCTION

my_verify_ecdsa_function

FWUP_CFG_USER_GET_CRYPT_CONTEXT_ENABLED

0

FWUP_CFG_USER_GET_CRYPT_CONTEXT_FUNCTION

my_get _crypt_context_function
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Configuration options in r_fwup _config.h

parameter name

boot_loader fwup_main

FWUP_CFG_USER_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER_FLASH_OPEN_FUNCTION my_flash_open_function
FWUP_CFG_USER_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_FLASH_CLOSE_FUNCTION

my_flash_close_function

FWUP_CFG_USER_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_FLASH_ERASE_FUNCTION

my_flash_erase_function

FWUP_CFG_USER_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_FLASH_WRITE_FUNCTION

my_flash_write_function

FWUP_CFG_USER_FLASH_READ_ENABLED 0
FWUP_CFG_USER_FLASH_READ_FUNCTION my_flash_read_function
FWUP_CFG_USER_BANK_SWAP_ENABLED 0
FWUP_CFG_USER_BANK_SWAP_FUNCTION my_bank_swap_function
FWUP_CFG_USER_EXT_FLASH_OPEN_ENABLED 0
FWUP_CFG_USER _EXT _FLASH OPEN_FUNCTION my_ext_flash_open_function
FWUP_CFG_USER_EXT_FLASH_CLOSE_ENABLED 0

FWUP_CFG_USER_EXT_FLASH_CLOSE_FUNCTION

my_ext flash_close_function

FWUP_CFG_USER_EXT_FLASH_ERASE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_ERASE_FUNCTION

my_ext_flash_erase_function

FWUP_CFG_USER_EXT_FLASH_WRITE_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_WRITE_FUNCTION

my_ext_flash_write_function

FWUP_CFG_USER_EXT_FLASH_READ_ENABLED

0

FWUP_CFG_USER_EXT_FLASH_READ_FUNCTION

my_ext_flash_read_function
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6.3 Open source license information used in the demo project

The demo project for this product uses the open source TinyCrypt. If you use TinyCrypto for your
cryptographic library, you must comply with the terms of use set forth in TinyCrypt's license terms.

Check out the TinyCrypt license terms below.

URL : https://github.com/intel/tinycrypt

license : https://github.com/intel/tinycrypt/blob/master/LICENSE
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7. Notes

7.1 Notes on Transition from Bootloader to Application.

When transitioning from the sample bootloader program to the application, the settings of the bootloader's
peripheral functions will be taken over by the application.

For the peripheral functions used in the sample bootloader (Table 7.1), the API functions of each FIT module
are closed at the end of the bootloader. Other settings are default values when the smart configurator is
used.

If the customer modifies the bootloader sample program for use, the settings of the peripheral functions set
in the bootloader will be inherited by the application side. Therefore, it is recommended to initialize the
settings of the peripheral functions before moving from the bootloader to the application, or to share the
settings of the peripheral functions with the application.

When creating an application, please take the implementation of the bootloader into consideration.

Table 7.1 Notes on peripheral functions used in the bootloader

Peripheral Functions | FIT Modeule | Settings and Notes on the Boot Loader

Board Functions r_bsp These are the default values when the BSP FIT module is
embedded in the Smart Configurator. The settings are not
changed in the bootloader.

Please note that the PMR and PFS registers are also set to match

the board.
Functions of Flash r_flash_rx The Flash FIT API performs Close for peripheral functions related
Memory to flash memory and transitions to the application.
Serial Communication | r_sci rx For peripheral functions related to serial communication, Close is
Functions performed by the SCI FIT API and the transition is made to the
application.

For the SCI channels used in the bootloader, refer to the device
connection diagram for each product in 6.2 Operating
Environment for Demo Project.

Option Setting Memory | - For the option setting memory, set the same value in the
bootloader and the application program.
Other Functions - As for the settings of other functions, these are the default values

when using the Smart Configurator.
The PSW's interrupt enable flag is set to interrupt disabled to
transition to the application.

7.2 Notes when using with DATFRX

DATFRX (Flash Memory Data Management Module FIT: R20AN0507) and Firmware Update FIT module
can only be used together in dual mode. In this case, the data flash must be excluded from the update target
of firmware update FIT module.

Note: DATFRX Rev2.20 or earlier cannot be used together.

7.3 Security measures for the bootloader area

When the firmware update module is commercialized by the customer, it is recommended to protect the area
of the code flash where the bootloader (boot_loader) is deployed.
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7.4 When creating a new RX130 project in GCC environment
When creating a new RX130 project in GCC environment, the following settings are required.

(1) Open the Tool Settings menu of a newly created project in e2 studio.
Project->Properties->C/C++ Build->Settings->Tool Settings

8 Properties for test_r«130 O x
|:-J-pe filter text Settings = > 8
Resource
Builders
v C/C++ Build Configuration: | HardwareDebug [ Active ] ~ | | Manage Configurations...

Build Vanables
Environment

Loggin

Tool Chain Editor (3 cPU

i3 Tool Settings ||i§) Toolchain | &3 Device| & Build Steps Build Artifact | o1 Binary Parsers| @ Error Parsers|

[[] Make the double data type be 64 bits in size (-m&4bit-doubles)

/C++ General [;? Optimization CPUType Detaut e
Project Natures (% Debug }

Project References (2 Warnings Architecture RXv1 v
Refactoring History v & Library Generator r—

Renesas QE
Run/Debug Settings
Task Tags

Validation

(% Settings
w &) Compiler

¢ Source

l:,‘% Includes

Data Endian Little-endian data v

¢ List
w &) Assembler : ryed for fast interrug Default

0

""T} Source

(2 Includes

@2 List [[] Disable generation of RX hardware FPU instructions
v @ Linker

(2 Source

(2 Archives

= Mis

2 Miscellaneous

Max size of constant operand values | Default v

[[] Generate assembler output compatible with Renesas' AS100 assembler
[JInterrupt handler functions should preserve the accumulator register

[[] Generate position independent code and data (-mpid)

(5 Other [] Disable String Instructions
w ) Objcopy [[J Use JSR instead of BSR for calls (-mjsr)
(% General [ Double FPU instruction

~ % Print Size

- ] Fixit €error parser
(2 General

Restore Defaults Apply

e
@ Apply and Close Cancel
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(2) Change the CPU Type from "Default" to "RX100".
Click "CPU" in the tool settings menu, change CPU Type from "Default" to "RX100", and click "Apply and

Close".
@ Properties for test_rx130 O x
|2}-pe filter text Settings P .
» Resource
Builders
v C/C++ Build Configuration: |HardwareDebug [ Active ] ~ | | Manage Configurations...
Build Variables
Environment g
Logging i3 Tool Settings | &) Toolchain | &5 Device| 4 Build Steps| . Build Artifact| a4 Binary Parsers| @ Error Parsers |
Settings
Tool Chain Editor | (% CPU | [ Make the double data type be 64 bits in size (-mé4bit-doubles)
» C/C++ General (3 Optimization CPU Type RX100 v
Project Natures & Debu_g :
Project References (2 Wamings prciiectice Rxv1 =
Refactoring History v & Library Generator None
Renesas QF & 59’?'“95
Run/Debug Settings v & Compiler None
Task Tags L% Source (-mnosave-tfu)
e 2 Includes
b Veriian B List Data Endian Little-endian data v
v & Assembler Default
(2 Source
% Includes Max size of constant operand values | Default ~
2 List Disable generation of RX hardware FPU instructions
v® }:"ker [[] Generate assembler output compatible with Renesas' AS100 assembler
g iourr:e [ Interrupt handler functions should preserve the accumulator register
3 Archives
C/% Miscailarisctis [[] Generate position independent code and data (-mpid)
% Other [ Disable String Instructions
v %3 Objcopy [JUse JSR instead of BSR for calls (-mjsr)
(2 General [] Double FPU instruction
v & Print Size [ Fixit error parser
3 General
Restore Defaults Apply
@ Apply and Close Cancel
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General Precautions in the Handling of Microprocessing Unit and Microcontroller
Unit Products

The following usage notes are applicable to all Microprocessing unit and Microcontroller unit products from Renesas. For detailed usage notes on the
products covered by this document, refer to the relevant sections of the document as well as any technical updates that have been issued for the products.
1. Precaution against Electrostatic Discharge (ESD)
A strong electrical field, when exposed to a CMOS device, can cause destruction of the gate oxide and ultimately degrade the device operation. Steps
must be taken to stop the generation of static electricity as much as possible, and quickly dissipate it when it occurs. Environmental control must be
adequate. When it is dry, a humidifier should be used. This is recommended to avoid using insulators that can easily build up static electricity.
Semiconductor devices must be stored and transported in an anti-static container, static shielding bag or conductive material. All test and
measurement tools including work benches and floors must be grounded. The operator must also be grounded using a wrist strap. Semiconductor

devices must not be touched with bare hands. Similar precautions must be taken for printed circuit boards with mounted semiconductor devices.
2. Processing at power-on

The state of the product is undefined at the time when power is supplied. The states of internal circuits in the LSI are indeterminate and the states of
register settings and pins are undefined at the time when power is supplied. In a finished product where the reset signal is applied to the external reset
pin, the states of pins are not guaranteed from the time when power is supplied until the reset process is completed. In a similar way, the states of pins
in a product that is reset by an on-chip power-on reset function are not guaranteed from the time when power is supplied until the power reaches the

level at which resetting is specified.
3. Input of signal during power-off state

Do not input signals or an 1/0 pull-up power supply while the device is powered off. The current injection that results from input of such a signal or I/0
pull-up power supply may cause malfunction and the abnormal current that passes in the device at this time may cause degradation of internal

elements. Follow the guideline for input signal during power-off state as described in your product documentation.
4. Handling of unused pins

Handle unused pins in accordance with the directions given under handling of unused pins in the manual. The input pins of CMOS products are
generally in the high-impedance state. In operation with an unused pin in the open-circuit state, extra electromagnetic noise is induced in the vicinity of
the LSI, an associated shoot-through current flows internally, and malfunctions occur due to the false recognition of the pin state as an input signal

become possible.
5. Clock signals

After applying a reset, only release the reset line after the operating clock signal becomes stable. When switching the clock signal during program
execution, wait until the target clock signal is stabilized. When the clock signal is generated with an external resonator or from an external oscillator
during a reset, ensure that the reset line is only released after full stabilization of the clock signal. Additionally, when switching to a clock signal

produced with an external resonator or by an external oscillator while program execution is in progress, wait until the target clock signal is stable.
6. Voltage application waveform at input pin

Waveform distortion due to input noise or a reflected wave may cause malfunction. If the input of the CMOS device stays in the area between V.
(Max.) and Vi (Min.) due to noise, for example, the device may malfunction. Take care to prevent chattering noise from entering the device when the

input level is fixed, and also in the transition period when the input level passes through the area between Vi. (Max.) and Vix (Min.).
7. Pronhibition of access to reserved addresses

Access to reserved addresses is prohibited. The reserved addresses are provided for possible future expansion of functions. Do not access these

addresses as the correct operation of the LSl is not guaranteed.
8. Differences between products

Before changing from one product to another, for example to a product with a different part number, confirm that the change will not lead to problems.
The characteristics of a microprocessing unit or microcontroller unit products in the same group but having a different part number might differ in terms
of internal memory capacity, layout pattern, and other factors, which can affect the ranges of electrical characteristics, such as characteristic values,
operating margins, immunity to noise, and amount of radiated noise. When changing to a product with a different part number, implement a system-
evaluation test for the given product.



Notice

1.

12.

13.
14.

(Note1)

Descriptions of circuits, software and other related information in this document are provided only to illustrate the operation of semiconductor products
and application examples. You are fully responsible for the incorporation or any other use of the circuits, software, and information in the design of your
product or system. Renesas Electronics disclaims any and all liability for any losses and damages incurred by you or third parties arising from the use
of these circuits, software, or information.
Renesas Electronics hereby expressly disclaims any warranties against and liability for infringement or any other claims involving patents, copyrights,
or other intellectual property rights of third parties, by or arising from the use of Renesas Electronics products or technical information described in this
document, including but not limited to, the product data, drawings, charts, programs, algorithms, and application examples.
No license, express, implied or otherwise, is granted hereby under any patents, copyrights or other intellectual property rights of Renesas Electronics
or others.
You shall be responsible for determining what licenses are required from any third parties, and obtaining such licenses for the lawful import, export,
manufacture, sales, utilization, distribution or other disposal of any products incorporating Renesas Electronics products, if required.
You shall not alter, modify, copy, or reverse engineer any Renesas Electronics product, whether in whole or in part. Renesas Electronics disclaims any
and all liability for any losses or damages incurred by you or third parties arising from such alteration, modification, copying or reverse engineering.
Renesas Electronics products are classified according to the following two quality grades: “Standard” and “High Quality”. The intended applications for
each Renesas Electronics product depends on the product’s quality grade, as indicated below.

"Standard": Computers; office equipment; communications equipment; test and measurement equipment; audio and visual equipment; home

electronic appliances; machine tools; personal electronic equipment; industrial robots; etc.
"High Quality": Transportation equipment (automobiles, trains, ships, etc.); traffic control (traffic lights); large-scale communication equipment; key
financial terminal systems; safety control equipment; etc.

Unless expressly designated as a high reliability product or a product for harsh environments in a Renesas Electronics data sheet or other Renesas
Electronics document, Renesas Electronics products are not intended or authorized for use in products or systems that may pose a direct threat to
human life or bodily injury (artificial life support devices or systems; surgical implantations; etc.), or may cause serious property damage (space
system; undersea repeaters; nuclear power control systems; aircraft control systems; key plant systems; military equipment; etc.). Renesas Electronics
disclaims any and all liability for any damages or losses incurred by you or any third parties arising from the use of any Renesas Electronics product
that is inconsistent with any Renesas Electronics data sheet, user's manual or other Renesas Electronics document.
No semiconductor product is absolutely secure. Notwithstanding any security measures or features that may be implemented in Renesas Electronics
hardware or software products, Renesas Electronics shall have absolutely no liability arising out of any vulnerability or security breach, including but
not limited to any unauthorized access to or use of a Renesas Electronics product or a system that uses a Renesas Electronics product. RENESAS
ELECTRONICS DOES NOT WARRANT OR GUARANTEE THAT RENESAS ELECTRONICS PRODUCTS, OR ANY SYSTEMS CREATED USING
RENESAS ELECTRONICS PRODUCTS WILL BE INVULNERABLE OR FREE FROM CORRUPTION, ATTACK, VIRUSES, INTERFERENCE,
HACKING, DATA LOSS OR THEFT, OR OTHER SECURITY INTRUSION (“Vulnerability Issues”). RENESAS ELECTRONICS DISCLAIMS ANY AND
ALL RESPONSIBILITY OR LIABILITY ARISING FROM OR RELATED TO ANY VULNERABILITY ISSUES. FURTHERMORE, TO THE EXTENT
PERMITTED BY APPLICABLE LAW, RENESAS ELECTRONICS DISCLAIMS ANY AND ALL WARRANTIES, EXPRESS OR IMPLIED, WITH
RESPECT TO THIS DOCUMENT AND ANY RELATED OR ACCOMPANYING SOFTWARE OR HARDWARE, INCLUDING BUT NOT LIMITED TO
THE IMPLIED WARRANTIES OF MERCHANTABILITY, OR FITNESS FOR A PARTICULAR PURPOSE.
When using Renesas Electronics products, refer to the latest product information (data sheets, user’'s manuals, application notes, “General Notes for
Handling and Using Semiconductor Devices” in the reliability handbook, etc.), and ensure that usage conditions are within the ranges specified by
Renesas Electronics with respect to maximum ratings, operating power supply voltage range, heat dissipation characteristics, installation, etc. Renesas
Electronics disclaims any and all liability for any malfunctions, failure or accident arising out of the use of Renesas Electronics products outside of such
specified ranges.
Although Renesas Electronics endeavors to improve the quality and reliability of Renesas Electronics products, semiconductor products have specific
characteristics, such as the occurrence of failure at a certain rate and malfunctions under certain use conditions. Unless designated as a high reliability
product or a product for harsh environments in a Renesas Electronics data sheet or other Renesas Electronics document, Renesas Electronics
products are not subject to radiation resistance design. You are responsible for implementing safety measures to guard against the possibility of bodily
injury, injury or damage caused by fire, and/or danger to the public in the event of a failure or malfunction of Renesas Electronics products, such as
safety design for hardware and software, including but not limited to redundancy, fire control and malfunction prevention, appropriate treatment for
aging degradation or any other appropriate measures. Because the evaluation of microcomputer software alone is very difficult and impractical, you are
responsible for evaluating the safety of the final products or systems manufactured by you.

. Please contact a Renesas Electronics sales office for details as to environmental matters such as the environmental compatibility of each Renesas

Electronics product. You are responsible for carefully and sufficiently investigating applicable laws and regulations that regulate the inclusion or use of
controlled substances, including without limitation, the EU RoHS Directive, and using Renesas Electronics products in compliance with all these
applicable laws and regulations. Renesas Electronics disclaims any and all liability for damages or losses occurring as a result of your noncompliance
with applicable laws and regulations.

. Renesas Electronics products and technologies shall not be used for or incorporated into any products or systems whose manufacture, use, or sale is

prohibited under any applicable domestic or foreign laws or regulations. You shall comply with any applicable export control laws and regulations
promulgated and administered by the governments of any countries asserting jurisdiction over the parties or transactions.

It is the responsibility of the buyer or distributor of Renesas Electronics products, or any other party who distributes, disposes of, or otherwise sells or
transfers the product to a third party, to notify such third party in advance of the contents and conditions set forth in this document.

This document shall not be reprinted, reproduced or duplicated in any form, in whole or in part, without prior written consent of Renesas Electronics.
Please contact a Renesas Electronics sales office if you have any questions regarding the information contained in this document or Renesas
Electronics products.

“Renesas Electronics” as used in this document means Renesas Electronics Corporation and also includes its directly or indirectly controlled
subsidiaries.

(Note2)

Corporate Headquarters
TOYOSU FORESIA, 3-2-24 Toyosu,
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